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Terms and acronyms

AAA Authentication, Authorization, and Accounting

ACD Average Call Duration

ASR Answer Seizure Ratio

BS Billing scheme

CDR Call detail record

CPC Calling party category

CSV Comma separated values

Customer Customers are ITSPs or carriers that originate traffic and pay the MVTS II SysO for the
delivered service.

DB Database

DBMS Database management system

DNS Domain Name System

DP Dial Peer

DST Destination

EMA Exponential moving average

ENUM Telephone Number Mapping (from TElephone NUmber Mapping.) A suite of
protocols to unify the telephone numbering system E.164 with the Internet addressing
system DNS

GK Gatekeeper

GUI Graphical User Interface

GW Gateway

HC Hierarchic classifier

HTTPS HyperText Transfer Protocol, Secure

ITSP Internet telephony service provider

MERA SIP HIT Add-on module for the MVTS session border controller. The SIP-HIT’s intent is
SIP/H.323 conversion.

MNP Mobile Number Portability

MVTS Mera VoIP Transit Softswitch

MVTS 11 Next generation VoIP traffic management system described and explained in this
document

NIC Network Interface Card

NPA Numbering Plan Area. A 3-digit code that designates one of the numbering plan areas
in the NANP (North American Numbering Plan) for direct distance dialing.

OClI Oracle Call Interface

PDD Post Dial Delay

QoS Quality of service. The System calculates QoS as a ratio of packets delivered to total

packets transferred.




Terms and acronyms

RG

Routing group

RP

Rate plan. RP is a schedule of prices charged for passing traffic. There are two kinds of
RPs in the System Vendor RPs and customer-facing RPs. Vendor RPs comprise
destination prices that the SysO pays for delivery of MVTS’s egress traffic. Customer-
facing RPs are rate plans with prices that the SysO charges customers for traffic
delivery.

SBC

Session Border Controller

SysO

SysO is a single acronym used to denote the System operator and owner alike. Plainly
speaking, SysO is a person or business entity who/that owns/operates the MVTS 11
system for wholesale VoIP traffic management. Individuals or businesses that rent a
portion of the MVTS II wholesale traffic capability (switch partitioning) are Customers
in the perspective of the MVTS 1II principal owner and System operators from the
operational standpoint and are also referred to as SysOs in this document.

System

The word System is used in this document to refer to an MVTS II facility employed by
its owner/operator to deliver service

TCD

Total Calls Duration

TMngr

TMngr. TMngr is the MVTS II core element designed for call routing, analysis of
data streams passage along the routing paths with allowance made for QoS and
profitability and ensuing optimization of traffic distribution among the route
alternatives.

TNS

Target namespace

TS

Traffic Switch — is an application functioning as a session border controller that
handles calls under the control of TMngr

Vendor

Vendors are ITSPs or carriers that accept the MVTS II egress traffic for termination or
further relay and receive payments from the SysO for the service they deliver. Vendors
can also be Customers if they reciprocate traffic with the SysO.

VoIP

Voice over Internet Protocol
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1 INTRODUCTION

11 DOCUMENT PROFILE

This document provides an overview of the MVTS II application, a carrier-grade solution for
efficient policy routing of VolIP traffic.

1.2 AUDIENCE

This document is intended for Internet telephony service providers interested in finding a
resolution to complex transit problems and administrators responsible for deployment,
operation and maintenance of MVTS II systems.

1.3 NOTATIONAL CONVENTIONS

The conventions used in this document are described in Table 1 below.

Table 1: Conventions

Example Convention
Note: text Important information requiring special attention
[N] Reference to some other document
void Examples of source code, program output, logs, configuration files etc.
Ulimit Names of programs or files
1.4 DOCUMENT STRUCTURE

This document comprises the following sections:

Section 1 Introduction contains general information about this document, its structure and
the conventions used in explanation.

Section 2 System overview provides a description of the system functionality,
specifications, architecture, hardware and software requirements

Section 3 MVTS II operation sequence details basic operating procedures for the system.

Section 4 Web-interface provides overview of the TMngr web-interface and details standard
operation procedures.

Section 5 Operating TMngr leads you through the particulars of Traffic Manager
administration.

MVTSIIv. 1.2.0 page 9 of 216



2 SYSTEM OVERVIEW

MVTS II is a system for comprehensive management of IP telephony traffic flowing across
the ITSP’s network. MVTS II is designed to efficiently handle big amounts of simultaneous
call sessions through application of adaptive call authorization and routing policies.

2.1 SYSTEM ARCHITECTURE AND NETWORKING ARRANGEMENTS

The MVTS II system includes two functional layers: a switching layer comprised of traffic
switches (TSs), and traffic management layer (see Fig. 1.) In what follows the traffic
management layer for simplicity is referred to as Traffic Manager (TMngr.)

'-------------------------------\
Traffic Manager

« AAA

» Call Routing

» Pre-billing

» Analysis & Reporting

goeny,
LA

" —
.

, - -
i Traffic Switch ]
I
i Load Balancer/ )
| H.323 Gatekeeper/ < €27} = — = — — — — — — - !
i SIP Registrar | :
R S '

Signaling Signaling | |
I Management
I Node Node Node :
: I
N B e 8 4
I | "
| | "
| |
' Media Nod ' :
0 el ,
\ /

\----------------------------—"

"

Fig. 1 MVTS II-based solution architecture

The distribution of operational functions among the MVTS II key components is as follows:
The job of TMngr is to keep and furnish data about available routing paths as well as provide
traffic balancing rules for termination equipment. Traffic switches perform all information
processing and call handling.

211 SWITCHING LAYER

Traffic Switches of the switching layer handle SIP and H.323 calls and perform two-way
conversion of signaling protocols and voice codecs when necessary. Each TS is a full-
featured session border controller (SBC) that provides a secure connectivity interface with
end customers and peering partners, enables interoperability of multi-vendor equipment,
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conceals the network topology and assures protection from DoS attacks. Additionally, every
TS is the primary source of call statistics that is analyzed and visualized by means of the
TMngr.

An individual TS comprises the following functional modules (nodes), each module being an
independent software application:

Management node keeps all configuration data, provides centralized control over other
functional modules and serves as a collection point for the System statistics

SIP registrar/balancer and H.323 gatekeeper/balancer. These nodes handle
registration requests and provide for load balancing between the signaling nodes. When
a user (calling device) tries to register to the System, the relevant data is forwarded to the
TMngr. Depending on the response received from the TMngr the registration request is
either accepted or rejected. Load balancing is based on the current call per second rate of
each signaling node.

Signaling node provides two-way conversion of SIP/H.323 signaling protocols and
traffic distribution (load balancing) between media nodes based on the current CPU load
of the server hosting each signaling node. One signaling node can work with any number
of media nodes.

Media node — the job of a media node is to handle media flows, function as an RTP
media proxy and perform conversion of voice codecs. The number of media nodes
needed in an MVTS II system depends on the anticipated number of concurrent call
sessions that involve RTP media proxy operation.

Command line node is a telnet server that allows users to log on to a switching host
using any telnet client.

Traffic Manager node ensures interaction between the TS and TMngr by means of
DBMS clients. It is also responsible for interaction with external billing systems and
ENUM registers, codec sorting and distributing calls between termination devices within
equipment groups.

Syncro node ensures synchronization of the System processes and control over the used
resources. The synchro node interoperates with the signaling and traffic manager nodes.

Depending on the System capacity requirements TS functional modules can run on dedicated
servers or share a single hardware platform. For instance, with the traffic load of several
dozens simultaneous call sessions a single-server installation will perfectly do the job. In case
of larger traffic loads, you can allocate individual servers for, say, media nodes, the most
demanding application in terms of computing power.

Fig. 2 shows the general layout of the switching layer.
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Traffic Manager node

: a

&

e
‘tﬁ:.é:k_-;b

User Interface

Management Node é"—’é @

SIP Registrar/Balancer H.323 GK/Balancer

L. ( = ¥
Signaling Node Signaling Node Signaling Node

( [
Z > Z =

Media Node Media Node Media Node Media Node

\
¥

Link fo management

Link between media and signaling

Link between registrar/balancing and signaling
Link to Traffic Manager node

Fig. 2 Switching layer organization

2111 Traffic Switch functions
Below is an overview of TS functionalities:

» SIP (RFC3261) and H.323 v2 - v4 call handling, two-way conversion of the
signaling protocols;

Conversion of voice codecs (G.729, G723.1, G.711A/U, GSM FR, Speex, iLBC);
Support of IP version 6
RTP media proxy options (full proxy and signaling proxy operation only)

YV V V VY

Fully distributed architecture (assures enhanced dependability and almost unlimited
scalability of the System.)

Y

Command-line interface for system administration.

21.1.2 Specifications and requirements

21121 Hardware and software requirements
Traffic Switch is designed to run on Debian GNU/Linux Etch (kernel 2.6).
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Owing to the distributed architecture of the switching layer the hardware requirements for the
platform intended to host the system fully depend on the projected system performance and
the selected method of redundancy.

21122 Capacity

The System capacity varies with the number of concurrently running signaling and media
nodes. The following performance figures are given for deployments where the signaling and
media nodes run on separate servers with Dual PIV 3.0 GHz/ 2 GB RAM with 1 Gbps and
above networking interfaces.

Signaling node

= Up to 3500 concurrent call sessions
= Traffic growth rate up to 50 new calls per second
= Post Dial Delay: 30 ms and below

Media node (when installed on a dedicated server)

=  Up to 1000 calls during proxy operation without codec conversion

=  From 150 to 500 calls with codec conversion

= Media traffic latency from 10 to 100 ms depending on the operation mode (i.e. with or
without codec conversion)

=  From 100 to 200 calls with codec conversion

SIP registrar/balancer and H.323 gatekeeper/balancer

=  Up to 1000 simultaneous registrations
=  Up to 100 new registrations per second
=  Registration handling latency: 500 ms and below

21.1.2.3 Scalability

The capacity of a TS can be scaled up by adding more nodes. Additional nodes can be
installed both on single- and multi-processor platforms.

21.1.2.4 Fault tolerance

The fault tolerance of the TS is ensured by the possibility to start and run several modules of
identical functionality (signaling and media nodes). In addition, TS features a background
autorecovery service called “phoenix”, designed to restore the module serviceability in case
of a failure.

21.2 TRAFFIC MANAGEMENT LAYER
Traffic Manager (TMngr) is the core element of MVTS 11, and the System’s intellect.

TMngr carries out authentication and authorization of VolP equipment, does call routing, call
analysis, validation and transformation of call numbers, traffic load balancing. In addition,
TMngr performs QoS control functions and pre-billing, i.e. generation of information
required for external billing systems.

TMngr comprises two constituents:

= Database based on the ORACLE™ technology. The DB is a repository of data
necessary for call routing and analysis of statistics.

=  Web server (WS) provides a convenient graphical interface for administration
tasks and customer access.
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2.1.2.1 TMngr capabilities

TMngr features an advanced call routing mechanism, elaborate network analysis and
reporting tools. TMngr has a fully distributed architecture that assures almost unlimited
scalability and flexibility in terms of fault-tolerance and redundancy.

The System:

based on the destination number draws up a list of routing path alternatives with
consideration for termination costs and service quality. Search of termination options
depends upon recognition of the tariff zone prefix in the destination number.

performs least cost sorting of routing path alternatives

allows the operator to implement customized routing policies

features flexible customer authentication and authorization management. The System
allows the operator to impose customer-, destination-, peering partner- and time-based
call restrictions

performs translation of source and destination numbers according to configured
number transformation patterns

carries out call completion data analysis for exclusion of bad paths from routing
options

performs traffic overload assessment for routing paths and assures load balancing
keeps various statistical parameters (number of calls, ASR, ACD, QoS, etc.) for dial
peers and gateways

allows for creation and modification of customers’ rate plans and discounts that the
SysO offers to customers

keeps a record of vendor rate plans and discounts offered by termination partners
(vendors)

provides graphical and tabular representation of operational statistics: peak and current
System loads, total number of calls, average call duration, total calls duration, ASR,
QoS, etc

calculates dynamic statistical parameters as EMA (exponential moving average) and
allows configuration of the EMA period

supports mobile number portability, inter/intrastate routing and other specific features.

21.2.2 TMngr specifications

Average response latency: 60 ms

Supported dial peers (traffic termination opportunities): 10 mln and above
Traffic growth rate (new calls per second): 70

Number of authentication objects: not limited

Authentication rate (authentications per second): 300 and above with the total
population of ID records amounting to 1°750°000

Authentication and authorization latency: 60 ms and below with the total number of
ID records 2 min

Number of users simultaneously accessing the web-server: 1000
Number of destinations in a customer-facing rate plan: not limited
Number of identified equipment per one vendor: not limited

System dependability: 99.99%.

2.1.2.3 Hardware and software requirements

The TMngr DB software runs on the following operating systems:
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SUSE Linux Enterprise Server (SLES) 9
SUSE Linux Enterprise Server (SLES) 10
Red Hat Enterprise AS/ES 5

Red Hat Enterprise AS/ES 4

Red Hat Enterprise AS/ES 3

The following server specification is capable of supporting the traffic growth rate of up to 70
calls per second with the number of configured dial peers (DPs) of up to 10°000°000:

Double AMD Opteron or Double Xeon CPU 3.0GHz
8Gb RAM

RAID 0+1 of 4 15000rpm SCSI disks

1Gb Ethernet
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MVTS Il OPERATION SEQUENCE

Responding to a new call, the TS sends TMngr a call authorization and routing query. TMngr
checks the query data against the information stored in the database and acts in accordance
with the authorization, billing and routing instructions configured for the call originator. The
diagram below shows the stages of MVTS II operation sequence.

Authentication

/

Authorization

Routing

/

Pre-Billing

Fig. 3 MVTS II operation sequence
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3.1

3.2

AUTHENTICATION

At the authentication stage TMngr proceeds through the following stages.

On the receipt of a query from the switch, TMngr first initiates authentication of the
origination customer. TMngr can authenticate the calling entity by:

- User agent ID and password

- IP address and network mask

- technical prefix

- source or destination numbers

- NAT router IP address

- or any combination of the above criteria

The System performs authentication only by the parameters defined in the
authentication record (applying the condition ‘AND’). All other parameters that may
be present in the authentication query are ignored. To explain this, let us assume the
configured authentication parameters are IP address and source number. Now, if the
authentication request received from the TS contains, for instance, a technical prefix in
addition to the IP address and source number, the system will authenticate the user by
the IP address and source number only, ignoring the technical prefix.

There can be several authentication records associated with the same origination
device thus making the application of different rate plans or detailed logging
dependent of the call parameters received in the authentication request (use of the
condition ‘OR’.)

If the calling party is identified and its account is not blocked, TMngr performs
translation of the source and destination numbers according to number transformation
patterns defined in the equipment and/or authentication account.

TMngr determines the rate plan applicable to the customer based on the authentication
record for the origination equipment.

The System then determines the routing group the customer belongs to. A routing
group is a number of dial peers among which a routing path is searched first of all. If
the appropriate route is not found within the routing group, TMngr continues the
search among dial peers in the parent routing group, if any (see section 3.9.2).

Further, TMngr determines the logging level (degree of information details) for debug
logs and goes over to the authorization procedure.

AUTHORIZATION

When the authentication process is over, TMngr performs authorization. The progress of the
authorization procedure is as follows:

Based on the obtained authentication data the System searches the customer’s rate
plan for a record that includes the best match for the call destination number prefix.

Using the destination number prefix found in the rate plan TMngr determines the price
of service for the customer. The System supports inheritance of rate plans and,
therefore, there can exist parent rate plans and child rate plans. Search for destination-
dependent price data always starts in the customer rate plan and continues in the
parent rate plan, if any.

Based on the ASR value defined in the customer’s rate plan, TMngr determines the
ASR value for potential routing paths.

The ASR value of a potential routing path cannot be below the value determined in the
corresponding Destination of a rate plan.
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3.3

The System also allows the operator to set the profitability flag for low-rate plans
(normally, such economy rate plans imply reduced quality of service) where
destination rates are close to those charged by termination providers. With the
profitability flag set, the System sends calls only to dial peers where rates are lower
than the costs of the origination customer. More “expensive” rate plans in some cases
allow the System to route calls to termination providers with rates exceeding those
specified in the customer-facing rate plan. The profitability of operations under such
rate plans is maintained at the sacrifice of the overall profitability of the main bulk of
handled calls.

Next the System determines the billing scheme specified in the rate plan and switches
to the routing procedure (for information about billing schemes refer to section 5.4.1).

ROUTING

Below are the steps of the routing procedure.

Stage 1. Looping detection

TMngr first checks the call for looping. Call looping may occur when the call
forwarded to the termination provider returns to the switch with a renewed routing
request. The returned call may come back directly from the immediate partner-
provider or after having passed through a chain of other carriers and with a number of
technical prefixes added to the destination number.

The looping prevention function of TMngr serves to preclude such situations. The
System determines the number of undertaken routing attempts N and during
subsequent routing excludes the first N routing paths from the list of routing options,
i.e. the call will be forwarded to some other service provider. The System has the
capability to alert the operator to call looping by means of e-mail notifications
(configurable).

Stage 2. Search of termination alternatives belonging to the same vendor

The System first finds termination alternatives (dial peers) belonging to the same
service provider (provided that there are no customer-vendor restrictions, see section
5.1.5.9). The main selection criterion at this stage is the dial peer prefix. Per minute
rates and quality aspects, such as ASR or ACD or QoS values are not taken into
account. The DP records corresponding to potential routing paths should:

—  be enabled, i.e. the check box Enabled should be selected;

- have an appropriate prefix, for instance, if a vendor has dial peers with prefixes
52, 521, 5212, 52123 and the number dialed is 521288889999, the dial peers
with prefixes 52, 521, 5212 will be chosen;

- have an appropriate validity term, i.e. the dates in the Valid from/Valid till
fields should not be later/earlier than the current date, respectively;

- Dbelong to the routing group assigned to the originator or a group of a superior
hierarchy level* (parent routing group);

— the length of the destination number should not exceed the minimum and
maximum configured for the dial peer (optional);

- the dial peer is of appropriate inter/intrastate type (optional, see section 5.9.7);

- if the dial peer is configured for scheduled operation, it should be currently
active
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Note: The search of dial peers in parent routing groups can be disabled (see section

5.1.2)

=  From the resulting list of routing path options TMngr selects only one according to the
following criteria:

1. the dial peer has a prefix which is the best match (longest) for the
destination number, i.e. out of dial peers selected in the example above the
dial peer with prefix 5212 will be chosen, even if the per minute rate set for
this dial peer is higher than that of the others;

2. if several dial peers of the same vendor have the same prefix, the dial peer
belonging to the routing group with the lowest hierarchy level (the deepest
child group) is selected;

3. of several dial peers within the same routing group the System picks the
scheduled one, and of several scheduled dial peers the one with the highest
schedule priority;

4. then of several dial peers the System selects the newest one, i.e. the dial
peer with the latest date in the Valid from field but not later than the
current date;

5. if still several dial peers belonging to the same vendor meet the above
requirements, the System - to provide for equal load sharing - will select
the one that has been idle longer.

The result of this process is a list of termination alternatives where each termination
provider is represented by one routing path only.

Stage 3. Analysis of routing paths belonging to different vendors

=  Then the System scans the resulting list and excludes:

dial peers with the Blocked check box selected;

dial peers that do not meet the profitability requirements defined in the table
Destinations;

dial peers statistics do not satisfy the required ASR or ACD or QoS, etc. values
defined in the table Destinations;

dial peers affiliated to the call originator, i.e. to the providers who act both as a
customer and a termination partner, if the Ignore own dial peers checkbox in
the Customer authentication dialog box is selected (see section 5.1.2);

dial peers affiliated to vendors whose settlement schemes have lower
precedence than the settlement scheme of the call originator (optional, see
section 5.7.4);

Stage 4. Final sorting

= At this stage Traffic Manager sorts the routing paths in order to place the optimal ones
in the beginning of the list. The dial peers are sorted by:

1.

routing group hierarchy - starting from the deepest child group to the top parent
group;

dial peer precedence - the higher is the precedence, the closer is the dial peer to
the beginning of the list;

TS actions defined in the DP records: Stop hunting (highest priority) > Stop
hunting after this DP > Normal (lowest priority);
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3.4

4. the rest of the dial peers are sorted in accordance with the current routing policy.
The default routing policy is LCR (least cost routing). During LCR TMngr
arranges dial peers for termination from the lowest to the highest rates. Other
types of routing policies are customizable and the SysO can easily switch between
them (see section 3.10).

In case of looping the System excludes from the resulting list of route alternatives the
first N routing options that cause looping.

Then TMngr truncates the resulting list leaving the first six* dial peers only and sends
it to the trafficmanager node for further processing.

Note: Six is the default number of dial pears on the list, but it can be changed with the
help of the parameter “Max routes number”, see section 5.9.1.

Stage 5. Route processing on TS

After the call authorization simultaneously with execution of the native routing
procedure by Traffic Manager the trafficmanager node sends routing requests to the
ENUM registers configured in the DB (see section 5.2.6). If the trafficmanager node
receives a route from any of the ENUM registers it places the route in the beginning of
the list of routing paths.

Then the trafficmaner node performs such procedures as number translations, codec
sorting, etc. and finally sends the list of routes to Traffic Switch.

The dial peer data is processed in the same order it was received from DB:

1. In case of a failure to establish the connection through the dial pear with the
type "Normal”, Traffic Switch will send the call to the next dial peer in the
list (provided that an appropriate disconnect code is received, see also section
5.9.6).

2. If a dial peer with the type “Restricted” is encountered, it will be ignored by
the Traffic Switch, as well as the rest of dial peers in the list that follow this
dial peer.

3. If a dial peer with the type “Priviledged” is encountered, it will be tried for
termination by the Traffic switch, but all the rest of dial peers in the list will
be rejected.

CALL SETUP

When call setup occurs, TMngr proceeds as follows:

On a successful call setup TMngr decreases the current capacity value of the
equipment involved in the call termination and

Further, TMngr analyzes the reasons for termination failures.

While handling the call TMngr sends the TS information about termination
possibilities selected in compliance with the routing policy (refer to 3.3.) The TS
successively tries to terminate the call via every DP on the list.

Now, suppose call termination proved successful with the third DP on the list only.
Naturally, the two previous DPs are regarded as failures, and TMngr performs ASR
adjustments for the failed routing paths. The termination alternatives that follow the
successful DP in the list are disregarded. Information about failed attempts is
registered in the table of CDRs
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= Finally, TMngr decreases the available capacity of the successful DP and adds an
entry to the table of active calls.

3.5 END OF CALL SESSION. PRE-BILLING

Upon call completion, the TS sends TMngr information about call duration and other
session-related data. Following this TMngr:

= removes the record pertaining to the call from the table of ongoing call sessions;

= increases the available capacity of the DP used for call termination and updates other DP
statistics;

= calculates the cost of service for the customer (amount receivable) and the SysO (amount
payable) based on the applied billing schemes and applicable discounts. After that
TMngr debits the calculated amount to the customer’s account and credits the due
amount to the vendor’s account; The results of the calculation can also be exported to an
external billing sy

= accounts updated, TMngr checks the customer’s account balance. In case the amount has
reached the configured notification value, the System sends the customer a low-balance
notification.

= checks if the balance has reached the configured minimum amount. In case the minimum
is reached, TMngr blocks the customer’s access to services and generates an appropriate
e-mail notification.

= enters all the call-related data in the table “CDRs”.

3.6 NUMBER TRANSLATION SEQUENCE

During call processing source and destination numbers received on the incoming call leg can
undergo several transformations in compliance with the respective settings configured in the
TMngr DB. The figure below shows the call stages where number translation can take place
and the parameters involved.
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Fig. 4 Number translation sequence

All number transformations for real calls are performed by the trafficmanager node. Number
transformation for dial peer hunting and call simulation procedures is done by the DB engine.

3.7 DIAL PEERS AND EQUIPMENT

Every DP can be represented by either a single device that handles destination-bound traffic
from MVTS II or a number of such devices united in an Equipment Group. An important
difference between individual devices and devices united in a group is that:

a. all devices within an Equipment group must belong to the same vendor, but on the other
hand,

b. there may exist only one DP in the Routing group that belongs to the same vendor and has
the same prefix (area code).

Thus, if there is a need to balance traffic among more than one device belonging to the same
vendor, the only configuration choice is to create a group of such devices and create ONE
DP pointing to this group.

If there is a need to balance traffic among several devices belonging to different vendors —
one must create as many DPs as there are devices (vendors), Equipment groups will not work
in this case.

When a DP points to a group of devices, there must exist a rule how termination alternatives
are tried within the group. Each group of equipment may be assigned a rule that governs
selection of a device that will handle traffic. A device for termination within the equipment
group may be picked in a round robin fashion, randomly or according to the load
balancing/priorities principle.

In addition to determining device selection rules, the operator can configure the maximum
number of devices that will be tried for termination, after which the System will abandon
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further attempts to complete the call through the current DP and select some other DPs when
the selected call-handling devices turn out to be unreachable or respond with one of
discpnnect codes for which re-routing is enabled.

Drevice selection rules for
the equiptment group

Equipment group

Tertrination device

= Termmitation device
Dial peer
[routing pathy N,

\ Terrmination device

= Tertdnation desice

Equipment group

Tertrination device

Termination device

Diial peer

[routing path) . )

= Tertnination device I

Fig. 5 Equipment selection rules

3.8 STATISTICS

TMngr features a spectrum of tools for the analysis of statistical data that provide
information about the System performance and allow real-time monitoring of such
parameters as the total number of handled calls, route load, ASR, ACD, QoS, CPS, etc. To
enhance the topicality of statistics the majority of key statistical data is calculated as EMA
(exponential moving average). Real-time data can be viewed in the following tables:

= Customers/Vendors
=  Vendor parameters
=  Equipment

=  Equipment groups
=  Dial peers

= Destinations
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3.9

3.9.1

Along with real time data there is a possibility to generate a variety of statistical reports and
graphs with the help of the objects found of the category Statistics.

SOFTSWITCH PARTITIONING

MVTS 1I allows several service providers to share the System’s traffic management
capability. The SysO may choose to render hosting services by granting out portions of the
System’s ample operational capacity on lease. Sharing of the MVTS II operational resources
is achieved through partitioning of the System’s logical structure. The use of a hosted
softswitch allows small ITSP businesses that service individuals and organizations to get
access to the operational capacity of an industry-grade session controller without any
material investment in the network infrastructure.

ITSPs that buy hosted softswitch services offered by the SysO can create their own rate
plans, dial peers and provide traffic delivery service (including hosted softswitch service) as
if they operated a switching facility of their own.

The softswitch partitioning is possible thanks to the use of hierarchic classifiers and routing
groups.

HIERARCHY CLASSIFIERS

Every System user receives a hierarchy classifier (HC) at the time of creating the user’s
account. The HC indicates the user’s position in the hierarchy of System users and provides
an additional tool of managing user access to the information stored in the DB along with
user roles and rights.

The hierarchy of TMngr users is a tree-like structure at the top of which is the SysO with HC
01. When the SysO creates new user accounts the newly added users are assigned HCs 01.01,
01.02, 01.03, where the first part of the classifier identifies the parent user while the second
figure delimited form the first part of the HC by a period represents the user’s number in the
hierarchy level. Likewise HCs 01.01.01, 01.01.02, 01.01.03 will be assigned to users added
by the parent user with HC 01.01. Therefore, the longer is the HC the lower is the user’s
level in the hierarchy (see Table 1).

System users have access to information about all child/grandchild/grand-grandchild/etc.
users within the bounds of their home partitions (sub-partitions). The amount of partitions
and nested sub-partitions is limited by the computing power of the TMngr hardware only.

Table 1 Hierarchy classifiers

User 01 (Hierarch) Level
Parent
User 01.01 User 01.02 User 01.03 Level 1T
(child) (child) (child)
User 01.01.01 User 01.02.01 | User 01.02.02 | User 01.03.01 | User 01.03.02 | User 01.03.03 | Level III
(grandchild) (grandchild) (grandchild) (grandchild) (grandchild) (grandchild)
01.01.01.01 01.02.01.01 01.02.02.01 01.03.01.01 01.03.02.01 01.03.03.01
(grand-grandchild) (grand- (grand- (grand- (grand- (grand- Level IV
grandchild) grandchild) grandchild) grandchild) grandchild)
Partition Partition Partition Partition Partition
01.02.01 01.02.02 01.03.01 01.03.02 01.03.03
Partition 01.01 Partition 01.02 Partition 01.03

For the convenience of sorting data in data tables, numbers that constitute HCs include a
leading element (a numeric indicator), that shows the quantity of digits in the number minus
1. For example, single-digit numbers from 0 through 9 are presented as 01 through 09, two-
digit numbers from 10 through 99 are presented as 110 through 199, three-digit numbers
100 through 999 as 2100 through 2999 and so on. This means user number 50 added by the
SysO will be assigned HC 01.150
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3.9.2

ROUTING GROUPS

A routing group (RG) is a collection of DPs grouped by some criterion, for example, high
QoS or termination equipment belonging to a specific service provider. Routing groups allow
the SysO to create customized DP tables for individual users and user groups.

During authentication TMngr determines to what routing group the traffic originator belongs
and further two operation scenarios are possible depending on the TMngr settings:

=  TMngr performs route hunting among the DPs that constitute the routing group
only;

=  TMngr performs route hunting among the DPs of the group and if the necessary
termination option is not found continues the search in the group of a superior
hierarchy level (parent routing group).

Routing groups are also instrumental in delivering the hosted softswitch service to customers.
When creating user accounts for softswitch renters the SysO can configure:

= customer-specific routing groups
= routing groups including the DPs of a certain Vendor only
=  routing groups comprised of high-QoS DPs

The above examples of routing groups are not exhaustive. The SysO creates routing groups
at his/her discretion with regard to the applied business model, pursued business policy,
relationship with customers and other considerations.

Softswitch renters can create their own routing groups and DP tables necessary for routing
the traffic of their clientele. All system users have access to their own routing groups and
routing groups of inferior hierarchy levels within the confines of the softswitch logical
partition they are using. Refer to Fig. 6 for a diagram illustrating the hosted softswitch
service structure.
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Fig. 6 Rendering hosted softswitch service

ROUTING POLICIES OVERVIEW

This section explains the principles of the MVTS II routing policies.

A number of factors may determine the ‘appeal’ of a dial peer as a potential routing path.
Such factors include the cost of termination, ASR, ACD, QoS, PDD, etc. as well as their
combinations. For example, a dial peer can demonstrate very good ASR and ACD but very
long PDD, which in some cases is unacceptable. However, the above parameters vary in time
and a dial peer unworthy at one time may become the best routing option at some other.
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Therefore, to provide for more flexible routing in addition to the native least-cost routing,
MVTS II features a tool that allows the operator to implement customized routing policies.

Key terms
There are four key terms required to understand the MVTS II policy-based routing:
= Routing policy
=  Procedure
= Dial peer appeal value
= Additional policy parameters

Routing policy is a rule that enables preference sorting of dial peers during routing. Routing
policies are applied to individual destinations that make up customer rate plans.

Preference sorting criteria are determined by PL/SQL procedures used in calculation of dial
peer appeal values. By means of the procedures the operator can manipulate the dial peer
attributes to control which dial peer is selected as a routing alternative depending on the
current appeal value. A procedure can return up to three values, each of them corresponding
to an individual routing policy. There can be up to eight active procedures at a time. Each
procedure is applied to an individual group of dial peers (see Example 3 below).

Appeal values are presented in the fields Appeal value 1, Appeal value 2 and Appeal value
3of each dial peer record. During route hunting dial peers are sorted according to the least
dial peer appeal value (by analogy with LCR where the less the cost, the more preferable the
DP is for termination). On this account the procedures should be designed so as to return
minimum values.

Additional policy parameter is a value that can be configured in every DP to be used as
part of formulas in the procedures. Additional policy parameters can represent, for instance,
the DP’s load sharing values in percentage-based routing procedures.

Table 2 below presents information about GUI objects related to the key terms of routing
policies.

Table 2 Key terms of routing policies and related GUI objects

Name Related GUI objects
Routing policy 1. Termination > Routing policies > object Routing policies
2. Origination > Destinations > column/drop-down list box
Routing policy
Procedure Termination > Routing Policies > object Procedures

Dial peer appeal value | Termination > Dial peers > columns/fields Appeal value 1,
Appeal value 2, Appeal value 3

Additional policy | Termination > Dial peers > column/field Additional policy
parameter parameter
3.10.1 UNDERSTANDING ROUTING POLICIES BY EXAMPLES

Example 1 Appeal-based policies
Suppose, you wish to implement the following routing policies:

=  Econom (Routing policy 1). This policy involves sorting dial peers by termination
rates, which means regular LCR;
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= Basic (Routing policy 2) is a routing policy based on both consideration for quality
parameters and termination costs;

= De Luxe (Routing policy 3) is a policy when dial peers are sorted by the service

quality regardless of prices.

To implement policy routing involving the above policies, assign the policies to destinations
making up customers’ rate plans, configure appropriate procedures that calculate preference
values and assign them to DPs.

Suppose now that upon arrival of a call route hunting returns several dial peers with the same
number prefix and the following “appeal” values:

Dial peer ID | Affiliated to | Prefix Routing policy 1 Routing policy 2 Routing policy 3
(Econom) (Basic) (De Luxe)

1 Vendor A 7495 0.25 0.40 0.31

2 Vendor B 7495 0.46 0.24 0.21

3 Vendor C 7495 0.34 0.18 0.23

4 Vendor D 7495 0.42 0.36 0.19

In such a case the DP with ID 1 will be selected as the routing path under the routing policy
“Econom”; the DP with ID 3, will be the best route option under the policy “Basic”, and the
DP with ID 4 will be the best choice under the routing policy “De Luxe” (see also Fig. 7).
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AVT| AVZl AV3 to Traffic Switch...
All customers DP1o25| 04 |03 b—
call to +7 495 xxx xx xx ppz| 046] 0,24| 0,21
DP3|0,34 |0,18 | 0,23
DP4|0,42 |0,36 | 0,19
Price-conscidus v
customer Authorization AV ave | Aavs
DP1
\"= #i Economy rate plan 025/04 1031
=
3 N e e——— DP2 1046 |0.24 | 0,21 to Traffic Switch...
- - e me DP3 10,34 |0,18 | 0,23
Average > - De Luxe rate plan DP4 042 |0,36 0,19
Customer
AV1| AVZ | AV3
DP1| 0,25 04| 031
Quality-constious customear ppz| 046 0,24 0,21
DP3| 0,34| 0,18] 0,23 Traffic
DP4| 042 0,36| 0,19 Switch
Re-calculation of + ot t
DP appeal values
AV — dial peer appeal value under ¥
. I leted
policy 1/2/3 Procedure Call complete
DP - dial peer begin
pappeal_vale_1 = pud_cast_ci;
pappeal value 2:=p.d cost cu* (1 +03pd asr e +02pd qos;  [4— Statistical information
pappeal value 3= | - p.d_qos
end;

Fig. 7 Routing policies

All the three “appeal” values are re-calculated after completion of every call sent through the
dial peer.

However, DP appeal values can also be statically defined by the user as described in
Example 2 below.

Example 2 Using routing policies with consideration for differences in billing schemes

Suppose there are two Vendors, Vendor A and Vendor B providing termination services to
the same destinations. Vendor A sells traffic minutes at $0.1 per minute with a 60 second
billing increment, while Vendor B’s rate is $0.105 with a 1-second billing increment.

Despite the seeming appeal of Vendor A’s dial peers under LCR, the 60-second billing
increment applied by the Vendor may in case of large traffic mean higher termination costs
for the SysO. To cope up with the situation you can enter a per minute rate adjustment in one
of the ‘Routing policy’ fields. The adjustment value is derived by multiplying the actual rate
by an adjustment factor. The adjustment factor can be calculated after analysis of the CDR
records and estimation of the average per minute rate for the calls terminated to the dial peer.

As the rate offered by Vendor B does not require adjustment substitute 1 for the
multiplication factor.

Example 3 Using routing policies for load balancing

Assume that the existing “appeal”-based procedure discussed in Example 1 works fine for all
dial peers, except DPs for some destination where you want to apply another policy. The
reason for this may be that you wish to distribute traffic between several vendors servicing
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the same destination, say UK, in some proportion. With this end in mind you have to make a
special procedure and assign it to all dial peers specializing in UK-bound traffic termination.

There are several methods to distribute traffic between dial peers. It is possible to distribute
traffic by the amount of calls and by traffic time. To distribute calls evenly between all dial
peers, use the following procedure:

begin
p-appeal value 1:=p.d total calls;

end;
where

p.d_total calls — total number of calls terminated through a dial peer.

For complete list of parameters that can be used in procedures refer to section 5.3.4

In the customer rate plan assign the UK destination Routing policy with ID 1. In this case
calls will be evenly distributed between dial peers, as the System will always route calls to
dial peer with the least total number of currently handled calls.

To configure load balancing by traffic time, write:

begin
p-appeal value 1:=p.d total time;

end;
where

p.d_total time — total duration of calls terminated to the dial peer.

Load balancing is possible only between dial peers with the same prefix. It can turn out that
Vendors A, B and C provide termination services to the destinations with prefixes 44 and
44161, while Vendor D only to the destination with prefix 44. In such a case, add an
additional dial peer record with the same rate and prefix 44161 for Vendor D (see the table

below).
Provider Rate Prefix
A $0.24 44
A $0.35 44161
B $0.20 44
B $0.22 44161
C $0.25 44
C $0.30 44161
D $0.27 44
D $0. 27 44161
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There is also a possibility to proportionally distribute traffic between dial peers by defining
the required percentage of traffic to be sent to the dial peer in the field ‘Additional policy
parameter’ of dial peer records. In this case write the following procedure:

begin
p.appeal value 1:=(100/p.d_policy param) * p.d_total calls;
end;

where
p.d_policy param — value of the “Additional policy parameter” field

p.d_total calls — total number of calls terminated by a dial peer.

The above procedure can be made more reliable, for instance:

begin
if p.d_policy param <> 0 and p.d_policy param is not null then
p.appeal value 1:=(100/p.d policy param) * p.d total calls;
else
raise_application_error(-20000, 'The d_policy param is 0 or NULL");
end if;
end;

Thus, in case the user enters 0 in the field ‘Additional policy parameter’ of the dial peer
record or nothing is defined, the procedure will not be applied to the dial peer and its appeal
value will not change. At the same time the appropriate message will be added to the
application log.

Note that the error code should always be -20000. It is reserved for errors related to routing
procedures.

Example 4 Combining load sharing and quality-based policies

Now, let us consider a more complicated scenario. Assume that you have several customers
whose calls should be routed to dial peers with the best quality of service among all available
options. Besides you should load share traffic between Vendors A, B and C in the 20/30/50%
proportion. To achieve this, assign a special routing policy to the destinations making up a
rate plan for the quality-conscious customers (policy 3 in the example below), while calls
from rest of the customers will be routed under load sharing policies (policies 1 and 2):

begin
p.appeal value 1:=(100/p.d _policy param) * p.d_total calls;
p.appeal value 2 :=(100/p.d_policy param) * p.d_total calls;
p.appeal value 3 :=p.d cost cu* (1 +0.3/p.d_asr _c +240/p.d_acd);
end;

Thus, in case the dial peers with the best quality values are affiliated to Vendor A, the
System will route call from the quality-conscious customers to the dial peers of Vendor A
whilst retaining the defined load sharing proportion (provided that the total amount of calls
from such customers does not exceed those 20 % defined for Vendor A).

Configuring routing policies
To configure routing policies proceed as follows:

1. Change the default names of the routing policies, if necessary (Termination > Routing
policies > object Routing policies);
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2. Assign the routing policies to the destinations making up a customer rate plan (Origination >
Destinations);

3. Configure, compile and activate the procedure(-s) (Termination > Routing policies > object
Procedures);

4. Assign the procedure to dial peers.

For more detailed information refer to section 5.3.4.
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4 WEB-INTERFACE

The web server provides a friendly graphical interface for convenient configuration and
administration of TMngr.

4.1 ACCESSING TMNGR THROUGH WEB-SERVER

To establish a link with the web server, enter the IP address or DNS name of the web server
on the address line of the web browser you are using. For example https://192.168.1.101.
Note that the working protocol must be HTTPS (Hyper Text Transmission Protocol, Secure.)
The system will respond with a logon dialog similar to that shown in the figure below.

MERA

MVTS II Traffic Manager

Login:

Iadmin

Pazsword:

Fig. 8 Logon dialog box

Upon first log onto the web-interface use the “admin” login name and password. You will be
displayed with the main window of the web-interface.

Note: It is advisable to change the first-time logon credentials immediately after you have
accessed the newly deployed system (Customers/Vendors > Administration > Web
authentication). The login and password check in the system is case-sensitive.

4.2 WHAT YOU SEE ON THE SCREEN

The left part of the web-interface shows the tree of object categories. The right pane is a
working area which displays the information on the currently selected object in tabular
representation. The screenshots below (Fig. 9 and Fig. 10) illustrate the web interface
elements and the terms used in this manual to refer to the objects that the TMngr software
deals with.
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Fig. 10 GUI elements

Use the Rows on page combo box located above and below the tables to control the number
of rows displayed in them (10, 25, 50 or 100). Use the buttons (] / ( to view the next (or

previous) portion of data. Use the buttons

/ ) to go to the last or first view.
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4.3 STANDARD PROCEDURES

This chapter covers standard procedures used when working with the TMngr GUI.

4.3.1 PoP-UP MENU

Left-click a record of interest in the table you are working with to invoke a pop-up menu that
offers record manipulation options. The contents of pop-up menus may differ from table to
table and depend on your user permissions. The figure below presents an example of the pop-
up menu that you invoke to work with the records of a table.

A
Wiy

5 Edit
#| Delete

&7 Edit marked
¥ Delete marked

&7 Edit all fitered
# | Delete all fitered

% Fiter
2 Arrange columns

17} Export data

[ Related tables:
Fale azzignments
Weh authentication data

Fig. 11 Pop-up menu

Typically a pop-up menu contains the following commands:
Add - this command enables you to add new records to the table;
View — opens a record viewing window. To return to the tabular view click the OK button;

Edit — opens a record editing dialog box. When you are through with editing the record
parameters, click OK to confirm or Cancel to discard the changes;

Delete — use this command to delete the record you selected,;

Edit marked — you can use this command to perform group editing of table records. Mark
the records of interest and select Edit marked. You will be displayed with a dialog box
similar to the one displayed by the Edit command but with additional check boxes in front of
each parameter record. Select the appropriate check box, enter the required changes and click
OK. The changes will be applied to all the marked records.

Delete marked — this command allows you to delete marked records. To mark the records,
select the respective check boxes in the leftmost column of the table. To mark all the records
in the list simply select the checkbox in the header of the table.

Edit all filtered - you can use this command to edit all the records at a time. In case the table
data has been filtered, the changes will be applied only to the records matching the filtering
criteria (for more information about filters refer to section 4.3.2). Invoke the popup menu and
select Edit marked. You will be displayed with a dialog box similar to the one displayed by
the Edit command but with additional check boxes next to each parameter record. Select the
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appropriate check box, enter the required changes and click OK. The changes will be applied
to all the records in the table or to all filtered records.

Delete all filtered — this command allows you to delete all the records form the table you are
working with. In case the table data has been filtered, only the records matching the filtering
criteria will be removed (for more information about filters refer to section 4.3.2).

Filter — invokes a filter dialog box (for information how to use filters consult section 4.3.2);

Arrange columns — enables you to arrange the table columns according to your preference
(see section 4.3.4);

Export data — use this command to unload data from the tables into CSV-files (for
information about data export refer to section 4.3.6).

Related tables — a list of tables associated with the table you are working with. The table
opened by this command contains information related only to the item selected in the source
table. For example, left-click a record of interest in the Users table and select User rights on
the pop-up menu. The system will display the User rights table with information about the
rights of the selected user only.

4.3.2 USE OF FILTERS

Filters are instrumental in reducing the amount of data displayed onscreen and allow you to
view records that match certain criteria only.

TMngr features a powerful filtering tool that allows the creation of complex filters with
multiple filtering conditions. Filtering conditions can be combined by means of logical
operators:

AND — shows data that meet all conditions specified in the complex filter;
OR - shows data that meet at least one of the specified filter conditions;

NOT (AND) - filters with NOT (AND) return data that fail to meet all of the specified
conditions;

NOT (OR) — complex filters with the NOT (OR) operator return data that fail to meet at least
one of the specified conditions.

To create a filter, select Filter on the pop-up menu. You will be displayed with a dialog box
similar to the one shown in the figure below.

< Filter kable: Dial Peers - Microsoft Internet Explorer

F I
Ay I Dizable |
{:} O

Saved fiters: I "I .ﬂ.pplyl Deletel | Saved as public; [ Save fiter |

=
|g‘| Cione l_ l_ l_ l_ ré_ |ﬁ Inkernet o

Fig. 12 Filter setting dialog box

The filter dialog box has the following controls:
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Table 3 Filter controls

View Description
Apply | Applies the filter to the table
Dizakle | Cancels the filter application to the table
L Clears filter conditions/condition groups from the filter
builder
Adds a filtering condition to the filter being created in the
builder
*OR Dynamic control that allows selection of logical operators,
% *AND addition and removal of filtering conditions/condition
b *OR* groups. The control view varies depending on the selected
@ MOT [+ OR %) logical operator.
@ WOT (* MDY
ga | A group
g | Add Condition
¥ | Delete group
=W Dynamic control that allows selection of comparison
operators. The control view varies depending on the
¥ selected comparison operator.
= . . e 1
- The comparison operators “Like” and “Not like” indicates
. the use of wildcard characters ‘%’ and “_’.
= The comparison operator “RegExp" indicates the use of
Like regular expressions.
Mot Like Refer to Appendix A for detailed information about
RegExn wildcard characters and regular expressions.

Save fitter | Saves the filter for future use

Saveas publicc v Saves the filter accessible to other users
Saved fiters: | =| | This combo box allows selection of previously saved
filters

To explain how filters work let us assume that you wish to filter a table of dial peers and your
intention is to view:

= unblocked or enabled records of "MERA”-affiliated vendor dial peers with
prefixes beginning with “7495123”or “7495124” or “7495125”

= all dial peer records associated with the vendor “MERA.RU" and prefixes beginning
with “7495”.

To make the process of filter building easier let us analyze the task and draw up a structure of
the filter. As a result we get the following table:
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The dial peer records you want to see | Notes

should...
...be affiliated to vendor "MERA”
...be unblocked
AND OR ...be enabled
OR ...have prefixes beginning with | Here we will use regular
“7495123”or “7495124” or “7495125” expressions

...be affiliated to vendor “MERA.RU"

AND ...have prefixes beginning with “7495” Here we will wuse
wildcard characters

Thus we need to build a filter that includes:
=  two condition groups combined with the help of the logical operator “OR”

= the condition groups will include filtering conditions combined with the help of the
logical operator “AND”

= one of the groups (highlighted in yellow) will include a subgroup with filtering
conditions combined with the help of the logical operator “OR”.

The resulting filter will look as shown in the figure below.

2} Filter table: Dial Peers - Microsoft Internet Explorer
[x} *OR*
..... (] FAE
----- £ | affiiated ko =l = |o1|mERa
..... (] % OR
""" ) IBIl:u:kjngs ;I = O
L. O IEnaI:nIed = = v
----- & [Prefix x| RewExp fraasizanoen 25
..... (] FAE
----- £ | ffiiated ko =l = |oL01|MERA.RU
----- & |prefix x| ke [ragse;
Saved fitters: m Al | Delete | | Save az public. [ Sawe fitter T
4] | _"|_I
/&) Done I_I_I_I_E|‘ Internet o

Fig. 13 Configured filter
To build a filter meeting the conditions above, proceed as follows:

1. To add a new condition group to the filter, left-click the * OR * control and select the
Add group option on the appearing menu. Note that newly created condition groups
have the logical operator “AND” selected by default .
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a Filter table: Dial Peers - Microsoft Internet Explorer

e e N |0
_swnly |

Fpaly

{:} ﬂ *O k4
@D * AMD*

{ * DH *
Saved fitters: g NOT (* OR Delete | | Savess public: [ Save fiter |

@ MOT (* AND *)
@ Acdd
Y Add &ndmnn

@ Delete group

a

/&) Done I_ I_ I_ I_ E |4 Internet

Fig. 14 Building a filter. Step 1

2. To add a condition, click the plus button © next to the *AND* control or click the
* AND* control and select Add condition on the displayed menu. Select “Affiliated to”
and “01]| MERA” after the equal sign in the displayed combo boxes (see Fig. 15).

<3 Filter table: Dial Peers - Microsoft Internet Explorer

. 1]
ey |

Apply
B 0 *OoR*
b O =AMD*

I I.ﬁ.FFiIiated ]

Saved fiters: E .ﬂ-.pplyl Deletel |

01,2197 | Mera_Latina_Cuskamer
01,2193 | Mera_Latina_Vendar
01,2201 | MFI_hasted

01.2199 | MFI_Wendor

01,2253 | Moalio's Wendar
01.01.2204,.02 | MTS oo
01.2151.01 | MER_TEST_S3

01.2182 | MEW_MERA

01.01.2204.04 | rufeta ol

4] | _'|;|
|@ Cone |_|_|_|_|E_|ﬁ Inkernet v

Fig. 15 Building a filter. Step 2

3. To add another condition group, click the *AND* control and select the Add group
option in the displayed menu. Select the logical operator “OR” for the newly added
condition group (see Fig. 16).
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) Filter table: Dial Peers - Microsoft Internet Explorer

L N——_ ]
oty |

Apply
o O *OoR*
b 3 0 AND
O [affiiated to > = [ormera
L B3O *AND*
D *AnD*
Saved fiters; I vI I *j‘%* |  Save as publicc [ Save fitter
@ NS OR )

D MOT 0 AND )

E[ Al group
& Add Condition

@ Delete group
"
4| | 3

@ Cone I_ I_ I_ I_ E |ﬂ Inkernet 4

Fig. 16 Building a filter. Step 3

4. To add a new condition, click the * OR * control and in the displayed menu select Add
condition or simply click the © button next to the * OR * control.

a Filter table: Dial Peers - Microsoft Internet Explorer

S ]
Ay |

Sppaly

B 0 *oR*

e £33 0D FAND®
- O [affiliated to =l = |o1]mERa
b B3 *ORZE

i * AND*

Saved fiters: I "I g ;g? E* OR #) [ Save az publc: [ Save fitter |

(D MOT (* &ND*)

@ Add group

& .&.Td Condition

@ Delete group

4| | Llj
@ Done |_|_|_|_|E|ﬂ Inkernet i

Fig. 17 Building a filter. Step 4
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5. Select Blockings from the drop-down list of the displayed combo box. Leave the check
box to the right of the equal sign unselected as you want to see unblocked records only
(see Fig. 18).

3 Filter table: Dial Peers - Microsoft Internet Explorer

N ]
ey |

Apply

0 O *OR*
e @ *AND®
O [affilited to == |01 MERA
b 3 @ *OR®
e D IBI-:u:kings ll = |
Saved fitters: E .ﬂ-.ppl':.-'l Deletel | Save az public. [ Zave fitter

o
4| | b

@ Daone l_ l_ l_ l_ ré_ |ﬂ Inkernek o

Fig. 18 Building a filter. Step 5

6. Repeat Step 4 to add one more search condition and select Enabled from the drop-down
list of the displayed combo box. Select the check box to the right of the equal sign to
have enabled records displayed only (see Fig. 19).

‘3 Filter table: Dial Peers - Microsoft Internet Explarer

L . 1)
ey |

Apply

0 0 *OoR*
L B3 0 rAND®
O [affilisted to 2 N YT
L B FOR®
""" X} IBI-:u:kings j = r
L O IEnaI:uIe-:I j = 3

Saved fitters: I TI .ﬂ-.pplyl Deletel | Save a3 public: [ Save fitter |

1] | _*|;|
|@ Ciorne l_ l_ l_ l_ ré_ |ﬂ Inkernek o

Fig. 19 Building a filter. Step 6
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7. To add the next condition, click the % button next to the *AND* control or click
* AND* and select Add condition on the pop-up menu (see Fig. 20).

) Filter table: Dial Peers - Microsoft Internet Explorer

0 0 *OoR*
O @ tanD*
= \jg'jl.ﬁ.l’ﬁliated ta =l = |o1]MERA
.0 O *OR*
""" [ X] IBI-:u:kings j = (N
L. O IEnaI:uIe-:I =l - e

Saved fiters: I TI .ﬂ-.pplyl Deletel | Save a3 public; [ Save fiter |

b
a| | b

&) Done l_ l_ l_ l_ ré_ 4 Internet

Fig. 20 Building a filter. Step 7

8. To enter a regular expression that will have the application select numbers starting with
the prefix 7495123 OR 7495124 OR 7495125:

- select Prefix from the drop-down list of the displayed combo box, then

- click the “=" control next to the combo box and select RegExp on the displayed
menu as it is easier to use regular expressions to define search conditions and

- enter the regular expression “*7495(123|124|125).*” in the right edit field.

This step completes your filter building procedure for the filter part intended to select
unblocked or enabled records of dial peers affiliated to vendor "MERA” with number
prefixes beginning with “7495123”or “7495124” or “7495125”” (see Fig. 21).
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a Filter table: Dial Peers - Microsoft Internet Explerer

T
Apply
00 roR* =
_ £
...... & 0 FanD* .
----- & [affilisted to = oA ERA
..... MO0 tOoR:® =
) 2
---- o IBIu:n:kings ;I Like I
e £ IEI‘IEIHEd ll Mot Like
- _ gExp
..... (5] |preﬁx LI ‘j !3-.—r=,v123|124|1 5]
Saved fiters: m .&pplyl Deletel | Save az public. [ Save fitter
¥
a | L

|@ Cione I_ I_ I_ I_ E |ﬂ Inkernek o

Fig. 21 Building a filter. Step 8

To enhance the filter with the ability to select DPs associated with the vendor “MERA.RU"
and number prefixes starting with “7495”, add one more condition group:

9. For this, click the * OR * control at the root level of the filter builder and select Add
group on the pop menu (see Fig. 22).

<3 Filter table: Dial Peers - Microsoft Internet Explorer

(i * AND*
@ *OR*

----- O @ NOT(*OR % vI = ot | MERA

..... o @ NOT(* AND*)

& Add group LI - r
L & Add C%d'rtil:un ] = W
----- [x] RegExp
@ Delete graup ;I |“T495(1 2312411250
Saved fitters: I YI Appaly | Delete | | Save as public. [ Save fitter

4] | _*|LI
@ Do I_ I_ I_ I_ E |ﬂ Inkernet 4

Fig. 22 Building a filter. Step 9

10. Click the plus button ¥ next to the lowest *AND* control or click the *AND* control
and select Add condition on the displayed menu.

11. Select “Affiliated to” and “01.01| MERA” in the displayed combo boxes.
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a Filter table: Dial Peers - Microsoft Internet Explorer

I . L]
sy |

pply
O O *OR*
..... @ O *AND*
----- @ [affiliated to x| = |oiimERa
..... O O *0R*
----- X IBI-:u:kings ;I = r
"""" x] IEnaI:uIed ;I = v
----- D [prefix | Feslsp fagasiizanaen 25
..... 0 O tAND*

[
Save sz public. [ Save fitter |

| affilisted ko |01.01 | MERA.RL

Saved fiters: E .ﬂ-.pplyl Deletel |

1]

€

I_ I_ I_ I_ E @ Internet

Fig. 23 Building a filter. Step 10

12. Repeat Step 10 to add another condition and select Prefix from the drop-down list of the
left combo box. Then click the equal sign control “=" next to the combo box and select
the comparison operator Like on the displayed menu and enter the string “7495%” in
the right edit field.

<} Filter table: Dial Peers - Microsoft Internet Explorer

FY
Apply | —
0O rOR®
..... O 0 tanD*
----- € | Affiliated to > = lo1]mEra
..... O O fOR* =
s
"""" x] IBI-:u:kings ;I - ]
"""" o IEnaI:uIed ;I 2 r
----- & |prefix x| Red : 1 231 241 25) *
..... o0 raND® e
------ & | affiliated to = T Eéﬂ-ikﬂ | MERA.RU
...... - | Fegkxp
] IF‘reﬁx LI —
Saved fitters: I 'I .&pplyl Deletel | Save as public:. [ Zave fitter -
4| | v
4

@ Done |_|_|_|_|E|ﬂ Internet

Fig. 24 Building a filter. Step 11

Al
13. This completes the filter building. Click the ﬂl button to apply the filter to the
table.
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With a filter applied to the table contents, the table data is displayed with the filter-applied

icon @ next to the table name. The icon indicates that not all of the table records are
displayed and allows you to cancel the filter. If you point the cursor to the filter icon, you
will be displayed with a pop-up tip showing the filter structure. For your convenience the
system remembers the filter you applied last time.

There is also a possibility to save the filters you create and use them again whenever you
need. To save the filter after you have applied it to the table, click the Save filter button (if
you want to make this filter accessible to other users select the Save as public checkbox). In
the invoked dialog type in a name for the filter you are saving and click OK.

£ Filter table: Dial Peers - Microsoft Internet Explorer

ey | =

0 O *OoR*
----- 0 @ *aND*

b B3 | nEFilisbad ko -l = It 1 rrFon

Explorer User Prompt ﬂ
S cript Prompt; m
Twpe name for filker

Cancel |

|MEHA-?E|45
ST Affiliated to =] = [oi.0i[MERARU
D [prefix x| Lke [rass
Saved fitters: I vI .&ppl‘fl Deletel | Save as public: [ Save fitter

1] |
&) Done I_ I_ I_ I_ E 4 Internet

Fig. 25 Saving a filter

:ml_lil

To use a previously saved filter, select the filter name from the Saved filters combo box and
click the Apply button next to it. To delete a filter, use the Delete button.
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Fig. 26 Selecting a previously saved filter

4.3.3 SORTING TABLE DATA

The System allows you to sort the contents of the table columns. To sort data in a column,
click the header of the column of interest. The first click causes the system to sort the
contents of the column in the ascending order and the sort order is indicated by an up arrow
appearing in the column header. To sort the data in the descending order, click the column
header once again. The third click will clear the sort from the column contents. The system
also allows you to perform more complex types of sort based on the contents of several
columns. In this case the last sorting you apply becomes the main sorting criterion. With a

sort applied, the @ icon appears next to the table name. A click on this icon removes the
sort from all columns.

4.3.4 RE-ARRANGING TABLE COLUMNS

For the sake of convenience, the system allows you to arrange table columns according to
your preference. Click Arrange columns on the pop-up menu. The system will display a
dialog box similar to the one shown below.

a

MVTSIIv. 1.2.0

page 46 of 216
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Fig. 27 Re-arranging table columns

|é:| Dane

The right box presents the list of the columns as they appear in the table from left to right. To
delete a column, select it and click the ;l button. To add a column, select it in the left box
and click the ;l button. Holding down the Shift or Ctrl key you can select multiple

records. Use the il and il buttons to move all the column names from the right box
to the left and vice versa.

The Up and Down buttons allows you to move the columns to the left or to the right,
respectively. Click the Apply button when you are through with configuring the table. The

new column layout will be applied to the table. You will also see the @ icon next to the
table name.

The system will remember the table layout and the next time you log in it will display the
table in accordance with the changes you made.

To restore all the table columns in their initial layout, click the @ icon.

4.3.5 EDITING MULTIPLE TABLE RECORDS

The button Switch to edit mode located above or below all the tables brings up a dialog box
that allows you to edit all the records currently displayed on the screen simultaneously. Fig.
28 presents such multiple-edit dialog box invoked from the table ‘Contacts’.
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Fig. 28 Editing multiple table records

When you are through with editing the records, click Submit to confirm or Cancel to discard
the changes. The System also provides a possibility of group editing of table records (see
section 4.3.1)

4.3.6 DATA EXPORT

There is a possibility to export the necessary data from view tables to CSV files for use in
other applications.

To export data proceed as follows:

=  Left-click the table you are working with and select the Export data option on the
pop-up menu. In the invoked dialog box, click Save.

File Download x|

Do you want to open or save this file?

l@ﬂj Mame: table.csy
L

Twpe: Microsoft Office Excel Comma Separated Walues Fil. .
Fram: 192.163.143,21

Open Save | Cancel I

harm your computer. |f pou do fat trust the zource, do Aot open or

@ Wwhile files from the Intemet can be useful, zome fles can potentially
zave this file. \What's the risk?

=  You will see the Save as dialog box. Use the Save in combo box to indicate the
device and folder where you want to save the file.
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= Enter the file name in the field File name.

= In the Save as type combo box select Microsoft Office Excel Comma Separated

Values File and click Save.
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All entities, individuals and organizations, directly and indirectly involved in the operation of
the MVTS II system can be divided in three categories:

= System operator and/or owner (SysO). The SysO is the user or owner of the
system who utilizes the MVTS II installation to render commercial traffic handling
services or offer a portion of the MVTS II softswitch capacity for rent (delivery of
hosted softswitch services).

= Customers. In terms of the MVTS II system, providers, carriers or other operating
entities that deliver, supply or otherwise originate VolP traffic and use the service of
the MVTS II operator (or owner) to relay, transfer or otherwise effect traffic transit
and pay for such service are referred to in this manual as customers. Fees payable by
customers are calculated based on SysO’s rate plans for customers further referred
to in this manual as customer-facing rate plans (see section 5.4.1).

=  Vendors. Vendors are service providers or carriers that provide traffic termination
service, charge fees for such service and receive payment of fees from the MVTS 11
system operator or owner (SysO). Calculation of fees payable by the SysO is based
on vendors’ rates set in dial peers. (DPs, see section 5.3.2).

With respect to the SysO one and the same service provider (carrier) may act both as a
customer (when the provider originates traffic and buys the service delivered by the SysO)
and a vendor (when the provider/carrier receives traffic for termination selling its traffic
handling service to the SysO). For this reason data about all parties involved in the system
operations are entered in a common table named Customers/Vendors (refer to section 5.1.1).

All users authorized to access the System are distinguished by their organizational affiliation
(that is identified as belonging to organizations, i.e. businesses or institutions).
Organizational access of users to the System information resources is structured as a
hierarchy of rights with the help of hierarchy classifiers (see section 3.9.1).
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5.1.1

Table 4 gives a brief description of objects found in the category Customers/Vendors

Table 4 Objects of category Customers/Vendors

Object

Description

Customers/Vendors

Table of customers and vendors (service buyers and
sellers) that engage in partner relationship with the
SysO

Customer authentication

Table of records with authentication data for customer
equipment (i.e. traffic originating devices)

Vendor Parameters

Table of vendor records. The records provide
information about classifiers, names, routing groups
the vendors belong to, applicable billing schemes and
some other

Notifications

Table of notification subscriptions. The table is used
to subscribe customers to System notifications

The category Customers/Vendors also comprises the subcategory Administration.

CUSTOMERS/VENDORS

This view presents a table with the records of Customers and Vendors the SysO interoperates

with.

To add a record, click the left mouse button to invoke the pop-up menu and select the option
Add. The add-new record dialog is shown in Fig. 29.
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Fig. 29 Adding a new customer/vendor record

Fill in the displayed form (the fields marked with an asterisk are required fields):
Enabled — select the checkbox to make the record active;

Parent — define the company name to whose partition the new Customer/Vendor will belong
and will be doing business with (paying/receiving money);

*Customer/Vendor — enter the name of the new Customer/Vendor;
Description — fill this text box with pertinent information about the partner service provider;
Vendor/Customer — select the customer/vendor check box accordingly. ;

Max. incoming calls — specify the maximum number of simultaneous calls the customer is
allowed originate;

Incoming calls — this field is non-editable, it presents the current number of simultaneous
calls originated by the customer.

Allow proxy for originated calls — select the checkbox to enable the media-proxy function
for calls originated by this customer. If the checkbox is selected, TMngr sends the TS the
value of the ‘Proxy’ field set in the table ‘Equipment’. If the checkbox is not selected, TMngr
will send the TS the ‘force non-proxy’ value irrespectively of the proxy settings in the table
of equipment.

Customer profitability threshold (%) — define the customer profitability threshold.
Customer profitability is calculated as EMA; the number of calls used in calculation is
configurable (see section 5.9.1). In case the profitability of the customer drops below the
configured value, the System generates an e-mail notification (for more detailed information
about notifications refer to sections 5.1.5.8, 5.1.4).

Customer settlement scheme — define the settlement scheme used by the customer (for
more detailed information about settlement schemes refer to section 5.7.4).

Vendor settlement scheme — define the settlement scheme used by the vendor (for more
detailed information about settlement schemes refer to section 5.7.4).
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Time zone — you can use this combo box to define the offset for the customer/vendor local
time from Coordinated Universal Time (UTC) that will be taken into account during creation
of statistical reports (see section 5.8). In case the time zone is not defined the
customer/vendor will be associated with the System time zone.

Hosted user settings:

5.1.2

Hosted rate plan — in case you are adding the record for a user of the hosted softswitch
service, select the rate plan it will be using

Hosted routing group — in case you are adding the record for a user of the hosted softswitch
service, select the routing group it will belong to from the drop down list of this combo box
(see information about routing groups in sections 3.9.2, 5.3.1);

Hosted customer account — in case the record pertains to a user of the “hosted softswitch
service” (hosted user) this non-editable field will represent the name of the account
configured for the user in the table Accounts (see section 5.7.2);

Hosted customer is blocked — non-editable field, which when is set to “Yes” indicates that
the balance in the user’s account is low. All the calls from the user’s customers in this case
are rejected with LDC MVTM 211 (unique code 65572) “Hosted-user is blocked”.

Zone — in case you are adding the record for a user of the hosted softswitch service, select
the name of IP zone through which the calls originated by its customers should be routed
(for more detailed information zones refer to sections 5.2.3 and 5.2.4).

When through with filling the form, click to add the record. The System will assign the
newly added record an automatically generated hierarchic classifier (refer to section 3.9.1 for
information about hierarchic classifiers).

Click to discard the changes.

You can use the pop-up menu to edit or delete the selected record, view it in an individual
window and see linked records in the following related tables:

= Dial peers

= Equipment

= Equipment groups
= Accounts

= Rate plans

CUSTOMER AUTHENTICATION

The table Customer authentication comprises information about authentication parameters
of the Customer equipment (traffic origination equipment). Traffic origination equipment can
be of two types:

= Static, i.e. equipment the authentication parameters of which (IP address, port,
technical prefix, source number) do not change and always remain the same. Static
equipment does not need registration.

* Dynamic, i.e equipment that does not have a fixed IP address and needs to register
to the System. To make the equipment registration possible you must create an
authentication record for the equipment comprising its login and password.

Further, to be able to send traffic to the registering equipment for termination it is
necessary to configure a dial peer in the table Dial peers (see 5.3.2.) The field Prefix
of the dial peer record must contain a full telephone number rather than a prefix
only. When such equipment registers to the System it provides its current IP and
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port which are automatically substituted into the authentication record for this
equipment and further are used for authentication purposes. At the same time the
dial peer corresponding to this equipment is enabled and can be used in routing.
When the equipment unregisters the IP and port data are cleared from the record and
the associated dial peer is disabled.

1 Customer authentication

Switch to edit mode I Fows: I 1-25 "I E] @ Fows on page: |25 "’I

es 2413 1003539 ‘s 6034221 | asdef34z
00.5200114 | 1305809 | For tesk 11

Yes 2414 1003969 es
005200102 | 1305631 16 16

T TT

es | 005200127 | 1306469 | mattest

Fig. 30 Table of customer authentication records

The System can authenticate Customers by:

- destination number (weight 32)

- IP address

- network mask (weight 16)

- technical prefix (weight 8)

- source number (weight 4)

- port (1)

- NAT router IP address

- or any combination of the above criteria
The calling device will pass authentication only if all the parameters configured in its
authentication record coincide with the parameters of authorization query. Additional
authentication data not defined in the device’s authentication record and present in the
authorization request will be ignored.

If there are several records that satisfy the authentication parameters passed over in the
authorization query the System sums up the weights of the parameters for each record and
selects the record with the highest weight value (see also section 3.1). The min. weight
required for authentication is 4.

Failed authentication events are recorded in CDRs.

To add a new authentication record for the device select ] @] Add on the pop-up menu.

Prior to adding a new authentication record make sure a record for the equipment exists (see
5.2.1)

The System will display the add-new-record form shown in Fig. 31.
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Fig. 31 Customer authentication dialog box

Fill out the form specifying the necessary authentication parameters. The fields marked with
an asterisk are required fields.

Enabled — select the checkbox to make the record active;

Description — you can enter any appropriate information about the authentication record in
this text box;

Login — type in a login name (for registering devices);

Password — enter a password (for registering devices);

IP address — specify the device IP address (static devices can be authenticated by the IP);
Subnet mask — specify the subnet mask;

Port — enter a port number if you intend its use as an authentication parameter;

NAT IP address — in case the user’s device sits behind a NAT router, enter the IP address of
the NAT router in this field. Currently the System cannot handle calls destined to H.323
devices located behind a NAT router, however it is capable of handling calls from such
devices;

Tech. prefix — type in the technical prefix here if you intend its use as an authentication
parameter;

SRC number — use this field to enter a phone number when you wish the equipment be
identified by the call source number it provides;

DST number — use this field to enter a phone number if you wish the equipment be
identified by the destination number it provides;

SRC Translate — type in a regular expression for transformation of call source numbers. The
use of this configuration option should be judicious as numerous number translations affect
the System performance.

DST Translate — type in a regular expression for translation of call destination numbers. The
use of this configuration option should be judicious as numerous number translations affect
the System performance while technical prefixes are removed anyway requiring no special
configuration effort.

Zone — select the name of IP zone through which the calls originated by the customer should
be routed (for more detailed information zones refer to sections 5.2.3 and 5.2.4);
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*Affiliated to — using the drop-down list select the organization that is the equipment
owner/operator;

*Chargeable account — unfold the drop-down list of this combo box and select the account
that should be debited when the authenticated device delivers ingress traffic;

Blocked by min balance — “Yes” in this field indicates that the balance of the customer’s
account is below a configured min value and that the account was blocked (see section 5.7.2).

*Equipment — select an item from the drop-down list of this combo box (the drop-down list
is populated with the equipment names configured in the table Equipment, see 5.2.1).

Equipment registration required — select the check box to allow only registered devices to
be authenticated through the record. Calls from unregistered devices will be rejected.

Equipment is registered — “Yes” in this non-editable field indicates that the device
associated with the authentication record is registered with MVTS II. The table below shows
the influence of the settings of the parameters Registration required and Is registered on
customer authentication.

Registration required Is registered Result
No No OK
No Yes OK
Yes Yes OK
Yes No Call rejected

*Type — use this combo box to select the equipment type from the drop-down list populated
by the following options:

=  Endpoint

= GK (gatekeeper)

=  GW (gateway)

= MERA SIP-HIT (SIP/H.323 converter add-on for the MVTS SBC)
= SIP registrar

*Routing group — on the drop-down list of this combo box select the routing group that will
be used to terminate traffic from the authenticated device;

Disable parent routing group — select the checkbox to restrict the search for routing options
in the parent routing group for this authenticated device;

*Rate plan — select a rate plan that will be applicable to this authenticated device when it
originates traffic;

*Debug logging level — you can use this field to activate the debug logging function and set
the logging level:

=  No logging

=  Errors — is the minimum logging level when the System writes only errors to the log
file

=  Warnings — is a more detailed logging level that produces a log file that in addition
to critical errors also contains minor errors that do not affect the System
serviceability

=  Partial debug info — provides a medium quantity of details in a log

= Full debug info — is the maximum logging level that assures most detailed
information.
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Valid till — use this set of date-time combo boxes to configure the record validity expiration
date;

Max. incoming calls — define the maximum allowed number of simultaneous calls to be
originated from this device;

Incoming calls — uneditable field representing a current number of simultaneous calls
originated by the authenticated device.

Advanced settings:

Call time adjustment (%) — you can use this parameter to make call time adjustments for
the purposes of settlement with service providers. In certain situations the total length of call
sessions according to the Customer and according to the SysO may be different (usually this
difference is accounted for by difference in the time of arrival of signaling packets). To offset
this difference the SysO is required to calculate the difference average and use the in-call
time adjustment parameter to increase or decrease the call session length accordingly (for
example by setting the parameter to 0.002 or -0.002 in fractions of 1 respectively) The
parameter default value is 0.

Call time adjustment (sec) — this parameter is similar to the previous on with the only
difference that the adjustment is made in seconds;

Disable max call time — select this checkbox to instruct the system to ignore the settings of
the “Max. call time” parameter in Dial peers when calls are originated from this
authenticated device (see also section 5.3.2);

Ignore own dial peers — this parameter is intended for configuring authentication records of
the providers who act both as a customer and a termination partner. Select the checkbox to
instruct the System to exclude the dial peers affiliated to the provider from the list of
terminating options when handling calls originated by the provider.

Enable looping detection — select the checkbox to enable the lopping detection function for
the device;

Settlement scheme precedence — uneditable field that presents precedence of the settlement
group, to which the settlement scheme assigned to the customer belongs. The field is filled
automatically in conformity with the value of the field Customer settlement scheme in the
table Customer/Vendors (for more detailed information about settlement schemes refer to
section 5.7.4).

Rate call according to original DST number — with this check box selected the System
charges for calls by the original destination numbers received on the incoming call leg. With
the check box cleared the calls are charged by the number resulting from the required
transformations (steps 1 through 4 in Fig. 4).

Replace SRC number — with this check box selected the System to replaces the user’s
source number with the number defined in the Dummy SRC number field of the destination
record (table Destinations) when the call from the user is considered as that of indeterminate
jurisdiction during USA interstate/intrastate routing (see also section 5.9.7).

When finished with filling out the configuration form click OK. The newly configured
record will be added to the table with a unique hierarchy classifier automatically generated
by the application. Click Cancel to discard the made changes and return to the table view.

This object also allows creation of child records. To create a child record, left-click over the
record you intend to use as the parent and select the Add child command on the pop-up
menu.

The parameter values in the displayed dialog box will be the same as in the parent record
except for the login and password. Make the necessary changes and click the OK button. The
record will be added to the table with the assigned hierarchy identifier displayed in the
column Hierarchical classifier. Note that child records survive the deletion of parent
records.
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Warning: A change of any parameter value in the parent record (except for Login and
Password), causes an identical change in child records that had the same initial value.

The pop-up menu invoked form the table Customer authentication data also gives you
access to pertinent information in the related tables Equipment and Rate plans.

VENDOR PARAMETERS

The table of vendors provides information about termination providers whose services the
SysO buys. The table allows the operator to enter a billing scheme applicable to all dial peers
of a vendor. That makes the billing scheme effective for all the termination options the
vendor offers. For information about dial peers refer to 5.3.2

A vendor’s record appears in the table Vendors only if there is a record configured in the
table Customers/Vendors (see section 5.1.1). With the help of the object Vendor parameters
you can define the billing scheme that the vendor uses in metering and billing your egress
traffic.

Use the x/y/z notation to enter the billing scheme, where x denotes the non-chargeable
interval of an established connection (seconds), y stands for the initial period, i.e. chargeable
minimum expressed in seconds, and z is the billing increment (seconds).

Example 1
Assume that the vendor’s billing scheme is 0/30/6. In this case:

= If the duration of the call is under 30 seconds you will be charged for 30 seconds
(zero non-chargeable time);

= with the call length of, say, 38 seconds the charges will apply to 42 seconds
(0+30+6+6=42), i.e. 36 seconds of the rate period plus a 2 seconds fraction of the
billing increment rounded up to the next higher increment);

Example 2

Suppose that your termination business partner offers the billing scheme 10/0/1. In this
case:

= you will not be charged for calls of duration under 10 seconds

= calls of duration of 10 seconds and above will be chargeable starting from the
beginning of the call in 1 second increments

To enter a new or edit the existing billing scheme in a vendor’s record left-click the mouse

on the vendor’s record and select 4 Edit on the displayed pop-up menu. This will bring up
the Vendors dialog as shown in Fig. 32 below.
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Fig. 32 Vendor configuration dialog

Enter (edit) the vendor’s billing scheme in the ‘Billing scheme’ edit box.

Further, if you click the OK button and submit the changes, the configured BS will be
extended to all configured DPs of the vendor except those, the billing scheme (BS) formula
of which is protected against changing by a selected ‘Retain billing scheme’ checkbox.
Otherwise, if you wish to override the current BS settings in all DP records of the vendor,
select the ‘Applies to all’ checkbox and the change will be extended to all the DPs regardless
of the ‘Retain billing scheme’ checkbox state. See the examples below.

Example 1

Assume that the table ‘Dial peers’ contains 500 records affiliated to Vendor A. Billing
scheme 0/0/1 is set for 490 dial peers, the checkbox ‘Retain billing scheme’ is not selected.
For the rest 10 dial peers the billing scheme is set to 0/30/6, the checkbox ‘Retain billing
scheme’ is selected. Suppose the vendor have changed the billing scheme for the 490 dial
peers from 0/0/1 to 0/60/6, while billing scheme 0/30/6 remained unchanged. To quickly
and easily make the corresponding changes, in the field ‘Billing scheme’ of the dialog box
‘Vendors’ enter 0/60/6; leave the checkbox ‘Applies to all” unselected. When done, click the
OK button. The new billing scheme will be applied to the 490 dial peers, while no
alternations will be made to the dial peers with billing scheme 0/30/6.

Example 2

Assume that the table ‘Dial peers’ contains 500 records affiliated to Vendor B. Billing
scheme 0/0/1 is set for 490 dial peers, the checkbox ‘Retain billing scheme’ is not selected.
For the rest 10 dial peers the billing scheme is set to 0/30/6, the checkbox ‘Retain billing
scheme’ is selected. Suppose the vendor have set billing scheme 0/60/6 for all dial peers. To
quickly and easily make the corresponding changes, in the field “Billing scheme’ of the
dialog box ‘Vendors’ enter 0/60/6 and select the checkbox ‘Applies to all’. When done, click
the OK button. The new billing scheme will be applied to all the 500 dial peers regardless
of the setting of the “‘Retain billing scheme’ checkbox of individual DP forms.

You can also use this object to set the ACR, ACD and QoS notification threholds for the
vendor. For this, just enter the required values in the respective fields.
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Click the OK button to submit the changes. Alternatively click to discard the

changes and quit the dialog.

Select Wign

if you wish to view a DP record in an individual window.

The related tables viewing options of the pop-up menu invoked from this table include:

= Dial peers

= Equipment

= Equipment groups
=  Accounts

= Customers/Vendors

NOTIFICATIONS

The table of notification records shows what notifications System users are subscribed to.

] Notifications

Call looping detected
Festricted destination

a0

Urprofitable destination | John Smith <john smith@mers-systems coms= |

John Smith =john.emithi@mera-zystems com= ;00
John Smith <jobn.smithi@mera-systems coms= 0o: 0o
;00

Fig. 33 Table of notification settings

The table below provides information about notifications configured in the System:

Table S System notifications

Notification Description

System ACD is below the | This type of notification is sent when the System

configured threshold global ACD goes down below a predefined
threshold. The threshold is configured in the table of
the System global settings (see section 5.9.1)

Vendor ACD is below the | This type of notification is sent when the ACD value

configured threshold for the vendor drops below a predefined threshold.
The threshold is configured in the table of the System
global settings (see section 5.9.1)

System ASR is below the | This type of notification is sent when the System

configured threshold global ASR drops below a predefined threshold
value. The threshold is configured in the table of the
System global settings (see section 5.9.1)

Vendor ASR is below the | This type of notification is sent when the ASR of the

configured threshold vendor drops below a predefined threshold value.

The threshold is configured in the table of the System
global settings (see section 5.9.1)

Vendor ASR for a specific area is
below the configured threshold

This type of notification is sent when the vendor
ASR for a specific area drops below a predefined
threshold value. The threshold is configured in the
table of areas (see section 5.9.1)

System PDD  exceeds
configured threshold

the

This type of notification is sent when the System
global PDD exceeds a predefined threshold value.
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The threshold is configured in the table of the System
global settings (see section 5.9.1)

Vendor PDD  exceeds the
configured threshold

This type of notification is sent when PDD for the
vendor exceeds a predefined threshold value. The
threshold is configured in the table of the System
global settings (see section 5.9.1)

Unprofitable destination

This type of notification is sent when the destination
profitability drops below the threshold. The threshold
should be configured in the table of destinations (see
section 5.4.2)

Restricted destination

This type of notification is sent when a tentative
restriction is applied to the destination owing to its
poor profitability. The threshold is configured in the
table of destinations (see section 5.4.2)

Call looping detected

This type of notification is sent when a call looping
occurs (see section 3.3)

Customer profitability is below
the configured threshold

This type of notification is sent when the profitability
of the Customer drops below a threshold value. The
threshold value should be configured in the table
“Customers/Vendors” (see section 5.1.1)

Free disk space is below the
configured threshold

This type of notification is sent when the available
free disk space of the TMngr server drops below a
threshold value. The threshold value is configured in
the table of the System global settings (see section
5.9.1)

To subscribe a user to notifications, invoke the pop-up menu and select = Add o display

the “Notifications” dialog box.

w | Notifications

CustomerYendor | 'I
Area I 'I

Enabled W
Motification || Looping detect =l
Contact || New User <234324234> =l

Ackive From |I:|I:|:4?

Active till |[13:47

(0] 4 I Cancel |

Fig. 34 Subscribing to a notification

1. Select the checkbox ‘Enabled’ to make the record active;

2. Select a type of notification from the drop-down list of the ‘Notification’ combo box;

3. Select the name of the user you want to subscribe to the notification from the drop-down

list of the ‘Contact’ combo box.

= For the notifications “Vendor ACD is below the configured threshold”,
“Vendor ASR is below the configured threshold”, “Vendor ASR for a specific
area is below the configured threshold” and “Vendor PDD exceeds the
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configured threshold” select the name of the vendor from the drop-down list of
the ‘Client/Vendor’ combo box.

=  For the notification “Vendor ASR for a specific area is below the configured
threshold” specify the name of the area using the drop-down list of the ‘Area’

combo box.

4. Use the ‘from’ and ‘till” combo boxes to set the time when you want the user to receive
this type of notifications. For example, you can configure the system to send the
notifications during working hours (say, from 9.00 a.m. till 18.00 p.m.) to the user’s
office e-mail address and to a private e-mail address during nonworking hours. For this,
you should create two records for the same type of notification and specify the
appropriate contact data and time. When notification time is not set, notifications will be
sent to the specified e-mail address on a 24-hour basis.

5. When done, click to add the record to the table.

To unsubscribe from a notification, simply delete the appropriate record from the table.

SUBCATEGORY ADMINISTRATION

Table 6 gives a brief description of objects found in the subcategory Administration.

Table 6 Objects of subcategory Administration

Object

Description

System users

Table of records with data about personnel who use direct web
access to the System (in a variety of roles)

Web authentication

Table of records with authentication data for System users

Role assignments

Table of role assignments. The table is used to assign roles to
System users. The table view allows the administrator to give a
System user extra rights in addition to those available to him by
virtue of the assigned role.

Roles

Contains a list of roles that can be assigned to System users

Roles setup

Table of records with information about web interface objects and
rights that a user acquires when assigned the role

Detailed role setup

Allows the operator to customize existing roles.

Web realms

Table of existing web interface partitions

Contacts

Table of records with contact information of System users

Customer-Vendor

termination restrictions

Allows the operator to configure the System so that it will not
transfer calls from certain customers to certain vendors

Customer/Vendor
removal

data

Allows the operator to remove all customer or vendor-related data
(except for CDRs) from the DB.

The subcategory Administration also comprises the subcategory Wizards.
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5.1.5.2

System users

The table of System users presents information about organization personnel who perform
system administration tasks. Each staff member may have an individual suite of information
access rights. For example, Operator A may be responsible for general System administration
(full set of access rights) while the job of Operator B is to tend to accounting and billing
issues only (which means that all other information will be inaccessible to Operator B).

To add a new user select the item Add on the pop-up menu (left-click the mouse on the table
area to invoke the pop-up menu).

= | System users

&
* Cuztomerfvendor ||I|1 | ¥our Company LI

* Mame I..Iu:uhn Srmith

* Language IEng vI

ﬂl Cancel |

Fig. 35 Add-user dialog box

Enter the following data in the displayed dialog (see Fig. 35) The fields marked with an
asterisk are required fields:

*Customer/Vendor — use this combo box to select the organization to which the user
belongs;

*Name — type in the user’s name;
*Language — use this combo box to select the language that the user will use when working

with the web interface.

When through with entering data click to submit the newly made record. When adding
the new record to the table of system users, the System assigns it an automatically generated
ID.

In addition to the user data described above, the table presents the following information:
Last login IP;

Last login date;

Last activity date.

To edit, delete or view a record in an individual window select the appropriate item in the
pop-up menu (invoked by left clicking the mouse on the record of interest).

You can also use the pop-up menu to view the information you need in the related tables
(“User roles” and “Web authentication”).

Your next step in configuring the user’s account in the System is assigning the user a role
(see 5.1.5.3) and entering the user’s authentication data that enables web access to the
System (see 5.1.5.2 below).

Web authentication

This table presents users’ authentication data that ensures web access to the System.
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1 Web authentication

Sweitch to edit mode | Rowes: i-14 = Rovvs on 5 -

pace:

-
|1 Yes 01 | Your Company |1 ] Admin uzers | Default web realm adminr
[T | 2Fr2076 Yes 01.01 | Azhas 16 | gueer uzers | Default web realn | guwer
[T 272236 Yes 01 | ¥our Company | 176 | asd uzers | Default web realm | asd
[T 272277 Yes 01.01 | &zhas 218 | newvashas | users | Default web realm | nevwsa
|z Yes 01 | Your Company | 2| superashas | users | Default web realm | supers)
|__ 22T | Yes, 0L Azhaz | 157 |test _Ju=ers | Defaylt yweb realm __new_a!‘

Fig. 36 Table of user authentication records
TMngr can perform user authentication by:
=  Login name;
=  Login name and password;
=  Login name and IP address;
=  Login name, password and IP address
There can be one or several authentication records configured for one user.

During authentication the System applies the AND condition to the authentication parameters
configured in the user record and the OR condition to multiple authentication records.

Let us explain how the System authentication process is organized using the following
example.

Assume a user wants flexible access to the System information and wishes to be able to view
traffic statistics both from the office tabletop computer with a trusted IP and any other IP
(laptop) when on the move.

To ensure this, the user must have two authentication records — one configured for IP address
authentication and another with just a login name and password. When accessing the system
from the office computer the user will be granted access to the System even without having
to enter the login name and password or with the login or password mistyped.
(login/password verification will fail, but IP authentication will prove successful).

Wishing to access the System from any other place the user will have to provide correct
logon credentials (login name and password) as IP verification will fail.

To configure logon credentials for a new user, select ‘Add’ in the pop-up menu (invoked by
left clicking the mouse over the table).
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@ | Web authentication
Enabled [V
* CustomerYendor |I:|1 | MER.A& ;I
*User || 2527 | quer =]
* Web realm I users | Default web realm -]
* Login |123
Password I*********
IP address |
Met mask. |

ik | Cancel |

Fig. 37 Web authentication dialog box

Enter the user’s logon credentials filling out the fields of the brought up Web authentication
dialog box. The fields marked with an asterisk are required fields.

Enabled — select the checkbox, to make the record active;

*Customer/Vendor — use the drop-down list of this combo box to select the organization the
user is a member of;

*User — use the drop-down list to select the user whose logon credentials you are
configuring;

*Web realm — use the combo box to select the required web realm (for detailed information
about web realms refer to section 5.1.5.7);

*Login — enter the user’s login name here. Note that all user logins configured in the DB
must be unique;

Password, IP address, Net mask — use these fields to enter respective user authentication
attributes;

Block — select this checkbox when necessary to block the user’s access by means of this
authentication record.

To submit the configured authentication records click . Click to discard the
changes or abort the procedure.

Role assignments

This object is intended for assigning roles to the System users. As was mentioned above, you
can assign multiple roles to a single user. In this case the user will have access to all the GUI
objects envisaged by the assigned roles.

To assign the user a role, left-click to invoke the pop-up menu and select the ‘Add’ item.

= | Role assignments
* Affiiated to |01 | MERA |
*User [242 | John Smith |

* Role I.ﬁ.dministratnr TI

Ok | Cancel |

Fig. 38 Role assignment dialog
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Fill out the Role assignment form (the fields marked with an asterisk are required fields):

*Affiliated to is a combo box where you can select the organization the user is a member of;

*User is another combo box that provides a list of user names to select from;

*Role is the combo box where you select the role you intend to assign.

When finished with filling the form fields click to submit the assignment. Click

to discard the changes or abort the procedure and return to the table of role
assignments.

Roles

The table ‘Roles’ presents a list of configured roles that System users may be assigned.

A role is a set of access rights that the administrator custom tailors to suit the operational
needs of the user (see 5.1.5.5, 5.1.5.6). Actually, a role is a collection of GUI objects (forms,
tables, columns etc.) made visible and accessible to the user.

=== L
Roles :

- {
|5 Super administrator The user azsigned the Super Administrator role has unreg
[T |52 Super administrator (viewe only) | The uzer azsigned the Super adminiztrator (view anly) r|:||=L
[T | 53 | Acministrator This role iz azsigned to the System administrators affiliateti
[T | 54 | sdministrator [wieww only] The users with this role have the same access privileges:
[ |55 Equipment manager The users assigned this role have access only to the objes
[T |56 |DPand RP manager The uzers with thiz role are supposed to be responsible f!
[~ |s7 Accourting manager This role iz azsigned to the users with accourtant res;:n:nnlralL
[T | =5 Repoarter The user azsigned the Reporter role can view COR reu:-:urc}
Swvitch to edit mode Rows: 1-5 - Rowws on page: |25 vI 1‘

Fig. 39 Table of roles

The System comes with the following pre-configured roles:

Super administrator. The user assigned the Super Administrator role has
unrestricted access to all objects of the System and absolute freedom of action. This
role can be assigned to users with the first-level hierarchy classifier only.

Super Administrator (view only). The user who is assigned the Super
Administrator (view only) role has unrestricted access to all objects of the System
but is not allowed to add, edit or delete any data.

Administrator. This role is assigned to the System administrators affiliated to
hosted vendors. Users with this role have access almost to all the GUI objects,
except for the objects intended for global system configuration.

Administrator (view only). The users with this role have the same access privileges
as the users assigned the Administrator role, but cannot add, edit or delete data.

Equipment manager. The users assigned this role have access only to the objects
intended for equipment configuration.

DP and RP manager. Users with this role are responsible for pricing policies and
have access to the tables of dial peers, rate plans, etc.
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" Accounting manager. This role is assigned to users with accounting
responsibilities, such as invoice generation, entering data about payments received
from customers, etc.

= Reporter. The user assigned the Reporter role can view CDRs available in the DB
and generate all types of statistical reports based on CDRs.

It should be mentioned that you can assign multiple roles to a single user. In this case the
user will have access to all the GUI objects allowed for the roles he is assigned.

In addition to the “off-the-shelf” roles the SysO can create new roles with custom make-ups.

To create a role, invoke the pop-up menu (left click the mouse over the table) and select
‘Add’.

Enter a name for the role you are creating in the Role edit box of the form (see Fig. 40) and

click .

= | Roles
* Role INew
Description
* Parent role |51 | Super administratar ;I
Fig. 40 Adding a role

Your next step is to fill the role with content, i.e. make a list of objects that the user who is
assigned the role can view and manage (see 5.1.5.4, 5.1.5.6 below).

Roles setup

This object serves for granting rights and permissions to custom roles.
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1 Roles setup
Switch to edit mode I R.ows: I 1-25 'I [I] [E] Rows on page: |25 "I

51 | Super administrakar
220 | tesk_raole
220 | kesk_role
220 | keskt_role
220 | tesk_role
220 | tesk_raole

[y LY~ ) T B s o e - e b A

L P ¥ NN S e

TT 1T T1 1

2.3 | AdrmisLr Ao

-

51 | Super adrinistrakar

Switch to edit mode I Rows: I 1-25 'I [I] [E] Rows on page: |25 "I
{C} Copy rights

*Torole || 220 | test_role -]
* From role |51 | Super administratar ;I

{} Merge rights

* Torole |22E| | kest_role ;I
* From role I 51 | Super administrakor ;I

(% Clear role

oty Ly il i, i, i, kbl bt e | o e bl el it e ol

* Role |22E| | kest_rale ;I

Fig. 41 View of the object “Role setup”

Open the object Role setup and in the table Sub-roles assigned to the roles find the name of
the role of interest. The columns of the table present the names of sub-roles that can make-
up a role. Each sub-role is a set of rights and permissions for one or several GUI objects
closely related functionally. The names of the sub-roles are intuitive or self-explanatory, for
example, the sub-role “Customers/Vendors administration” means that it allows viewing,
adding, editing and deletion of data presented in the table Customers/Vendors, while the
sub-role “Customers/Vendors view” provides only the right to access that is view data in the
table. Switch to the edit mode, select the required sub-roles and accept the changes. The new
role is ready.

There are two additional role creation possibilities:

= the tool Copy rights (the object Role make-up) allows copying of rights from one role
to another. The recipient role acquires all the rights of the donator role. As a result you
wind up with two roles with identical sets of rights but different names.

= the tool Merge rights (the object Role make-up) allows the operator to copy rights from
one role to another preserving the existing rights of the recipient role.

= use the tool Clear role (the object Role make-up) to eliminate all rights in the role.
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The table below shows the list of sub-roles and objects they embrace.

Table 7 Sub-roles

Sub-role

Accessible GUI objects

View log (only the users with the
first-level hierarchy classifiers have
access to the System logs)

object category Logs:
=  Application log
= Web activity log
= Notification log
= Login history
= CPU usage log

Roles administration

Customers/Vendors > Administration:
= Roles
= Role setup

= Detailed role setup

System user administration

object category Customers/Vendors
subcategory Administration:

=  System users

= Web authentication
= Web realms

= Role assignments

=  Contacts

=  Notifications

and

Customer/Vendors administration

object category Customers/Vendors:

=  Customers/Vendors

Customer/Vendors view

object category Customers/Vendors:

=  Customers/Vendors

Customer authentication

administration

object category Customers/Vendors:

=  Customer authentication

Customer authentication view

object category Customers/Vendors:

=  Customer authentication

Vendors settings

object category Customers/Vendors:

*  Vendor parameters

Areas and NPA administration

object category Global settings:
= Global area names
= ASR notification settings
=  USA states NPA-NXX

Areas and NPA view

object category Global settings:

=  (Global area names
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= ASR notification settings
=  USA states NPA-NXX

Routing administration

object category Termination:
=  Routing groups
=  Dial peers
= Active dial peers
=  Routing policies -> Routing policies

=  Routing policies -> Procedures

Routing view

object category Termination:
=  Routing groups
= Dial peers
= Active dial peers
=  Routing policies -> Routing policies

=  Routing policies -> Procedures

Call debugging

object category Debugging:
=  (Call simulation
= Dial peer hunting
= (Call debugging

Equipment administration

all the objects of the category Equipment and
enclosed subcategories, except for Zones and
Zones setup

Change zone

object category Equipment:
=  Zones

= Zones setup

Rate plans administration

object category Origination:
= Rate plans

= Destinations

View rate plans

object category Origination:

=  Origination -> Rate plans for hosted
customers

=  Origination -> Destinations for hosted

customers
View CDRs object category CDRs:
= Active calls
= Today
= Last 7 days
= Last 30 days
= Al
CDR export object category CDRs:
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= CDR export

CDR backup

object category CDRs:
=  CDR backup

CDR re-rating

object category CDRs:
= CDR re-rating

Currency administration

object category Billing:
=  Currency

=  Exchange rates

Currency view

object category Billing:
=  Currency

= Exchange rates

Add Payments

object category Billing:

=  Payments

View Payments

object category Billing:

=  Payments

Account manager

object category Billing:

=  Accounts

Generate invoices

object category Billing >Invoices:
= Invoice generation/deletion
= Invoices
=  Detailed invoices

=  PDF templates

Settlement schemes

object category Billing:
=  Settlement groups

=  Settlement schemes

Fixed customer payments

object category Billing:
= Scheduled account debiting

=  Account debiting log

Import data

object category Global settings:

= Data import

System global settings

object category Global settings:
= System global settings

Edit disconnect codes

object category Global settings:

= Disconnect codes

Disconnect sound options

object category Global settings:

=  Disconnect sound options

LAR Settings

object category Global settings:
= Global LAR settings
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Create report for ASR

object category Statistics:

Statistics by time

ASR by customer/vendor
ASR by SRC/DST IP
ASR by SRC/DST equipment

Create settlements report

object category Statistics:

Settlements by customer/vendor

Profitability reports

object category Statistics:

Profitability reports

Top area reports

object category Statistics:

Top areas

Create custom report

object category Statistics:

Custom reports

Create Statistics for active calls

object category Statistics:

Active calls by customers

Active calls by vendors

Create charts

object category Statistics:
Charts

Detailed role setup

In case you need to “fine-tune” the role, for example, to limit access to a single or several
columns, open the object Detailed role setup.

1 Detailed role setup

Switch to edit mode I F.ows:

[1-25 =] 7 (]

I_
I_ 51 | Super administrakor | -------- CustomersfYendors | Menu
I_ 51 | Super administrator | -------- Cuskomersvendors | Table
I_ 51 | Super administrator | -------- Cuskomersvendors | Column
I_ 51 | Super administrakar | -------- Cuskarersvendars | Columin
I_ 51 | Super administrakor | -------- Customers/Yendors | Column
I_ 51 | Super administrator | -------- Cuskomersvendors | Column
I_ 51 | Super administrator | -------- Cuskomersvendors | Column
L= . . L e

Fows on page: |25 "I

P

0o.01.01.01 | Custu:-mers,l"-.-'end{
00.2101.01 | Custnmers,l"-.-'endc;
00.2101.01.01 | Enabled
00.2101.01.02 | Classifier
00.2101.01.03 | Parent
00,2101.01.04 | CuskamerYe 1
00.2101.01.05 | Description }

Fig. 42 View of the object “Detailed role setup”

The table Detailed role setup comprises information about all GUI items and access rights
for them provided by the roles configured in the DB. To find the required item use the filter
and sorting tool. The easiest way to do it is to filter the data in the table by the column Role

and then sort by the entries in the column

Menu item.
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The table also comprises the following columns:

— Object type — presents information about the GUI object type (table, column, etc.);
— Object — shows the name of the GUI item;

— All allowed actions — shows the set of rights that can be assigned regarding the item;

— Selected actions — shows the set of rights selected by the user. The rights that contradict
the column All allowed actions are highlighted in red.

— Actions allowed for the role — shows the currently effective rights;

Switch to the edit mode, select/deselect the required rights and accept the changes (see Fig.
43 below).

Z Detailed role make-up
Role |55 | Equipment manager

fenu item | -------- Customersfiendars
Ohject type | Column
COhbject |00.2403 | Enabled
Al allowed actions | Wiew, Edit; &ccd

Selected actions | W ey W Edit ™l Al
Actionz allovwed for the role | Yiew: Edit; Add

0K| .&pplyl Caru:ell

5.1.5.7

Fig. 43 Role editing

Web realms

Web realms help you logically divide the web-interface into several protected areas, each
with its own set of the users’ web-authentication records.

For instance, to ensure additional security of the system you can use two web realms, a
public realm accessible to all users and a private one accessible to the System administrators
only. Association with a realm is a mandatory parameter of the users’ web-authentication
records. The administrator decides to what realm the authentication records will belong, thus
precluding the threat of password-guessing attacks, i.e. malicious users will not be able to
guess administrators’ logins and passwords because they do not have access to the private
realm.

Users with roles other than “Administrator” have no access to this object. In addition they
cannot edit the field “Web realm” when creating or editing users’ web-authentication records,
as it is set to “Default web realm” automatically.

Initially, TMngr has a single public realm called the “Default web realm” and assigned the
unique ID “users”*.

The unique 1D of a web realm is one of the configuration parameters of the PHP-application
(see below).

To create the private realm, invoke the pop-up menu and select the ‘Add’ item.
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@ | Web realms

*1D INEW

* Marne INEW web realm

Descripkion

(04 | Cancel |

Fig. 44 Creating a private web realm

Fill out the fields of the “Web realms’ dialog box (the fields marked with an asterisk are
required fields):

*ID — enter the unique ID of the realm, which can any word of your choice, for example,
“admin”;

*Name — enter the name of the realm;

Description — you can enter any appropriate information in this text box.

When finished with filling out the configuration form click . The newly configured
record will be added to the table.

Now you can create a copy of the web-server that will be accessible to the System
administrators only. For example, you can do it as follows:

1. Create a subdirectory in the directory Zopt/apache2/htdocs, the directory of the
web-server files.

2. Copy all the files of the directory /opt/apache2/htdocs to the newly created subdirectory.

3. In the newly created directory, edit the configuration file Config.php, by defining the
unique ID of the private realm.

" Application :

"app" =» array
{
£ el

"realm ic

Now in case the public web realm is accessible for the wusers via
www.<providername>.com, to log onto the private web realm the address
www . <providername>.com/<directoryname> will be used, where
<directoryname> is the name of the subdirectory comprising the copies of the web-
server files, known only to the System administrators.
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As an alternative of copying web-server files, you can deploy the web-server to be used by
the System administrators on another server with a different domain name or IP address.

It should also be mentioned, that the use of several web realms is not limited by security
considerations and can find other applications. For example, you may wish to allocate
individual web realms to the users of the hosted softswitch service, i.e. hosted vendors.

5158 Contacts

The table Contacts presents contact information records currently configured in the System
(see Fig. 45). The contact data contained in the table is used for sending e-mail alerts and
notifications.

1 Contacts 3
L 3
r 283 (01 | Telecom 2 | Sergey Spatar E-rt
r 284 01 | Telecom 3 | &nton Kovalenko E- 3
r 353 010 | MER& RLI 101 | MEBaH M EBaHOE E-
N 323 Mm | Telecom 121 | *uri Akirmoe E-
r 343 | 01.09 | MER.&, RLI 182 | Artern Andreey E-
r 403 | 01 | Telecam 241 | Sergey Ivanay Phig
- 303 01 | Telecom 1 | Andrey Yinogradoy E-j
{ e P N - R T Uy N P Y R B N PR S PRSPt ISP S P PP N

Fig. 45 Table of contact information records

To add a record with contact information, invoke the pop-up menu and select = Add

@ | Contacts

* Affiliated to | 01 | MERA =l
*User ||522 | temp =l

* How bo contact || 1CQ -

* Contact (123123123
Motify [

(] 4 | Zancel |

Fig. 46 Contact information dialog

Fill out the form entering data in the following form fields (the fields marked with an asterisk
are required fields):

ID — unique register identifier, generated automatically;

*Affiliated to — from the drop-down list of configured organizations select the one to which
the user belongs;

*User — enter the contact name selecting it form the drop-down list of the combo box;

*How to contact — select E-mail from the drop-down list (other contacting means can be
used for reference);

*Contact — use this text box to enter the contact’s email address, phone/fax number, or ICQ
UIN depending on the setting of the parameter How to contact;
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5.1.5.10

Notify — select this check box to instruct the System to send alerts and notifications to the
user.

When finished with entering data, click to add the record to the table. Alternatively,
click to discard the changes and return to the table view.

To edit or delete a record, invoke the pop-up menu and select the necessary option.
Customer-Vendor termination restrictions

This object allows the operator to configure the System so that it will not transfer calls from
certain customers to certain vendors. It can be used in cases when you have termination
problems caused by incompatibility of the customer and vendor equipment or for any other
consideration.

To configure an undesirable customer-vendor pair, left-click the mouse on the table area to
invoke the pop-up menu and select Add.

& | Customer-Vendor termination restrictions
* Customet auth. record |1|:|I:|4349 | 01.114 | ata-186-1 2114 j

* Do nat send calls to ||:|1.113 |vendor & |

OKl Cancel |

Fig. 47 Customer-Vendor termination restrictions dialog box

In the displayed dialog box, select the required authentication record, the name of the
unwanted vendor and click OK to submit the newly made record. If necessary, repeat the
procedure to add another restricted vendor for the customer. The number of such pairs is not
limited.

The pop-up menu invoked from this table allows you to view the related table Dial Peers that
will present information about dial peers affiliated to the vendor of the selected pair.

Customer/Vendor data removal

This object allows the operator to remove all customer or vendor-related data (except for
CDRs) from the DB. The displayed list of removable customers/vendors varies with the
operator’s hierarchy classifier, i.e. the data that belong to users superior in the user hierarchy
cannot be deleted. Data removal causes related data clearing from the following tables:

= Customers/Vendors

=  System users

= Web authentication

= Role assignments

=  Contacts

=  Notifications

=  Customer authentication
=  Vendors

= Routing groups

= Dial peers

=  Equipment

= Equipment groups

= Codec groups

= Codec group setupConfigure codec groups
*  Enum-register

=  Enum-enabled routing groups

=  DNS-server

= Radius server
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= Rate plans
= Destinations

=  (Calling party category
=  Accounts
= Invoices
=  Payments
=  Scheduled account debiting

To remove the unnecessary data select the name of the customer/vendor in the left box and

click the ;l button. Use the il and il buttons to move all the names from the
right box to the left and vice versa. When done, click the Submit button.

Warning! Removed data cannot be restored.

* Customer™endaor

(0% Remove all customerivendor-related data

01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,
01,

2183.02 | Kaolpakay Andrey3

01 | MERA.RLI

01.02 | MERA.RU Yendar

2197 | Mera_Latina_Customer
2193 | Mera_Latina_vendaor
2254 | Moolio's Customer

2253 | Moolio's Wendor
01.2204.02 | MTS

2221 | ql2

2273 | q23

2183.02.03 | qwer

2183.02.02 | qwerz
01.2204.0¢ | rufeta

2179 | 55ivoy Tesk Mau

2130 | 55viowTest

01.02.01 | Super Yendar
01.02.01.01.01 | Super-puper v
2179.01 | testd

2206 | Test_departament_Cistor

2205 | Test_deprartmant_‘u‘endc;l

=]

Up

Daver

01.2181.01 | NER_TEST_SS
01.2182 | NEW_MERA
01,2245 | Omid

Submit |

5.1.5.11 Wizards

Fig. 48 Customer/Vendor data removal

The only object in the subcategory Wizards is Add/Delete User Wizard. Following the
wizard instructions the operator can quickly create new user accounts, assign roles to them,
configure user authentication and contact data. The wizard is also instrumental in the removal

of user accounts and user-related data from the DB.
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----- .j Codec group setup

----- [ EMURM-register

BT
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The category Equipment comprises objects related to equipment the System interoperates
with. Table 8 gives a brief overview of the objects that constitute the category Equipment.

Table 8 Objects of category Equipment

Object Description

Equipment List of devices the System interacts with. Also contains the
equipment functioning statistics.

Equipment groups List of existing equipment groupings

Zones Contains information about “IP zones” used by the TS in call
routing.

Zones setup Provides information on thenetworks forming the configured IP
Zones.

The category Equipment also comprises the subcategories CODECS and ENUM.

EQUIPMENT

The table Equipment provides information on devices that interoperate with the System and
operational statistics for these devices.
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[ Swikch to edit rode ] Rows: 1-22 | » Ru:uws!
[] ‘
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Fig. 49 Table of equipment

You can view, edit, delete records and add new records to the table. To add a new record,

bring up the pop-up menu and select = Add
@ | Equipment
Ok I Zancel
Enabled W

* Mame |New equiprment

Description I

* Customer vendor ||:|1 | MER.&

* Type (For information only) | EndPaint =~

Domain name |
IP address I

* Zone Iintranet "I
* Pratacal Ih,323 TI

Part H.323 |

= - - - e w e T et =

q

'I

I

‘I FE IA—.Q.;.—.

et gy s St

Fig. 50 Adding a new equipment record

Use the combo and text boxes of the invoked dialog box to define the attributes of the
equipment item you are configuring.

Enabled — select the checkbox to make the record active;
*Name — is the word or phrase by which the equipment item is referred to;
Description — in this field you can enter any descriptive information;

*Customer/Vendor — use this combo box to select the organization or individual running the
equipment from the drop-down list;

*Type — select the equipment type using the drop-down list the available options being:
=  Endpoint
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= GK (gatekeeper)
=  GW (gateway)

= MERA SIP HIT
=  SIP registrar

Domain name — enter the domain name of the device if it is used for termination. To resolve
the domain name Traffic Manager inquires the DNS server configured in the table of the
system global settings (see section 5.9.1). When resolved the IP address of the device and the
address expiration date are added to the database. Traffic Manager uses this data until the
validity of the address expires and later inquires the DNS server again.

IP address — enter the IP address of the termination device in case there is no Domain name
defined. This field, as well as the Domain name field can both be blank for the Originating
device, as originating equipment authentication is perforned using data from the Customer
Authenticatyion table;

*Zone — use the combo box to select the preferred network for delivery of traffic to the
termination device being configured (for information about zones refer to 5.2.3 and 5.2.4);

*Protocol — select the necessary signaling protocol (SIP or H.323) for situations when the
equipment operates as the termination device. Option “the same” means that traffic will be
sent for termination using the protocol of originating equipment;

Port H.323 — enter the TCP port for outgoing H.323 calls (if blank, the standard 1720 will be
used);

Port SIP — enter the UDP port for outgoing SIP calls (if blank, the standard 5060 will be
used);

*Proxy mode — select the type of the proxy function (see also Appendix C):

=  Force Proxy
= Non-proxy-recommended
=  Force non-proxy

Equipment group — use the combo box to select the group the device being configured
belongs to;

Load share/Priority — use this parameter to specify the device’s load share as a
percent/weight of total traffic handled by the equipment group or to define the priority of the
device for selection of the termination option within a group. The higher is the value the
higher is the priority. If you select the equipment selection rule “Try routes according to load
sharing rules” (see section 5.2.2) the settings of the this parameter will be treated as
percentage/weight of total traffic, and if the rule “Try routes strictly ordered by priority
values” is selected the settings will be treated as priority;

Codec group — use the combo box to select the group of codecs you would like to assign to
the device (for information about codec groups refer to 5.2.5);

*Codec sorting (Terminators) — you can use this parameter to avoid codec conversion in
case the lists of codecs supported by origination and termination devices include identical
codecs. Define the codec sorting rule applied to the list of codecs in the terminator’s codec
group before sending this list to the TS. The sorting will depend on the list of codecs received
from the call originator:

= No sort — do not sort codecs and send the list of codecs from the termination device
codec group without changes;

= Used first — place the codecs identical to the codecs of the call originator to the
beginning of the list (in the same order), move the rest of codecs to the end of the
list;

MVTSIIv. 1.2.0

page 80 of 216



= Discard unused — include in the list only codecs identical to the codecs of the call
originator, exclude the rest of codecs;

=  Use first only — use the first supported codec found in the originator list of codecs;

= Discard unused with failsafe — apply the “Discard unused” rule and in case the
resulting list is empty send the list of codecs from the termination device codec
group without changes.

It should be mentioned that codec sorting may result in exclusion of certain termination
devices and dial peers from the routing options. For example, if you select the “Discard
unused” rule, then in case there are no identical codecs in the codec lists of origination and
termination devices, TMngr will remove all codecs from the list of the termination device,
thus excluding it from the routing process and if it is the only device associated with the dial
peer, the dial peer will also be neglected (see also Appendix C).

Always apply "Discard unused" rule (Originators) — this parameter is intended for
configuration of origination equipment. Select the checkbox to restrict codec conversion for
the device. When a call arrives from the device, the System sets the codec sorting rule for all
termination devices to “Discard unused” (see above) irrespective of their codec sorting
settings.

One of the applications of the Always apply "Discard unused" rule is to make sure that the
newly-added customer will not flood the operator’s MVTS II with too many calls requiring
codec conversion, thus dramatically decreasing performance and call quality. If after some
initial tests it is clear that only an acceptable part of calls will require conversion, the Always
apply "Discard unused" rule may be disabled.

Valid till — use this set of date-time combo boxes to configure the record validity expiration
date.

Number translation rules

In SRC translate requires a regular expression that determines source number modification
rules for the cases when the equipment is the call originator (for detailed information about
number translation rules refer to Appendix A).

In DST translate contains a regular expression that determines destination number
modification rules for the cases when the equipment is the call originator (for detailed
information about number translation rules refer to Appendix A).

Out SRC translate is for a regular expression that determines source number modification
rules for the cases when the equipment is the call terminator (for detailed information about
number translation rules refer to Appendix A).

Out DST translate requires a regular expression that determines destination number
modification rules for the cases when the equipment is the call terminator (for detailed
information about number translation rules refer to Appendix A).

Max. incoming calls — enter the maximum number of concurrent incoming calls that can be
accepted from the device.

Max. outgoing calls — enter the maximum number of concurrent outgoing calls that can be
terminated to the device.

Block origination — this check box allows you to block ingress traffic from this equipment.
Block termination — this check box you to block egress traffic directed at this device.
LAR (re-routing) disconnect codes

LAR allow (MVTS), LAR allow (H.323), LAR allow (SIP) / LAR deny (MVTS), LAR
deny (H.323), LAR deny (SIP) — with the help of these parameters you can customize the
LAR (Look Ahead Routing or re-routing) function depending on the call disconnect code
received from each device in the list of termination options. Upon receipt of an allowed
disconnect code Traffic Switch tries to establish a call via the next device, otherwise the call
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is rejected. Enter the code numbers either only in the fields of allowed codes or only in the
fields of restricted codes. At that, all the codes not specified in the fields of allowed codes are
considered restricted, while the codes not specified in the fields of restricted codes are
considered allowed. You can enter individual code numbers, as well as ranges of code
numbers delimiting them with semicolons (for instance, 200-300;304;305;400-500).
Reference information about call disconnect codes is presented in the table “Disconnect
codes” (see section 5.9.3). In addition to these parameters used for individual customization
of the LAR function, there is a possibility to configure global LAR settings (see section
5.9.6). Individual LAR settings override the global ones.

Advanced settings

Enable RBT - select the checkbox to enable the RBT (ring-back tone) emulation function
when proxying media-traffic;

RBT Timeout (sec) — define the wait period (in seconds) before the Systems starts RBT
emulation in case of the absence of RBT from the call terminator;

RBT file — enter the name of the audio file (.wav file) to be used for RBT emulation. The
path to the audio file is configured in the settings of the media-node;

RTP Timeout (sec) — define wait period for RTP traffic in seconds. If the specified time
expires and there is no RTP traffic, the system aborts the call;

Alerting timeout (sec) — set a time interval, after which the system sends a fake Alerting
message to the origination device;

Clear calls by alerting timeout - when this checkbox is selected if a connection cannot be
established with the termination device within the time specified in the field Alerting
timeout, the System will clear the call with LDC 70 “Cleared by alerting timeout”, that can
be mapped to any SIP or H.323 code to return to the originator (H.323 code 34 and SIP code
408 by default, see section 5.9.3);

*Flags — you can use this parameter to configure some specific options of the device
behavior. The options are defined by hexadecimal bit masks:

= 0x0001 — always use the “180 SIP response; the device does not support the “183”
response

0x0002 — send DTMF as INFO, and not according to RFCC2833

0x0004 — the device supports fax transmission over G.711

0x0008 — an H.323 device that requires emulation of CISCO

0x0010 — forced disabling of RPT emulation upon receipt of repetitive Alerting

*Report original destination — this combo box includes the following options:

. No

. Yes — in case the INVITE message on the incoming leg did not include the
“Diversion” field (or in case of a H.323 to SIP call) the TS adds this field with the
unchanged URI/destination number to the INVITE message sent to the call terminator.

. The same as on the incoming leg:

1. In case the INVITE message on the incoming leg featured the “Diversion” field, it
is included unchanged in the INVITE message sent to the call terminator.

2. In case of an H.323 to H.323 call the confID received on the incoming leg is sent
unchanged to the call terminator.

3. In case of an H.323 to SIP call the TS adds the “Cisco-Guid” field to the INVITE
message sent to the call terminator. The field comprises the same confID as on the
incoming leg (in the format used by the Cisco 10S).

If in case of an SIP H.323 to H.323 call, the INVITE message on the incoming leg
comprised the "Cisco-Guid” field, the confID sent to the call terminator is the
same as in this field.
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Untrusted device — with this check box selected the device being configured is not allowed
authentication by the source number. Untrusted devices can be authenticated by destination
number, technical prefix and source IP address.

Disconnect sound group — when the device being configured is an end point you can use
this combo box to define the group of disconnect sounds played to the caller depending on
the call disconnect code (see also section 5.9.9).

Name for external billing — enter the name of the device to be sent to the RADIUS server in
the ‘User-Name’ field. If nothing is specified, the System will send the RADIUS server the
device’s IP address;

RADIUS server name — select the name of the RADIUS server form the drop-down list of
this combo box. When the gateway is involved in processing a call, information about the
call will be sent exactly to the RADIUS server selected in the combo box of the gateway
configuration form. When no RADIUS server is configured for the gateway neither
AccountingStart nor AccountingStop message will be sent to the RADIUS.

Registration required — in case this checkbox is selected the device should be registered to
be able to receive calls from MVTS II;

Currently registered — “Yes” in this non-editable field indicates that the device is
registered with MVTS II.

*Registration keep alive time — this field serves to define the time interval for registration
updates of dynamically registering devices. Default value: 180 seconds.

*Domain name resolving option — select on of the resolving option in case the device being
configured is defined by a domain name:

=  Resolve name using A and AAAA records
= Do not resolve

The table below describes the System behavior varying with combinations of device settings.

Table 9 Domain name resolution options

Resolution 1P Domain SIP H.323

option address name

Resolve  name Until the device domain name
using A and date is not expired the CallAck
AAAA records message sent to TS will include

the IP address of the device,
without having the DNS server
resolve the domain name (see

Defined Defined Note under the table)

Do not resolve The CallAck message The CallAck message
sent to TS includes sent to TS includes the
the IP address of the IP address of the device
device; the
VoipCallAck.destinat

ionAlias message
includes the field
URI in the format
<phone
number>@<domain
name>
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Resolve  name

i A d .
L:;n[f recor dsan Defined Not defined The parameter is ignored

Do not resolve

Resolve  name | Not defined | Defined The domain name is resolved
using A and

AAA records

Do not resolve The call is rejected

Resolve  name
using A and

AAA records Not defined | Not defined The call is rejected

Do not resolve

Note: Upon arrival of the first call to the device identified by a domain name, the System has
the DNS server resolve the name and gets from the DNS server information about the
domain name expiration date. The System continues to use the IP address until the domain
name validity time expires, then the DNS server is used to resolve the domain name again.

Domain address expiration time — non-editable field presenting the date and time the
correspondence of the device domain name and IP address expires (see the description of the
“Domain name” field above).

H.323 settings

Faststart — select this checkbox if the equipment is FastStart capable.

Tunneling — select this checkbox if the equipment is supportive of Tunneling (H.245
encapsulation).

Validation GAP (msec) — set the packet forwarding delay in milliseconds, during which call
setup packets exchange with the origination device is suspended. During call setup the
packets arriving from the termination device are stored in the TS buffer, whose content will
be forwarded further to the call originator only when the delay time specified in this field is
over. Such organization of the call setup and look-ahead routing procedure is needed for
devices that can handle one CallProceeding message only. Hence, if a CallProceeding
message is occasionally followed by a Release Complete message, further work (call setup
and call rerouting) with such a device intolerable to repeated CallProceeding messages may
become impossible.

Can Update Media Channel — select the checkbox if the device being configured is capable
of receiving repeated FastStart messages.

*(SRC/DST) Type of number — specify the type of number to be sent to the device when it
acts as a call terminator:

= Unknown

=  International number

= National number

=  Network specific number
= Subscriber number

= Abbreviated number

= Reserved for extension

= The same

Note: The parameters SRC Type of number and DST Type of number can also be used for
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removal of the *““+”” symbol from telephone numbers both for SIP and H.323 signaling calls.
According to the SIP standard “+” is the attribute of internationals numbers, while in
H.323 international numbers are identified by the “Type of number”” field.

Upon arrival of a call with “+” TS unconditionally removes it, replaces the plus with the
“international number”” token and sends it to the TMngr. TMngr checks the received data
against the settings of the SRC Type of number and DST Type of number parameters of the
termination device and if they are set to:

= International number — the System will set the type of number of the SRC/DST
numbers to “International number” in case of H.323 on the outgoing call leg or
pre-pend a plus to the number for SIP calls;

=  The same — the System will use the same type of number on the outgoing call leg as
was on the incoming leg.

*(SRC/DST) Numbering plan — define the numbering plan to be sent to the device when it
acts as a call terminator:

=  Unknown

= [SDN telephony numbering plan (Recommendation E.164 [19])
= Data numbering plan (Recommendation X.121 [21])

= Telex numbering (Recommendation F.69 [22])

=  National standard numbering plan

=  Private numbering plan

= Reserved for extension

Start H.245 after — use this combo box to define the message, upon receipt of which the
H.245 control channel is opened:

= Call proceeding
=  Alerting/Progress
= Connect

Response FastStart in Call Proceeding, Response FastStart in Alerting/Progress,
Response FastStart in Connect — define the message to include the FastStart packet. These
parameters are intended for configuration of origination equipment.

H.323-ID handling options/H.323 — use these two parameters to configure how the System
will handle H.323 attributes received from call originators. MVTS II processes H.323
attributes in the following way:

- The first received alias of the ‘DisplayName’ type is written to CDRs
- All the received aliases of the ‘DisplayName’ to the call terminator

- All the received aliases of the ‘H323-ID’ type are processed in accordance with the settings
of the parameters H.323 handling options and H.323 alias defined for the call terminator in
the table Equipment. The following options are available:

= Remove — unconditionally removes all aliases of the ‘H323-ID’ type;

= Preserve — preserves all the received aliases;

= Use as display name — all the aliases of the ‘H323-ID’ type are changed to
‘DisplayName’ and sent to the call terminator;

= Replace — replaces all the aliases of the ‘H323-ID’ type with the value defined in the
field H.323 alias. If the field H.323 alias is empty, the ‘Remove’ rule is applied;

= Use as H.323-ID and DisplayName — each of the received aliases is used both as ‘H323-
ID’ and ‘DisplayName’.

Use indicators — when this check box is cleared the parameters Presentation indicator and
Screening indicator are automatically set to 'Octet 3a not present' and 'Not screened'
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respectively. With the checkbox selected you can set any combination of the above
parameters:

Presentation indicator:
e  Presentation allowed
e Presentation restricted
e  Number not available due to interworking
e Reserved
Screening indicator:
e  User-provided, not screened
e  User-provided, verified and passed
e  User-provided, verified and failed

e Network provided

SIP settings

Allow forwarding to — enter masks of networks where call forwarding is allowed when the
equipment operates as a termination device. On receipt of a call forwarding request the
System checks if the IP where the call is forwarded belongs to the network allowed for call
forwarding and if not the call is rejected. When making a list, delimit the masks you are
entering with semicolons without spaces.

Poll, Poll interval — these parameters are intended for the configuration of the network
entities supportive of the SIP protocol and allow the System to monitor the serviceability of
such entities by sending them at a specified interval the OPTIONS request as long as they are
handling calls. Select the ‘Poll’ checkbox and enter the polling interval (in seconds) in the
respective edit box.

*SIP privacy method — use this combo box to select the privacy method to be used when the
SIP protocol is involved:

=  Cisco RemotePartyID (for more information about this method refer to
http://www.cisco.com/en/US/products/sw/iosswrel/ps1839/products _feature guide091
86200801 10bfb.html#wp1050768)

= RFC 3325 PassertedID (for more information about this method refer to
http://www.ietf.org/rfc/rfc3325.txt)

*NAT Kkeep alive time - — this field serves to define a time interval (in seconds) for repeated
connection checks with devices sitting behind a NAT router. Default value: 0 (do not poll the
device).

Redial settings

Max. redial attempts — define the maximum number of redial attempts.
Redial interval — define the interval between redial attempts in second.

Redial cause code (MVTS) / Redial cause code (H323) / Redial cause code (SIP) —
specify the disconnect codes the receipt of which will cause the redialing procedure.
Similarly to the ‘LAR allow’ fields you can enter individual code numbers, as well as ranges
of code numbers delimiting them with semicolons.

Gatekeeper (GK) settings
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5.2.2

The following five parameters serve for configuring the System interoperation with remote
gatekeepers:

Use LRQ — select the checkbox to instruct the System to send LRQ to the gatekeeper.

GK ID — use this field to specify the gatekeeper identifier (arbitrary character string).

GK IP address — serves to specify the IP address and port of the remote gatekeeper. Note
that the port number should be 1719.

Use GK IP address — select the checkbox to instruct the System to write the gatekeeper IP
address or IP address of the termination gateway received from the gatekeeper in CDRs.

Use GK alias IP address — select the checkbox to instruct the System to use the H.323
aliases received from the gatekeeper.

When through with filling out the add-equipment form click to submit the record.

Alternatively click to discard the changes.

To edit, delete or view the record in an individual window select the appropriate item in the
pop-up menu. The related tables that can be accessed from the pop-up menu include:

=  Customer authentication data

= Dial peers

=  Settlement accounts

=  Origination (a table of CDRs for traffic delivered by the equipment)

= Termination (a table of CDRs for traffic delivered to the equipment)
When in the table or view mode, you can also view the following statistical data:

= Number of ingress calls currently handled by the equipment

= Number of egress calls currently handled by the equipment

= Number of new ingress calls per second

=  Number of new egress calls per second

= ASR for the device when it functions as a call terminator

= ASR (SRC) for the device when it functions as a call originator

= ACD

= Current QoS

= Total time of calls processed by the device

= Successful calls total and failed calls total

The pop-up menu invoked from the table Equipment comprises two additional commands
intended for resetting equipment statistics in the fields Total calls, Successful calls:

= Reset statistics (selected or marked) — resets statistics for the selected record or
several marked records;

= Reset statistics (all filtered) — resets statistics for all filtered records

EQUIPMENT GROUPS

The table Equipment groups presents a list of equipment groups currently existing in the
System (see Fig. 51).

A DP may be represented by a single termination device or several devices. When there are
several devices belonging to the same DP they form a group of equipment. When a DP
incorporates a group of devices, there must exist a rule on how the available termination
alternatives are picked within the group (see also section 3.7).
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To create a group click ™ Addin the pop-up menu and fill out the displayed equipment
group dialog.

7 | Equipment groups
Enabled | v

* GrOUE NEme ITest group

* ffilisted to || 01 | Your Company |

Description

Equipment =election rule |try routes randomky j

* Mumber of tries ||:|

Active callz

Total group capacity |1 0oa

0K| Cancel |

Fig. 51 Adding a new equipment group

Specify the following parameters of the group being created (the fields marked with an
asterisk are required):

Enabled — select the checkbox to make the record active;
*Group name — enter the name of the group;

*Affiliated to — specify the equipment owner/operator using the drop-down list of this
combo box;

Description — you can enter any information about the group in this text box;

Equipment selection rule — set an equipment selection rule choosing one from the drop-
down list of possible options:

= Try routes sequentially — one-by-one picking going through all termination
opportunities within the group

= Try routes randomly — means that the group termination devices will be tried
randomly

=  Try routes according to load sharing rules — means that the System will balance
traffic between devices that make up the equipment group according to the
predefined load sharing values (see section 5.2.1).

= Try routes strictly ordered by priority values — means that the System will
always try the device with the highest priority first, then the device with the second
highest priority, etc. according to the predefined priority values (see section 5.2.1).

Number of tries - allows the operator to enter a number of termination attempts through the
devices that make up the equipment group. Valid values: 0 (unlimited number of attempts)
through 99.

Active calls — this field is non-editable, it presents the current number of simultaneous calls
currently handled by the equipment group;

Total group capacity — specify the maximum allowed number of simultaneous calls that can
be handled by the equipment group.

Click to submit the record when through with filling out the form. The newly added
record is assigned an automatically generated ID.
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Alternatively click to discard the changes.

To edit, delete or view a record in an individual window, select the appropriate item in the
pop-up menu. The related tables that can be accessed from the pop-up menu include:

=  Equipment

=  Dial peers

ZONES

An IP zone is a set of connected networks characterized by configured routing between the IP
addresses of the comprising networks and the absence of connectivity restricting devices (for
example, firewalls, NAT routers etc.) within the zone. Actually, IP zones are configured on
the Traffic Switch. Information about IP zones in the DB is necessary to make it possible
assign IP zones when configuring equipment records. For more detailed information about IP
zones refer to MVTS |1 Installation guide.

It is mandatory that the description of IP zones in the DB is identical to their description in
the configuration file of the Traffic Switch.

To add a new zone record, invoke the pop-up menu and select = Add

o | Zohes

* Maime IInternaI P rone

De=scription |T331 Tone

Ok | Cancel |

5.24

Fig. 52 Add zone dialog

Enter the following data in the displayed dialog:
*Name — type in the zone’s name;
Description — you can use this text box to enter whatever explanatory information you find

appropriate.

Click to add the record to the table. The record ID is generated and assigned at the time
of adding the record to the table. You next step is to specify what networks the zone
comprises (see 5.2.4).

ZONES SETUP

The table “Zones setup” provides information about what networks form the IP zones. This
information is for your reference purposes only and does not influence the System behaviour.
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Zones setup

minis= il

1 104 | Internal IP zone 192165111 0024
2 105 | External IP zone 2233440524
3 185 | External IP zone 2 11.99.44 8529
Switch to edit mode Rows:; 1-3 - Rowws an page: |25 vI

Fig. 53 Table of zone records

To add a record, select ™= Add i the pop-up menu.

= | Zohes setup

* Fone |1I:|4 | Inkernal IP zone ;I

* Metwork mask 192.168.111.0/24

OKl Cancel |

Fig. 54 Adding a zone record

In the displayed dialog:
= Select the zone name form the drop-down list of the combo box Zone
=  Enter the IP address (mask) of the network which will belong to the zone (see Fig.
54)

This done, click to add the record to the table.

5.2.5 SUBCATEGORY CODECS

This subcategory allows you to configure parameters pertaining to codecs supported by
termination equipment. Table 10 gives a brief overview of the objects that constitute the
subcategory Codecs.

Table 10 Objects of subcategory Codecs

Object Description

Codecs Contains the list of the basic codecs used in IP-
telephony

Codec groups Presents information about existing codec groups

Codec group setup Allows you to group codecs supported by the
termination equipment

5.2.51 Codecs

The table Codecs contains a list of codecs used in [P-telephony.
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] Codecs

Faws: 1-11 »

gq723
gq729
g72%;
gsm
iLBC13k3
iLBC15k2
pcma
pcrmg
rFe2833
speEx
E35

Fows: 1-11 »

Fows on page: |25 W

audio
audio
audio
audio
audio
audio
audio
audio
dtrnf
audio
Fax

Fows on page: |25 W

Fig. 55 Table of codecs

The table of codecs comes pre-configured and cannot be changed.

5252 Codec groups

The table Codec groups presents information about configured codec groups (see 5.2.1).

] Codec groups

A
] 141
[] |81

[ Switch bo edit mode ]

To be able to group codecs in a set, you must first create a group and then add codecs to it.

01 | Your Company
01 | Your Compansy

Rows: 1-2 » Fows on page: |25 W

Fig. 56 Table of configured codec groups
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To add a new codec group left-click on the table to invoke the pop-up menu and select

| Add

You will be displayed with an add-codec-group dialog similar to that shown in Fig. 57.

@ | Codec groups

* Affiliated to || 01 | MERA I

* Mame ||:|1
i | Zancel I

Fig. 57 Adding codec group
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Select a name of the organization with which the group of codecs is associated in the combo
box *Affiliated to. Finally, type in the group name in the edit field *Name. The
configuration parameters marked with the asterisk are required.

When done, click . The newly added record is assigned an automatically generated ID.
To edit or delete a record, invoke the pop-up menu and select the necessary option.
Your next step is to configure codecs that make up the group (see 5.2.5.3).

5253 Codec group setup

The table Codec group setup presents a general view of available codec groups and their
make up.

Use this table to change codec groups make up and configure other codecs’ essential
parameters.

To add a codec to the group, left-click the group record and select = Add
menu.

in the pop-up

& | Codec group setup
Enabled | [

*Eroup Inew_gru:uup "I
*Codec ||iLBC1Skz -

Pricrity I

vaD | [

fop |

Flags ||:|

Preferred dynamic payioad type |

0K| Cancel |

Fig. 58 Codec group setup

Enter the following data in the displayed dialog (the fields marked with an asterisk are
required fields):

Enabled - select the checkbox to make the record active;

*Group — specify the group the codec will be related to using the drop-down list of this
combo box (the drop-down list is populated with the names of groups from the table Codec
groups, see 5.2.5.2);

*Codec — specify the codec using the drop-down list of this combo box (the drop-down list is
populated with codec names available in the table Codecs, see 5.2.5.1).

Note: Since there is no standard way to define the G.729a codec in SIP it is recommended to
define both G.729 and G.729a codecs when configuring codec groups pertaining to SIP
devices.

Priority — you can use this field to define the priority of the codec being configured within
the group. Valid values: 0-99. The lower is the value the higher is the priority. Note that this
parameter is valid only in case the codec sorting rules are not set for the devices involved in a
call (see section 5.2.1)

VAD - select this check box in case the codec provides built-in voice activity detection
(VAD);
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5.2.6.1

fpp — specify the number of frames per packet transmitted when the codec is in use;

Flags — you can use this parameter to configure some specific options of handling the Speex
codec. The options are defined by hexadecimal bit masks:

Modes
scmMode 1 = 0x0001,
scmMode 2 = 0x0002,
scmMode 3 = 0x0003,
scmMode 4 = 0x0004,
scmMode 5 = 0x0005,
scmMode 6 = 0x0006,
scmMode any = 0x0007,
Penh.
scmPenh_0 = 0x0000,
scmPenh_1 = 0x0008, // bin 00001000 Cng.
semCng_off = 0x0000,
scmCng_on = 0x0010, // bin 00010000 Vbr.
scmVbr_off = 0x0000, // bin 00000000
scmVbr_on = 0x0020, // bin 00100000

Preferred dynamic payload type — define the preferred dynamic payload type in the range
96 through 127.

This done, click to add the record to the table.

To edit or delete a record, invoke the pop-up menu and select the necessary option.

SuBCATEGORY ENUM

The subcategory ENUM encompasses objects related to telephone number mapping. ENUM
registers use the DDDS (Dynamic Delegation Discovery System) algorithm that maps E.164
phone numbers to uniform resource identifiers (URI) by means of the Domain Name System.
For more detailed information about ENUM application refer to RFC 3761.

When a call arrives, TMngr performs a standard routing procedure, as described in section
3.3. It then searches for available routing options by means of ENUM registers accessible to
the user. The routing path search is based on the number transformed in accordance with the
translation patterns defined in the user’s authentication record. In case the URI received from
the ENUM register needs further resolution into an IP address (for example,
“sip:sales@mera-systems.com”), TMngr polls DNS servers associated with the ENUM
register. When the route search is complete, TMngr makes up a list of termination options to
be sent to the TS. For termination options from the DB, TMngr uses the data configured in
the table of dial peers. For the options received from the ENUM registers TMngr uses the
parameters configured in the register records. Table 11 below provides a brief overview of
objects included in this subcategory.

Table 11 Objects of subcategory ENUM

Object Description
ENUM-register Table of the ENUM registers the System interoperates
with.

ENUM-enabled routing groups Information about routing groups that have access to
ENUM services

ENUM-register

This object is intended for configuration of ENUM registers. The System can interoperate
with multiple registers.
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To add a record to the table, select = Add i the pop-up menu.

@ | ENUM-register
a4 | Zancel I

Enabled I
* Mame Inew

* Domain ||
Codec group | ;l

* Zone Iintranet "I

Allow Forwarding ko

* Priarity

|
|15

Proxy tvpe I
Faststart [
r

|

|

|

Tunneling

Allowed numbers (RegE:x)

Timeout {msec)

Restricked numbers (RegEx)

K, | Zancel I

Fig. 59 Adding a ENUM register record

Enter the following data in the displayed dialog (the fields marked with an asterisk are
required fields):

Enabled — select the checkbox to make the record active;

*Name — enter the register name;

*Domain — enter the register domain;

Codec group — select the codec group to be used when handling calls to the equipment
whose IP address is provided by the ENUM register (for detailed information about codec
groups refer to section 5.2.5.2);

*Zone — select the zone to be used when handling calls to the equipment whose IP address is
provided by the ENUM register (for detailed information about zones refer to section 5.2.3);
Allow forwarding to — enter a regular expression to define the mask of the network allowed
for call forwarding (for detailed information about regular expressions refer to Appendix A);
*Priority — use this parameter to define the priority of the routing options received from
different ENUM registers (the lower the value, the higher is the priority). Valid values range
from 1 through 100.

Proxy type — use this combo box to define the proxy type:

= Forced proxy
= Non-proxy-recommended
=  Forced non-proxy

Faststart — select the checkbox to enable FastStart;

Tunneling — select the checkbox to enable Tunneling;

Allowed numbers (RegEx) — enter a regular expression to define a range of numbers
allowed for this ENUM-register;

Timeout (msec) — define the maximum wait time for response from the ENUM register
being configured,

Restricted numbers (RegEx) — enter a regular expression to define a range of numbers
disallowed for this ENUM-register;
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5.3

When done, click the OK button. Your next step is to define routing groups with allowed
access to the register (see section 5.2.6.2).

ENUM-enabled routing groups

The table “ENUM-enabled routing groups” presents information on routing groups with
access to ENUM services.

= | ENUM-enabled routing groups

*Routing group (01118 | TEST |

* EMUIM register IENLII'-.-1 re "I

ﬁl cancel |

Fig. 60 ENUM-enabled routing groups

To add a record to the table, select = Add i the pop-up menu.

In the displayed form use the respective combo boxes to select the routing group and the
ENUM register the group accesses. Click OK to add the record.

To edit or delete a record, invoke the pop-up menu and select the necessary option.

CATEGORY TERMINATION

_-é Traffic Manager

._"I CustomersMendors

._'I Eqjuiprnernt

EI_"I Termination

----- [ Routing groups

----- [ Dial peers

----- ,j Active dial peers

El —] Routing policies
[ Routing policies
w1 Procedures

-7 Crigination

The category Termination comprises objects involved in and related to call routing. Table 12
below provides a brief overview of the objects included in this category.

Table 12 Objects of category Providers

Object Description
Routing groups Provides information on routing groups available in the System
Dial peers Table of configured dial peers. Provides information about

configured DPs, traffic termination prices, employed equipment
and statistics

Active dial peers Presents records of the currently active dial peers

The category Termination also comprises the subcategory Routing Policies.
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5.31 ROUTING GROUPS

The table of routing groups presents information about RGs currently configured in the
System (refer to section 3.9.2 for general information about routing groups).

~1 Routing groups
Switch to edit mode I F.ows; |1-25 'I E]@ Rows on page: |25 'I

01,122 01 | MERA SSivawTEST
01.123 01 | MERA Teskighy'
01.123.01 |01 | MERA oy

o1 . |01]MERA

S R |

T TT

| Defaulk Routing Group

Fig. 61 Table of routing groups

Creation of a routing group precedes adding dial peers to the table of DPs. Actually, you first
create a group and then add member elements to it.

Initially there is only one main routing group with the name Default Routing Group and
classifier 01 in the System. There is also a possibility to create child routing groups. For
example, the child groups of the group with classifier “02” will be assigned classifiers
“02.017, ©“02.027, “02.03”, etc. Classifiers of routing groups have no relation to classifiers of
users who created them nor to the position of the user in the hierarchy.

For the sake of convenience of sorting data in data tables, numbers that constitute classifiers
include a leading element (a numeric indicator), that shows the quantity of digits in the
number minus 1. For example, single-digit numbers from 0 through 9 are presented as 01
through 09, two-digit numbers from 10 through 99 are presented as 110 through 199, three-
digit numbers 100 through 999 as 2100 through 2999 and so on.

To add a group, left click the mouse and select ™= Add - on the pop-up menu.

« | Routing groups

Parent group || 01 | Default Routing Group |
* Affilisted to |[01 | MERA =~
* Mame |123

Descripkion

K, I Cancel |

Fig. 62 Adding a routing group

Fill out the displayed routing group form (see Fig. 62). The fields marked with an asterisk are
required fields.

Parent group — use the drop-down list of groups linked to this combo box to select a parent
group for the group you are creating.

*Affiliated to — select an organization the group is affiliated to (use the drop-down list to
make your selection).

*Name — enter the group’s name.
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Description — use this text box to enter whatever explanatory notes you deem appropriate.
When through with filling out the form, click to add the record to the table of routing
groups.

Use the pop-up menu to view or edit a selected record. The only related table accessible from
the pop-up menu is “Dial peers”.

DIAL PEERS

In terms of MVTS II a dial peer is a complex notion denoting a termination option
characterized by an integration of attributes, the most essential of which are:

= destination prefix
= per minute rate and
= atermination device or a group of termination devices

In fact the table of Dial Peers is the SysO’s calling plan that presents all available termination
options provided by the SysO’s peering partners and termination fees they charge.

1 Dial peers
Switch to edit mode Raows: [14] [4] |51-?5 vI [#] [v] Rows on page;

Yes 1234873 | 01.02.2114.04 | Vendor &-95 | 01.02.2198 | Premium BtGr Demo 95 | Mormal
Yes 1233947 | 01 .02163.04 | Yendor A-44 [ 0102192 | Premium BEtGr Demao 44 | BMormal
Yes 1234573 | 0102194 04 | Vendor &A-75 [ 01.02.2159 | Premium RtGr Demo 7S | Mormal
Yes 1234252 |01 0247204 | Vendor A-53 | 01.02.2115 | Premium RiGr Demo 53 | Mormal
Yes 12345843 | 01.02.2112.04 | Vendor &-93 | 01.02.2193 | Premium BtGr Demo 93 | Mormal

i
'
3

{1000

Fig. 63 Dial peers

To add a record to the DP table, invoke the pop-up menu by a left mouse click on the table

and select = Add

Fill out the displayed DP configuration form (see Fig. 64) entering the following DP
attributes (the fields marked with an asterisk are required fields):

Enabled — select the checkbox to make the record active (see also section 5.3.2.1);

*Affiliated to — use this combo box to select the vendor the DP is associated with. The drop-
down list of vendors is populated by the records from the table of vendors, see 5.1.3.

*Routing group — specify the routing group this DP will be a member of (for more details
about routing groups refer to sections 3.9.2 and 5.3.1);
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= | Dial peers .
Ok I Cancel r!
Enabled | j
* Affiliated i
01 | MERA -
- ot =l J
*Routing [z 01 [ -
orour [112.01 | itempag |
* Dial peer Ir'-.II:urmaI ,I
category
Precedence | high =]
* Prefix |495 i
_ Dial peer || . - i - . 7

Fig. 64 Adding a record to the table of dial peers

*Dial peer category — this parameter determines how the System treats the DP during
routing. There are three routing categories of DPs:

e Normal — DPs of the category Normal are regular DPs that have neither restrictions
nor preferences.

e Privileged — a DP of the category Privileged takes priority over other DPs during
routing. For example, if in the list of 6 dial peers the privileged dial peer stands on
the third place the System will ignore the other three dial peers in the list. Thus, if
such a dial peer comes first in the list then it will be considered as the only
termination alternative.

e Restricted — the dial peer of this type found in the list of termination options sent to
TS causes call rejects. For example, if in the list of 6 dial peers the restricted dial
peer stands on the third place the System will trie to establish connection through
the first two routing options and if they fail the call will be rejected. If such a dial
peer comes first in the list the call will be immediately rejected.

Precedence — set a degree of selection preference for the DP. Choose one of the options from
the drop-down list of this combo box or choose “Manual input” and enter a number in the
range from 0 to 5000 (numerical values corresponding to the preferability degrees are
enclosed in brackets):

=  Manual input

= Very low (1000)
= Low (2000)

= Medium (3000)

=  High (4000)

=  Very high (5000)

The default value for this parameter is “null”.

Remember that the use of this parameter can affect the TMngr’s policy-based routing
capability (least cost routing, for example), therefore it should be judicious. Least cost
routing and other policies will only work among dial peers with the same precedence.

*Prefix — use this field to enter an area prefix;

Dial peer prefix description — you can use this edit field to enter any explanatory
information about the prefix entered in the edit field *Prefix;
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*Rate (vendor’s currency) — enter traffic pricing unit expressed in the vendor’s currency;

Billing scheme — enter a billing scheme that will apply to this DP. Use the X/y/z notation to
configure the DP’s billing scheme, where X denotes the non-chargeable interval of an
established connection (seconds), Yy stands for the initial period, i.e. chargeable minimum
expressed in seconds, and z is the billing increment (seconds.) See the Example explaining
the BS formula above. The default billing scheme is 0/0/1.

Retain billing scheme — select this checkbox when you wish to make the BS specified in the
edit box ‘Billing scheme’ protected against the global change of the BS that occurs every
time when the BS is modified in the Vendor dialog (see Fig. 32).

Equipment — use the drop-down list of this combo box to select the equipment that
represents the DP you are configuring;

Equipment group — select the equipment group associated with the DP using the drop-down
list;
*Payables account — using the drop-down list select the name of the account to which

termination charges will be credited. This combo box shows only vendor accounts of the
Vendor affiliated with this DP.

Payables account is blocked — “Yes” in this field indicates that the vendor’s account was
blocked due to operation of the parameter Max. balance in the table of settlement accounts
(see section 5.7.2).

Blocked — selecting this check box will exclude this DP from the routing process (see also
section 5.3.2.1);

*Valid from/till — set the beginning and end of the DP validity term;

SRC/DST translate — these number translation fields are utilized to enter regular
expressions that set translation rules for the source and destination number respectively. See
more details about number transformation rules in Appendix A.

Capacity — specify the maximum number of simultaneous calls that can be transferred to this
DP.

Advanced settings

Min./Max. number length — enter the minimum and maximum number of digits in the
destination numbers. In case the length of the destination number is longer than the allowed
number specified in the field Max. number length or shorter than the number specified in
the field Min. number length the dial peer is excluded from routing.

Max. call time (sec) — use this parameter to specify the maximum allowable call duration for
this dial peer, which when exceeded results in call disconnection. Choose one of the options
from the drop-down list of this combo box or choose “Manual input” and enter the required
value in seconds.

*Dial peer Inter/Intrastate type — this parameter is intended for North America where
service providers (vendors) set different rates for intrastate (originating and terminating in the
same state) and interstate (originating and terminating in different states) traffic. To handle
such situations, the SysO can create several dial peer records (with the same prefix and
affiliation but with different rates) and define the type of calls to be routed to the dial peer:

= Usual routing — all calls
= Interstate — interstate calls within North America
= Intrastate — intrastate calls within North America

= Indeterminate jurisdiction — this type of routing policy is applied in case when
TMngr can not determine the origin state of the call by the NPA code of the source
number. Some carriers in United States charge for such calls differently as for
Indeterminate jurisdiction calls. A call from, say, Paris to New York might be
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considered by such carriers as an Indeterminate jurisdiction call (for more
information about NPA routing refer to section 5.9.7).

Routing procedure name — select the name of the procedure to be used to calculate the DP’s
routing appeal;

Additional routing policy parameter — in this field you can enter additional parameters that
will be used as part of formulas in the routing procedures. Additional policy parameters can
represent, for instance, the DP’s load sharing values in %-based routing procedures;

Appeal value 1/2/3 — these fields represent dial peer appeal values under routing policies
with IDs 1, 2 and 3, respectively. Optionally the appeal values can be statically defined by
the user (for information about routing policies refer to sections 3.10 and 5.3.4.1).

Ignore ported-out numbers — this flag relates to the mobile number portability function
which is not included in the standard TMngr installation packet. For more information about
this option please contact your sales manager.

Schedule

The following group of parameters serves for configuring the scheduled routing functionality
that allows call routing with regard to the time of day, day of week, day of month or day of
year. This feature may be instrumental, for example, in cases when dial peers are available
only during specific time intervals or when vendor call termination rates vary in time.

*Schedule type — a combo box that serves for defining the type of the DP operation
schedule. The combo box includes the following options:

= no schedule

= Time of day

=  Mon-Fri

=  Weekend

= Day of week

=  Day of month

= Day of year

Schedule priority — this field serves to define the priority of the dial peer operation schedule
(see the examples below). Valid values: null (minimum priority), 0 through 9 (maximum
priority). Default value: null.

Time of day On/Off; Day of Week On/Off; Day of Month On/Off; Day of Year On/Off —
these controls serve for setting the date and time of the dial peer activation/deactivation.
Examples

The below examples are not exhaustive and just serve as guidelines to the use of the
scheduled routing functionality.

1. A dial peer has a limited capacity and it is reasonable to route calls to it only, say,
from 20:00 p.m. till 08:00 when traffic is slack. In such a case only one DP record is
required.

DP X
Affiliated to Vendor A
Prefix 919
Rate 0.002
Schedule type Time of day
Schedule priority Null
Time of day — On 20:00
Time of day - Off 08:00

MVTSIIv. 1.2.0

page 100 of 216



2. Vendor B provides call termination services to the USA at $0.05 per minute from
08:00 till 20:00 on weekdays and at $0.025 on weekdays from 20:00 till 08:00 and during the
weekend. In such a case you should create two related DP records with parameter settings as
in the table below.

DP1 DP2
Affiliated to Vendor B Vendor B
Prefix 1 1
Rate 0.025 0.05
Schedule type Mon-Fri
Schedule priority
Time of day — On 08:00
Time of day - Off 20:00
3. Suppose that Vendor B from the previous example decides to terminate calls to the

US at $0.02 on national holidays, say, July 4™ and Christmas holidays from December 22"
till January 2™, In such a case you should add two more related DP records (see the table

below).
DP1 DP2 DP3 DP4
Affiliated to Vendor B Vendor B Vendor B Vendor B
Prefix 1 1 1 1
Rate 0.025 0.05 0.02 0.02
Schedule type Mon-Fri Day of year Day of year
Schedule priority 1 1
Time of day — On 08:00
Time of day - Off 20:00
Day of Month - On
Day of Month - Off
Day of Year - On July-4 00:00 December-22 00:00
Day of Year - Off July-4 23:59 January-2 23:59

Note that the schedule priority value is set to 1 in the records of DP3 and DP4 to make them
override the settings of the DP2 record.

If by mistake the operator creates two or more related dial peer records with different
schedule types but the same schedule priority and overlapping activity periods the System
will sort the dial peers by the schedule type in the following order:

Day of year (highest priority) > Day of Month > Day of Week > Weekend/Mon-Fri > Time
of Day (lowest priority).

In case the table of dial peers contains two or more related dial peer records with the same
schedule type, schedule priority and overlapping activity periods the System will select the
record with the latest DP activation time and date (Time of day - On, Day of month — On,
etc.).

To submit the newly configured record to the System click . The record will be added to
the table of dial peers.
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Statistics

5.3.2.1

In addition to the configurable parameters you can view the following statistical data for the
dial peer:

Statistics | =
Active calls
Calls per second
Total calls
Successiul calls
Tokal duration of calls
Short ASE,
Long &SR
&

Qa5

o - — m Lo L .

o, ety e btk et bl T i ol gy

Fig. 65 DP statistics lines

Active calls — shows the number of connections currently in progress through the DP.
Calls per second — traffic growth rate calculated as EMA;

Total calls — is the counter of total calls routed through the DP;

Successful calls - shows the total number of successful calls through the DP;

Total duration of calls - shows the total time duration for all sessions that occurred through
the DP;

Last call time — time when the latest call terminated to this dial peer started

Short ASR / Long ASR - represent ASR values calculated for a small and a bigger number
of successful calls (the calculation base is configurable, see section 5.9.1);

ACD - displays average call duration in seconds;

QoS - shows the current QoS value for the DP (QoS represents a ratio of packets lost to total
packets);

PDD - shows the average post dial delay value.

Average call interval — shows the average interval between calls. The number of calls for
calculation of the average call interval (EMA) is defined by the respective in the table
System global settings (see section 5.9.1).

Enabled flag vs blockings

The impact of the flag Enabled and of the flags Blockings and Payables account is blocked
on the routing process varies. To explain the difference, assume that a customer is calling the
number “12345" and the following DP records are configured in the DB:

Vendor DP prefix Blockings/ Payables Enabled
account is blocked
Vendor 1 1234 No No
Vendor 1 123 Yes Yes
Vendor 1 12 No Yes
Vendor 2 12345 No Yes
Vendor 2 123 No Yes
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Vendor 2 12 No Yes

A route search will advance as follows:

1. During a route search the System selects one dial peer with the best matching prefix for
each vendor. Disabled records unlike blocked records are ignored during this process.

Vendor DP prefix Blockings/ Payables Enabled
account is blocked
Vendor 1 1234 No No
Vendor 1 123 Yes Yes
Vendor 1 12 No Yes
Vendor 2 12345 No Yes
Vendor 2 123 No Yes
Vendor 2 12 No Yes

2. From the resulting list the System excludes blocked dial peers. Therefore, none of the
dial peers belonging to Vendor 1 will be selected, notwithstanding that it has an enabled
dial peer record with the prefix "12".

Vendor DP prefix Blockings/ Payables Enabled
account is blocked
Vendor 1 1234 No No
Vendor 1 123 Yes Yes
Vendor 1 12 No Yes
Vendor 2 12345 No Yes
Vendor 2 123 No Yes
Vendor 2 12 No Yes

ACTIVE DIAL PEERS

The table ‘Active dial peers’ presents records of the currently active dial peers. An active dial
peer is a currently valid dial peer with the latest record activation date among other dial peers
that have the same prefix and are affiliated to the same vendor. Only active dial peers are
involved in routing process. Assume that the table of dial peers comprises the following
records:

ID Affiliated to Prefix Rate Active from Active till
3053766 MERA 501 1 2006-Nov-16 2020-Jan-01
14:43:53 00:00:00
3053865 MERA 501 22 2006-Dec-26 20020-Dec-31
00:00:00 00:00:00
3053866 MERA 501 11 2007-Jan-01 20020-Dec-31
00:00:00 00:00:00

Thus, if the current date is, say, April 01, 2008, only the destination with ID “3053866” is
considered active and is engaged in routing.

The table of active dial peers is non-editable and serves for reference only. The information
presented in the table is similar to the information discussed above in section 5.3.2.
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5.3.4

5.3.4.1

5.3.4.2

SUBCATEGORY ROUTING POLICIES

The subcategory Routing policies allows the operator to create a variety of routing policies in
addition to the TMngr default least-cost routing policy (for detailed information about
routing policies refer to section 3.10). Table 13 below provides a brief overview of the
objects included in this category.

Table 13 Objects of category Providers

Object Description

Routing policies Presents the names of routing policies that can be configured to
increase the efficiency of a rate plan

Procedures A set of PL/SQL procedures that contain formulas used to
calculate the dial peer appeal values.

Routing policies

Up to three additional routing policies can be in effect at the same time. You can not add new
records to the table. It is only possible to change the default names of routing policies.

To configure routing policies perform the following steps:

1. Change the default names of the routing policies, if necessary. For this, open the table of
routing policies, left-click the record of interest to invoke the pop-up menu, select Edit
and rename the procedure in the displayed dialog box. When done, click the OK button.

2. Assign the routing policies to destinations making up a customer rate plan (see section
5.4.2).

3. Configure, compile and activate the procedure(-s) (see below).
4. Assign the procedure(-s) to appropriate dial peers (see section 5.3.2).
Procedures

To make a procedure, left-click the table of procedures to invoke the pop-up menu and select
Add.
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Fig. 66 Configuring a routing policy procedure

Specify the following data in the displayed dialog box:
Name — enter the name of the Procedure;

Version — enter the procedure version number. The number of procedure versions is not
limited but only one procedure version can be active at a time. In case the procedure is
renamed all its versions are also renamed automatically.

Activated is a non-editable field showing the procedure status (active/inactive);
Description — you can enter any descriptive information in this field;

Text — enter the procedure code following the PL/SQL language syntax;
Example

begin
p-appeal_value 1:=p.d cost cu* (1 +0.3/p.d asr c+240/p.d_acd);

if p.d_cps > 30 then

p-appeal value 2 :=99999;

else

p-appeal value 2 :=p.d cost cu * (1 +0.3/p.d_asr_c + 240/p.d_acd);
end if;

if p.d_policy param <> 0 and p.d_policy param is not null then
p-appeal value 3 :=(100/p.d_policy param) * p.d_total time;

else

raise_application_error(-20000, 'The d_policy param is 0 or NULL");
end if;

end;
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The code comprises a set of three functions used for calculation of values characterizing the
routing path in the perspective of ASR, ACD, CPS and other business-critical factors. The
calculated values appear in the fields Routing policy 1, Routing policy 2, Routing policy 3 of
the table Dial Peers.

In the example above the first Appeal value p.appeal value 1 is calcualted using a
combination of Cost, ASR, and ACD of the DP. As one can see, the quality paramters can
influence the outcome of the formula: the worse the ASR and ACD - the higher will be the
value in paranthesis (1 + 0.3/p.d_asr ¢ + 240/p.d_acd), increasing the Appeal value, thus
moving the DP lower and lower in the list of possible termination options.

The second Appeal value p.appeal value 2 is calcualted using the same formula as
p-appeal value 1, but if case the current CPS of the DP is more than 30, the DP is sent to the
very bottom of the list, as Appeal valur = 99999 will definitely be the highest value amonth
all the DPs chosen for termination. Thus, if there exist other options to terminate the call, the
DP with CPS exceedng the limit will not be used.

The third Appeal value p.appeal value 3 serves to implement a percentage-based balancing
policy depending on the Additional routing policy parameters p.d_policy param set in DPs.
In this very case, the Additional policy parameters will represent the percentage of traffic
every DP should receive.

You can devise and enter various functions depending on parameter combinations that you
think best describe the policy you are creating. Table 14 below presents the parameters that
can be taken into account in devising a routing policy. These parameters include some of dial
peer attributes and statistics as well as information about the last call terminated through the
dial peer taken from CDRs. When writing procedures add the leading element “p.” in
parameter names. For instance, the parameter that represents answer seizure ratio (ASR) for a
dial peer and appears in Table 14 as d_asr_s when inserted in the formula acquires the prefix

‘p.” and is entered as p.d_asr_s.

For detailed information about writing PL/SQL functions, refer to the Oracle documentation.

When done with writing functions, click the OK button. Your next step is to compile the
procedure.

In the dialog box Compile procedure, select the name and version of the procedure you
created and click the Submit button. In case of errors you will be displayed with appropriate
information at the bottom of the table.

Once the procedure is compiled, you can make it active. For this, select the name and version
of the procedure in the dialog box Procedure activation and click the Submit button. To
deactivate a procedure, activate another version of the procedure. Active procedures can not
be deleted.

Table 14 Parameters usable in devising routing policies

Parameter name GUI name
Dial peer attributes and statistics
d_acd ACD
d asr ¢ Long ASR
d_asr s Short ASR
d_avg_call interval Average interval between calls
d_cost _cu Rate (Vendor’s cost)
d cps Calls per second
d_last call The time when the latest call terminated
to the dial peer started
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d normal calls

Number of Successful calls terminated
through this DP

d npa_type NPA (Interstate/Intrastate) type
d_pdd PDD
d policy param Additional policy parameter

d_appeal valuel

Appeal value 1

d_appeal value2

Appeal value 2

d_appeal value3

Appeal value 3

d prfx Prefix
d proc_id Procedure name
d _qos QoS

d total calls

Number of Total calls terminated through
this DP

d total time

Total duration of calls terminated through
this DP

d used

Current Active calls

Information about last call taken from CDRs

c_alerting time

Alerting time

c_connect_time

Connect time

c_disconnect _code

Disconnect code

c_disconnect_time

Disconnect time

c_dp bill scheme

Vendor’s billing scheme

c dst bill cost fr

Vendor's receivables (vendor's currency)

¢ dst bill time

Vendor’s bill time

¢ dst max jitter size

DST max jitter buffer (packets)

¢ dst min_jitter size

DST min jitter buffer (packets)

c_elapsed time

In-call time (sec)

c pdd

PDD

c _qos

QoS

c_rp_bill _scheme

Customer’s billing scheme

c rp _rate

Destination’s rate (Customer’s price)

c_setup_time

Setup time

c_src_add_time

Call time adjustment (%)

c_src_bill cost

Customer's payables (domestic currency)

c_src_bill time

Customer bill time

C_src_max_jitter size

SRC max jitter buffer (packets)

c_src_min_jitter size

SRC min jitter buffer (packets)

MVTSIIv. 1.2.0

page 107 of 216



5.4 CATEGORY ORIGINATION

_é Traffic Manager

J Custamet M endors

J Equipment

J Termination

EI_‘I Crigination

----- [ Rate plan=

----- [ Destinations

) Active destinations

----- [ ] Rate plans for hosted customers
e [ Destinations for hosted customers
B Dibicoing et b Bnan

The category Origination encompasses tools for adding and editing customer rate plans.
Table 15 gives a brief overview of the System objects that fall under the category Billing.
Table 15 Objects of the category Billing

Object Description
Rate plans Presents information about available rate plans
Destinations Each rate plan consists of a set of Destinations, determining

the relations between each area prefix, the price charged for
termination to this prefix, billing schemes, and other
parameters.

Active destinations Presents the records of the currently active destinations

Rate plans for hosted | These tables are intended for the providers using the “hosted
customers, Destinations | softswitch” service
for hosted customers

5.41 RATE PLANS

The table of rate plans provides a list of rate plans currently configured in the System.

] Rate plans

Fig. 67 Table of rate plans

TMngr allows you to build a hierarchy of rate plans. A new rate plan can be created as a
child of an existing plan. The child inherits all the principal attributes of the parent plan and
has some individual features. This inheritance capability may save you much work when you
need a general rate plan for the overwhelming majority of customers and a number of

r
M |92 m.o |MERARU Fate plan & | In effect since 01 .07 .06
M 21w 01.01 | MERA U Rate plane B | In effect zince 01 .04 .06
[T 2190 M. |MERARU Fate plan C | In effect since 01.02.06
[T 2183 m.o |MERARU Rate plan D | In effect since 01.01 .06
| T bisao . Lo 5 Dol itommne D Odaitd L barol s A domrcd ot s o LS LT o
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customer-specific rate plans or several ad hoc rate plans with deviations from the common
plan in the price of delivering traffic to certain destinations.

The hierarchy of rate plans involves the use of hierarchic classifiers. In other words, it is the
classifier that tells you about the rate plan’s position in the hierarchy. When the rate plan is a
root RP (that is when the RP is parentless) its classifier is nothing more but the plan’s
running number in the database. Conversely, when a rate plan is a child plan, that is inherits
to some parent plan, its classifier includes the parent’s classifier that precedes the child’s
classifier and is separated from it by a dot. For example, classifier 02.01 indicates that the
rate plan is the first child RP that stems form the parent RP with classifier 02. Classifiers of
rate plans have no relation to the classifiers of the users who created them and the users’
position in the hierarchy.

For the sake of convenience of sorting data in data tables, numbers that constitute HCs
include a leading element (a numeric indicator), that shows the quantity of digits in the
number minus 1. For example, single digit numbers from 0 through 9 are presented as 01
through 09, two-digit numbers from 10 through 99 are presented as 110 through 199, three-
digit numbers 100 through 999 as 2100 through 2999 and so on.

To add a new rate plan record to the table, invoke the pop-up menu and select * Add

This will bring up a rate plan form as shown in Fig. 68.

« | Rate plans

Classifer
* Affiliated to | 01.01.01 | 1111 e

* Rate plan

Description

Parent plan w
*Skakus | Ineffect
* Currency || EUR. %

Billing scheme
Applies ko all | []
Disable prefix inheritance | [

Fig. 68 Adding a rate plan

Fill out the displayed RP configuration form (the fields marked with an asterisk are
required fields):

*Affiliated to — select the name of the provider the rate plan refers to

*Rate plan — enter a name for the newly created RP. Note that this field is editable only
upon creation of a new record.

Description — in this field you can enter any explanatory text

Parent plan — if you are creating a child rate plan, select the name of the parent rate plan
from the drop-down list of this combo box

*Status — define the status of the RP selecting one of the three items:
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= In effect means an effective RP that can be applied to customers.

= Qutdated denotes an obsolete rate plan generally inapplicable to customers
but still in use with some clients (out of tradition or for some other
reasons).

= Qut of use. An out-of-use RP is a banned rate plan kept mostly for the
purposes of reference and history.

*Currency — define the currency of the rate plan selecting it from the drop-down list of
ISO 4217 international currency codes.

Billing scheme and Applies to all — see subsection 5.4.1.1 below;
Disable prefix inheritance — see subsection 5.4.1.2 below;

Verify calling party category — select the checkbox to instruct the System to check the
calling party category (CPC) for this customer (for more detailed information about CPC
refer to section 5.9.8).

When through with entering data click . The System assigns the newly created rate plan a
unique classifier and adds the record to the table.

Your next step is to configure destinations for the rate plan (see section 5.4.2).

Billing schemes

You can also use the dialog box “Rate plans” to extend the applicability of the billing scheme
to all destinations covered by the rate plan.

The billing scheme represents the rule on how per minute call fees charged by the SysO or
hosted vendor are applied depending on particular duration of every call.

Use the x/y/z notation to configure the billing scheme, where X denotes the non-chargeable
interval of an established connection (seconds), y stands for the initial period, i.e. chargeable
minimum expressed in seconds, and z is the billing increment (seconds).

Example 1
Assume that your billing scheme is 0/30/6. In this case:

=  |f the duration of the call is under 30 seconds your customer will be charged for 30
seconds (zero non-chargeable time);

= with the call length, say, 38 seconds the charges will amount to 42 seconds time
(0+30+6+6=42, i.e. 36 seconds of the rate period plus a 2 seconds fraction of the
billing increment rounded up to the next higher increment);

Example 2
Suppose that you offer the billing scheme 10/0/1. In this case:
= your customers will not be charged for calls of duration under 10 seconds

= calls of duration 10 seconds and above will be chargeable starting from the
beginning of the call in 1 second increments

To set a billing scheme that applies to all destinations in the rate plan, left-click the mouse on
the rate plan record and select A EdE on the displayed pop-up menu. In the “Rate plans”
dialog box, enter the new billing scheme in the ‘Billing scheme’ edit box. Further, if you

click the button and submit the changes, the configured BS will be extended to all
destinations of the rate plan available in the System except those, where the BS formula is
protected against changing by a selected ‘Retain billing scheme’ checkbox. Otherwise, if you
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5.4.2

wish to override the current BS settings in all destination records of the rate plan, select the
‘Applies to all” checkbox and the change will be extended to all the destinations regardless of
the ‘Retain billing scheme’ checkbox state.

To edit or delete a record, invoke the pop-up menu and select the necessary option. The only
related table accessible from the pop-up menu is “Destinations”.

Disabled prefix inheritance in child rate plans

To explain how the check box Disable prefix inheritance works, consider the following
example.

Suppose you have a parent rate plan with the following destination records for Russia:

Prefix Destination prefix description Rate
7 Russia Proper $0.02
7903 Russia Mobile $0.2
7905 Russia Mobile $0.2
7906 Russia Mobile $0.2

Suppose you wish to create a child rate plan for a customer that you want to give a special
rate of $0.01 for Russia Proper, but not for Russia Mobile. In such a case you must create a
destination with prefix 7 and rate $0.01 and select the checkbox Disable prefix inheritance
on the child rate plan form. This will spare you the necessity of duplicating destination
records with prefixes belonging to mobile operators in the child rate plan. As a result when a
call with prefix 7495 (Russia, Moscow) arrives it will be billed according to the special rate
defined in the child destination record, while calls to destination numbers with prefixes 7903,
7905, 7906 will be billed according to the rates in the parent rate plan.

Note: The functionality is enabled with the help of the constant
PKG COMPILE.cn_disable prefix_inheritance:

= true - enable functionality
= false - disable functionality (default)
DESTINATIONS

Each rate plans consists of a set of Destinations, determining the relations between each area
prefix, the price charged to customers for termination to this prefix, billing schemes, and
other parameters.

| Destinations

[ Switch ko edit mode ] Raows: 1-25 s |[+] ] Rows on page: |25
L]

|:| Yes 3053681 |01 | our Company RP | 2114 | MyEqQ

|:| Yes 3053682 | 01 | ¥our Campany RP | 2115 | MyEq

|:| fes _3III536E!3_ o1 _ | '1"_|:u_|r Zompany RP 2!11 MyEqQ

Fig. 69 Table of destination rates
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There can be thousands of records pertaining to an individual RP, the number depending on
how many destinations the rate plan covers.

To add a new record invoke the pop-up menu and select = Add

This is expected to bring up a destinations dialog similar to the one shown in Fig. 70.

¢ | Destinations

(4 | Cancel |
Enabled ¥

* Rate plan || 2176.01 | new 1 =l
* Prefix |4'§5

Destination
prefix I
descripkion
Reject calls
to this [
destination

= S| P

Fig. 70 Specifying destinations the rate plan applies to

Fill out the dialog entering the following data:
Enabled - select this checkbox to make the record active

*Rate plan - select the name of the rate plan to which the destination being configured will
belong

*Prefix - define the destination prefix
Rate - define the per minute rate for this destionation

Billing scheme - define the billing scheme formula in the X/y/z notation, where X denotes the
non-chargeable interval of an established connection (seconds), Y stands for the initial period,
i.e. chargeable minimum expressed in seconds, and z is the billing increment (seconds). If
you leave the text box blank, the default billing scheme 0/0/1 will be applied, i.e. billing in
one-second increments starting from the first second of the connection.

Retain billing scheme - select this checkbox if you wish to keep this BS for the destination
when a common BS is established for all other destinations covered by the rate plan.

Capacity — you can use this field to define the maximum number of concurrent calls allowed
for the destination.

Active calls — presents the number of concurrent calls. In case the capacity limit of the
destination is defined, the System checks the number of active calls currently sent to the
destination. If the limit is reached, all new calls are rejected with LDC 403 “Destination is
full”.

Min ASR - enter a minimum acceptable value for the destination (a decimal fraction from 0
through 1, for example, value 0.1 means 10% ASR and value 0.25 means 25% ASR etc.)

Min QoS - enter a minimum acceptable value for the destination (a decimal fraction from 0
through 1)

*Active from — set the date and time the rate plan comes in effect

*Active till — set the date and time when the rate plan validity expires
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Use only profitable dial peers — select this check box to instruct the System to send calls to
this destination only through the dial peers that provide the profitability level defined in the
field Profitability restriction threshold (see below).

Profitability notification threshold — serves to define the expected minimum profitability
value for the destination. When the destination profitability drops below the configured value
the System sends an e-mail alert to users subscribed to this type of notification. Profitability
is calculated as:

Profitability=(EMA Customer charges - EMA Termination costs)/EMATermination costs

Profitability restriction threshold — serves to set the profitability value that causes
exclusion of dial peers that do not ensure the minimum profitability defined in this field. You
can enter both positive and negative values.

Average profitability — presents the destination productivity value calculated as EMA. The
number of calls used in calculating EMA profitability is configured with the help of the
global parameter “Number of calls for profitability” (Configuration > System global
settings).

Rate markups

Per minute markup/Percentage markup/Rate (markup applied) — when working with
destination records pertaining to child rate plans (child destinations), i.c. rate plans created on
the basis of other plans, the operator can use these fields to define a markup for the basic
rates defined in the destination records pertaining to parent rate plans (parent destinations). A
markup can be specified as a percent (Percentage markup), as an absolute monetary value
(Markup per minute), or both. In case both markups are defined, the System first applies
the percentage markup to the basic rate and then adds the per minute markup. The non-
editable field Rate with markup shows the actual per minute rate for the destination with
the applied markups taken into account.

Empty fields in child destination records are automatically assigned the values entered in the
respective fields of the parent destination records. Updates of the parameters Prefix, Rate
and NPA type in the parent destination record cause updates of the respective child
destination record(-s). No parent destination can be deleted from the DB if at least one child
record exists.

Note:
Destination A is considered to be the parent of destination B when:

1. the destinations has the same prefix

2. destination A has a rate defined in the respective field

3. destination B has one or both rate markups defined in the respective fields

4. their rate plans belong to neighboring levels of the RP hierarchy (for example, 01
and 01.01, but not 01 and 01.01.01)

5. have the same NPA type

Specifying a rate in a child destination record breaks the parent-child relation between
destination records and makes the child destination record independent, i.e. the changes
made to the parent destination record do not affect child records any more. Deleting the
made rate alteration does not restore the parent-child relation of the DB records.

Advanced settings
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*Destination Inter/Intrastate type — this parameter is intended for carriers selling
termination services to North America and allows them to set different rates for intrastate
(originating and terminating in the same state) and interstate (originating and terminating in
different states) traffic within North America. To distinguish between the intrastate and
interstate calls, the operator should create at least two records for the same destination with
different per minute rates and inter/intrastate types (for more information refer to section
5.9.7).

*Routing policy — use the combo box to select the routing policy adopted to route traffic to
the destination (for information about routing policies refer to sections 3.10 and 5.3.4).

Dummy SRC number — a number entered in this field replaces the original source number
in case a call is considered of indeterminate jurisdiction. Note that this feature is operable
only in case the checkbox Replace original SRC number in the customer authentication
record is selected (see section 5.1.2). The parameter *Destination Inter/Intrastate type
should be set to “indeterminate jurisdiction”.

When done with filling out the form, click to add the record to the table of destinations.
The System will generate and assign the record a unique ID.

In addition to the above mentioned parameters the table presents the following information:

Active calls — presents the number of concurrent calls. In case the capacity limit of the
destination is defined, the System checks the number of active calls currently sent to the
destination. If the limit is reached, all new calls are rejected with LDC 403 “Destination is
full”.

Average profitability — presents the destination productivity value calculated as EMA. The
number of calls used in calculating EMA profitability is configured with the help of the
global parameter “Number of calls for profitability” (Configuration > System global
settings).

Schedule

54.3

This group of parameters allows the application of different rates to destinations with regard
to time of day, day of week, day of month or day of year. The use of the parameters is the
same as the use of similar parameters in the object Dial peers (see section 5.3.2).

ACTIVE DESTINATIONS

This table presents the records of the currently active destinations. An active destination is a
currently valid destination with the latest record activation date among the destinations with
identical prefix and associated with the same rate plan. Only active destinations take part in
routing process. Assume that the table of destinations comprises the following records:

ID Rate plan Prefix | Rate Active from Active till
3053766 | MERA RP 501 1 2006-Nov-16 2020-Jan-01
14:43:53 00:00:00
3053865 | MERA RP 501 22 2006-Dec-26 20020-Dec-31
00:00:00 00:00:00
3053866 | MERA RP 501 11 2007-Jan-01 20020-Dec-31
00:00:00 00:00:00

Thus, if the current date is, say, April 01, 2007, only the destination with ID “3053866” is
considered active and is engaged in routing.

The table of active destinations is non-editable and serves for reference only. Information
presented in the table is similar to the information discussed above in section 5.4.2.
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5.5

5.5.1

RATE PLANS FOR HOSTED CUSTOMERS, DESTINATIONS FOR HOSTED
CUSTOMERS

These tables are intended for the providers using the “hosted softswitch” service. In case
such a provider buys termination services from the SysO, these tables will provide with the
information about the rate plans assigned to the provider and destinations covered by them.

The tables are non-editable and serve for reference purposes only. Information presented in
the tables is similar to the information discussed above in sections 5.4.1 and 5.4.2.

CATEGORY DEBUGGING

§ Traffic Manager

J Custormers/endaors
J Equiprnent

J Termination

J Qrigination

=3 Debuaging

..... [ call simulation
..... [ Dial peer hunting
----- [ call history
-} call debugaing
#-] CDRs

E-+] I?.illingl

Table 16 Objects of category Debugging

Object Description

Call simulation The call simulation dialog is intended for making feigned calls
aimed at checking the System for correctness of configuration
and functioning

Dial peer hunting Allows visual presentation of DPs suitable and unsuitable for
routing by simulation of the routing procedure

Call debugging Allows the operator to analyze the reasons why this or that dial
peer was not selected as a termination option for the actual
completed call

CALL SIMULATION

The call simulation feature allows the SysO to test the System settings. The feature is also
useful in situations of the System malfunctioning and troubles reported by business partners.

To simulate a call define the following parameters:

Affiliated to - select the owner of the origination device;

*IP address — select the IP address of the origination device;

*Src-Number-In — enter the calling party number;

*Dst-Number-In — enter the called party number;

Short variant — select this check box to view a short version of simulation result

Zone — select the name of the IP zone through which the call should be routed from the drop-
down list of this combo box.

MVTS Il v. 1.2.0 page 115 of 216



5.5.2

SRC NAT address — if the device being tested sits behind a NAT router enter the router IP
address in this field;

When done, click the Submit button. The minimum information needed to simulate a call is
the IP address of the customer’s device, however, depending on the settings in the table
Customer authentication, other parameters might be needed to authenticate a call attempt.

When processing the simulated call the System must authenticate the origination party using
authentication data from the table ‘Customer authentication’ (click Customers/Vendors —
Customer authentication), and perform transformation of numbers according to the regular
expression patterns specified in the record of the origination equipment (click Equipment —
Equipment.) Further, the System determines the rate plan that applies to the originator
(using the equipment authentication record) and searches the table ‘Rate plan structure’ (click
Origination — Rate plan) for a record with the prefix matching the prefix of the called
number. The billing data search is followed by determination of call termination alternatives
(possible DPs), information about which is presented in the XML-formated sections
“dial_peer”in the Call Simulation output window. The Dial peers in the outcome window are
sorted in the order they will be tried for termination.

When the appropriate DPs are found the calling and the called numbers are translated
according to the number translation rules for the DPs and termination equipment.

) Call simulation

Affiliated to [ 01.01.01 | Customer 01.01.01 =]
IP address | -]
Src Mumnber In |123

Dist Mumber In |124
Shart variant [

Zone | ;l

SRC MAT address |

ok |

Fig. 71 Call simulation

DIAL PEER HUNTING

This object allows visual presentation of DPs suitable and unsuitable for routing by
simulation of the routing procedure.

To simulate the procedure enter the following data in the Dial peer hunting dialog box (the
fields marked with an asterisk are required fields):

Affiliated to - select the owner of the origination device;
*IP address — select the IP address of the origination device;
*Src-Number-In — enter the calling party number;
*Dst-Number-In — enter the called party number;

Zone — select the name of the IP zone through which the call should be routed from the drop-
down list of this combo box.

SRC NAT address — if the device being tested sits behind a NAT router enter the router IP
address in this field;

When done, click the Submit button.

The results of simulated DP hunting are displayed as two tables:
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Dial peers unfit for routing — the table with dial peers that do not qualify for routing. The
columns in the tables represent the parameters that affect routing. The parameter that makes a
DP unfit for routing is highlighted in red.

Dial peers fit for routing — the table with dial peers suitable for routing path selection. DP
records in the table of suitable DPs appear in the order they will be selected during call
routing.

{0t Dial peer hunting
Affiisted to ||01 | Your Company ¥ |
IP accress |192.168.131.150 ¥ |

Sre Mumber In |1 23456759

D=t Mumber In |93?554321

Zone || 104 | test |
SRC MAT address |

Subamit |

] Dial peers unfit for routing

Na data

| Dial peers fit for routing

T T T P M I ey pgegry w——_ o o e S

- . e . . - PR |- X - - v~ S

Fig. 72 Dial peer hunting

5.5.3 CALL DEBUGGING

This object allows the operator to analyze the reasons why this or that dial peer was not
selected as a termination option for the actual completed call.

L Call debugging
COR D |12345

Conference (D I

Date (*-M-D homis) |[2007-June-12 00:00:00

Submit |

Fig. 73 Call debugging
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To simulate the routing procedure as of the moment of required call enter the following data
in the Call debugging dialog box:

CDR ID/Conference ID — enter the CDR ID or conference ID of the required call;

Date — enter the date starting from which all valid and matching dial peer records available
in the DB should be taken into consideration during debugging.

When done, click the Submit button.

The system will search the DB for CDRs with matching dial peers starting from the specified
date. Then it will sort out the latest record for each dial peer and display two tables:

Available options — the table with the records of matching dial peers that potentially could
be but were not selected as a routing option. The parameters that made these dial peers less
preferable for call termination will be highlighted in red;

Selected dial peer — the table with the record of the dial peer selected for call routing.

There is a possibility that some of the DP or customer authentication parameters (for
example, the parameter Valid till...) can change since the moment of the last call. In such
cases some inaccuracies are possible in the procedure output.

5.6

CATEGORY CDRs

i Traffic Manager
&) Customners/Vendars
J Equiprnent

J Termination
J Origination

J Debugging
EI_‘| CDRs

----- [ Active calls
..... I_'-I Today

----- [ Last 7 days

----- [ Last 30 days
..... |_L| all

----- [ CDR export
----- [} CDR re-rating
----- [ CDR backup
----- [ CDR remaval
-] Billing

[y e e S Pt -

The category CDRs presents call details records (CDRs) used in metering and billing. Apart
from metering and billing data CDRs can provide a variety of statistical data about traffic.

Table 17 gives an overview of the category “CDRs”.
Table 17 Overview of objects in the category CDRs

Object Description

Active calls Provides information about the calls currently in
progress

Today Presents information about calls handled during the
day
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Last 7 days Displays all CDRs generated for the last 7 days, the
current day including

Last 30 days Displays all CDRs generated within the last 30 days,
the current day including.

All Presents information about all handled calls

CDR export Allows export of CDRs into CSV files

CDR re-rating

Allows the operator to re-rate the existing CDRs

CDR backup Allows the operator to backup CDRs from the DB to
CSV files
CDR removal Allows the operator to delete obsolete CDRs
5.6.1 ACTIVE CALLS

The table Active calls provides information about the calls currently in progress (see Fig. 74).

] Active calls

2006-Apr-14 17:45:50
2008-Apr-14 175704
2008-Apr-14 18:02:05
2006-Apr-14 18:04:35
2006-Apr-14 150610
20068-Apr-14 15:06:36
200&&pt141&43?1

ImEm i i i

Fig. 74 Table of call sessions in progress

2927
3927
5527
9527
2927
3927
5527

1000
1000
1000
1000
1000
1000

1000

2927
2527
2527
2527
2927
2527

2527

1000
1000
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1000

1000
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{
Phane On 192.165.1 32!
Phane On 192165132 4
Phane On 192,168 1 32.f
Phane On 192.168.132.
Phane On 192.165.1 321
Phane On 192168132}
Phone O 192,168 1 32§

The content of the active calls view is identical to that of the CDR view explained below
with the exception that the viewed call is not complete and the call data change.
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5.6.2

Active calls

CDR date

SRC Mumber In
DST Mumber In
SRC Murber Cuk
DST Mumber Ouk
Loops

Originator
Terminakor

Dial Peer 1D

DF Prefix

CP rake

Rate plan

RPF structure ID
RF Prefix

RP rake

Z006-Mar-10 15:52:54
S5Z6

5526

5526

5526

1

Jk TrafFic generakor
Jk Traffic generakor
251274

S5Z6

1

Rate Plan &

1167

=)

1

Minimum &SR,
RF Profit Flag
RP Unprofit Flag
Call ID | 001 027000c00001 S00000a9401 a0&a4@ijk
Elapsed Time | 74753
Setup Time
Connect Time

Fig. 75 Viewing a call under way

The two additional commands on the pop-up menu invoked from the table of active calls
Close call (selected or marked) and Close calls (all filtered) allow the operator to forcefully
tear down all calls, both active and dangling.

The tool Close hung calls located below the table of active calls allows removal of hung call
records from the table with a user-defined disconnect code. The System automatically detects
hung calls, i.e. the calls completed on TS but considered active on TMngr. The operator
simply needs to define the disconnect code and click the Submit button (see Fig. 76). For the
sake of convenience, the drop-down list of the Disconnect code combo box includes pink
and green colored items. The green color means that the disconnect code is marked as
“successful” in the table Disconnect codes (the category of objects Global settings, see
section 5.9.3).

{0} Close hung calls

Dizconnect code ||65541 | MYTS | 5 | Couldn't connect sig.. ll
262630 | SIP | 486 | Busy Here " ﬂ
262631 | 5IP | 467 | Request Terminated

ZH2632 | 5IP | 458 | Mot Acceptable Here

262635 | 5IP | 491 | Reguest Pending

262637 | 5IP | 493 | Undecipherable

262644 | 5IP | 500 | Server Inkernal Error

262645 | 5IP | 501 | Mok Implemented

262646 | SIF | 502 | Bad Gateway

262647 | 5IP | 503 | Service Unavailable [§I
262648 | 5IP | 504 | Server Time-ouk

262649 | 5IP | 505 | Version Mot Supported -

Fig. 76 Defining disconnect code for hung calls

Note: The call abortion functionality requires installation of the ‘mvts3g-sqlclient’ utility
supplied in the TMngr installation packet.

STRUCTURE OF CDRs

CDRs are generated for all termination attempts including failed attempts. Select
YieW  from the pop-up menu to conveniently view the required CDR.
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All

ID | 5973140
DR date | 2005-April-07 15:03:03
In-call time (sec) |2
Disconnect code [Es | 10 | BYE received
Disconnect inikiator | destination

Faouting retries |1

SRC Mumber In | 2828

DST Mumber In | 2929
SRC Mumber Out | 2828
DAT Mumber Out | 2929
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DST ma jitker buffer (packets)
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Fig. 77 CDR view

Each CDR provides the following information:

ID — CDR’s unique ID number

CDR date — date of the record creation

In-call time (sec) — duration of the call session in seconds
Disconnect code — call disconnect code

Disconnect initiator — call disconnect initiator;

Routing retries — the number of attempts to terminate the call through the available routing
path alternatives (actually the number is the running index of the DP in the list of possible
paths delivered to Traffic Switch);

SRC number in — calling number as received from the call source
DST number in — destination number as received from the call source

SRC number out — calling number after transformations according to the configured number
translation rules (see Appendix A);

DST number out — destination number after transformations according to the configured
number translation rules (see Appendix A);

Tech. prefix — the prefix preceding the number dialed that was stripped off at authentication
Customer — owner/operator of origination equipment

Vendor — owner/operator of termination equipment

SRC IP address — IP address of the origination equipment

SRC NAT address — IP address of the NAT router

DST IP address — IP address of the termination equipment
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Origination endpoint — equipment of the call originator

Termination endpoint — equipment of the call termination party

Call ID — unique identifier the System assigns to every call

Conference ID — ID used by TS to identify incoming and outgoing call legs
Setup time — time the Setup message was received from the call originator
Alerting time — time the Alerting message was received from the call terminator
Connect time — time the Connect message was received from the call terminator
Disconnect time — time the ReleaseComplete message was received

Call time adjustment (%) — call duration adjustment (see section 5.1.2)
Customer bill time — call time the Customer will be charged for

Vendor’s bill time — call time the Vendor is supposed to charge for according to the
information configured in the System.

PDD - Post Dial Delay value

Auth. record ID — unique identifier of the source equipment authentication record (see the
table “Customer authentication”)

Looping cycles — number of repeated routing queries for the same call. Looping occurs when
a call delivered by TMngr to the termination provider returns with a routing query (the call
may return either directly from the termination provider it was sent to or after a number of
intermediate hops) mostly because of inadequate configuration of the termination provider’s
equipment. When looping is detected the System tries to complete the call via other routing
paths. All the parameter values in excess of 1 are the evidence of call looping.

Routing group — routing group the DP belongs to

SRC number used for routing — calling party number after the "IN SRC translate"
modification but before the "OUT SRC translate" modification (see section 5.2.1);

DST number used for routing - called party number after the "IN DST translate"
modification but before the "OUT DST translate" modification (see section 5.2.1), i.e. the
destination number as it was used by TMngr for call routing;

Dial peer ID — unique identifier of the DP (see section 5.3.2)
Dial peer prefix — termination DP’s prefix
Dial peer prefix description — information about the DP prefix (area name)

Vendor’s rate (domestic currency) — per-minute rate used by the Vendor to charge the
SysO (in the SysO’s domestic currency)

Vendor’s currency exchange rate — exchange rate for the vendor’s homeland currency

Vendor’s rate (vendor’s currency) — cost of a connection minute to the SysO (expressed in
the payee’s currency)

Vendor’s billing scheme - billing scheme offered by the vendor (see section 5.3.2)

Vendor’s account ID — unique identifier of the settlement account to which amounts due to
the Vendor are credited (see section 5.7.2)

Vendor’s receivables (domestic currency) — amount due to the Vendor in the SysO’s
domestic currency

Vendor’s receivables (vendor’s currency) — amount due to the Vendor in connection with
the call

Min ASR - acceptable ASR minimum set in the Destination chosen for this call

Routing policy — routing policy applied to the call
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Procedure name — name of the procedure used for calculation of DP appeal values

Appeal value 1 — dial peer appeal value under routing policy 1 at the moment of the call
arrival

Appeal value 2 — dial peer appeal value under routing policy 2 at the moment of the call
arrival

Appeal value 3 — dial peer appeal value under routing policy 3 at the moment of the call
arrival

Additional policy parameter — additional parameter used for calculation of DP appeal
values

Rate plan — rate plan applied by the SysO to charge the Customer for traffic
Rate plan currency — international currency code as configured in the applicable rate plan

Rate plan currency exchange rate — exchange rate for the RP currency from the SysO’s
domestic currency

Customer’s currency exchange rate — exchange rate for the customer’s homeland currency

Destination ID — unique ID of the destination record (table Destinations) that is used in
charges calculation

Destination prefix — destination prefix chosen in the Customer’s rate plan
Destination prefix description — information about the Destination prefix (area name)
Destination rate — per-minute rate applied to Customer’s calls according to the RP

Rate plan billing scheme — billing scheme applied to Customer’s calls and specified in the
table Destinations

Verify calling party category — "yes” indicates that the verification of the originator CPC
was required

Calling party category — CPC of the call originator
Calling party category markup — CPC markup added to the total call cost

Customer’s account ID — unique identifier of the settlement account to which amounts due
from the Customer’s are debited (see 5.7.2);

Customer’s payables (domestic currency) — amount due from the Customer in the SysO’s
domestic currency

Customer’s account currency — ISO 4217 international currency code for the Customer’s
account

Customer’s payables (customer’s currency) — amount due from the Customer in
connection with the call

Invoice ID — this field represents the number of the invoice that includes a bill for this call
and remains empty until the invoice is generated

Use only profitable dial peers — indicates that the profitability indicator in the chosen
Destination is set to ‘yes’

Unprofitable termination — indicator set to ‘yes’ when the cost of terminating the call is
higher than the price charged for the call

Profitability restriction threshold — restriction threshold set in the Destination chosen (in
fractions of 1)

Signaling node — name of the signaling node that handled the call
SRC protocol — protocol used by the call originator

DST protocol — protocol used by the call terminator
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SRC Faststart present — “yes” indicates that the origination device used Faststart
DST Faststart present — “yes” indicates that the termination device used Faststart
SRC Tunneling present — “yes” indicates that the origination device used Tunneling
DST Tunneling present — “yes” indicates that the origination device used Tunneling
Call processing state — list of procedures executed for establishing the connection

Invalidate timestamp — in case of TS failure during the call, this field will include the
failure date and time

SRC URL — URL address of the call originator

SRC e-mail — e-mail address of the call originator

SRC Name — name of the call originator

Proxy mode —“Yes” indicates that the call’s media was proxied

Codecs of the first leg — codec(s) used on the first leg of the call

Codecs of the second leg — codec(s) used on the second leg of the call

Media node IP (Incoming leg) — IP address of the TS media node on the incoming call leg
Media node IP (Outgoing leg) — IP address of the TS media node on the outgoing call leg
QoS — quality of service during the call session

SRC media IP — IP address and port of the media node of the origination device

DST media IP — IP address and port of the media node of the termination device

SRC media bytes in — number of ingress bytes received from the call originator

SRC media bytes out - number of egress bytes sent to the call originator

DST media bytes in — number of ingress bytes received from the call termination party
DST media bytes out — number of egress bytes sent to the call termination party

SRC media packets — quantity of packets sent to and received from the call originator
DST media packets — quantity of packets sent to and received from the call termination
party

SRC media packets late — number of late packets received from the call originator

DST media packets late — number of late packets received from the call termination party

SRC media packets lost — amount of packets not received from the call originator

SRC media packets lost internally — number of packets received form the call originator
but not processed due to the System internal problems

SRC media packets lost externally — number of packets expected form the call originator
but lost due to some external problems

DST media packets lost — amount of packets not received from the call termination party

DST media packets lost internally — number of packets received form the call terminator
but not processed due to the System internal problems

DST media packets lost externally — number of packets expected from the call terminator
but lost due to some external problems

SRC min. jitter buffer (packets) — minimum jitter buffer size when receiving packets from
the call originator

SRC max. jitter buffer (packets) — maximum jitter buffer size when receiving packets from
the call originator

DST min. jitter buffer (packets) — minimum jitter buffer size when receiving packets from
the call termination party
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5.6.3

DST max. jitter buffer (packets) — maximum jitter buffer size when receiving packets from
the call termination party

The related tables accessible to you from the pop-up menu invoked when in the CDRs view

include:

Invoices

Dial peers

Destinations
Origination equipment
Termination equipment
Customer’s account
Vendor’s account

Application log

CDR EXPORT

This object allows you to export call detail records saving them to CSV files.

{0: CDR export

* Customer

include child records
* Yendor

include child records
* Fraom

* Through

Cnly non-zero duration calls
Use quotes

* Separator

Use header

Counk only

Columns bo export

01 | ¥our Company

O

- All vendors - w

O

2003-January-13 00:00:00
2003-January-14 00:00:00

DR, date
SR.C Murnber In

Fig. 78 CDR export
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To export CDRs, specify the following parameters in the ‘CDR export’ dialog box (the fields
marked with an asterisk are required fields):

*Customer — select the name of the customer from the drop down list of the combo box (see
also the example below);

include child records — select this check box in case you want the exported data to include

CDRs pertaining to users affiliated with this customer (see section 3.9.1);

*Vendor — select the name of the vendor from the drop down list of this combo box (see also
the example below);

include child records — select this check box if you want the exported data to include CDRs

pertaining to the users affiliated with this vendor (see section 3.9.1);
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*From / Through — use these controls to specify the period for which you want to export
data;

Example:

1. To export CDRs for all calls originated by the customer during the specified
period, select the name of the customer using the ‘Customer’ combo box; next in
the “Vendor’ combo box select ‘All vendors’ and select the “include child records’
checkbox located below the combo box.

2. To export CDRs for all calls terminated by the vendor for the specified period,
select “All customer’ in the ‘Customer’ combo box and select the “include child
records’ check box located below the combo box; then specify the name of the
vendor using the ‘Vendor’ combo box.

3. To export all CDRs about all calls handled by the System for the specified period,
select “‘All customers’ and “All vendors’ in the combo boxes ‘Customer’ and
‘Vendor’ and select both check boxes ‘include child records’.

Only non-zero duration calls — select this checkbox to exclude from the exported data
CDRs pertaining to zero duration calls;

Use quotes — sclect this checkbox if you want the values in the CSV file to be enclosed in
quotes;

*Separator — select the separator to be used between the values;

Use header — select this checkbox if you want the column headers to be included in the CSV
file;

Count only — if you select the checkbox Count only and click the button ‘Submit’, the
System only counts the number of CDRs meeting the specified requirements and displays the
result.

Columns to export — use this control to make a list of data fields subject to export. The left
box presents a list of data fields available arranged in the same way as they appear in the
CDR table. To add a field to the list of data for export, select the field name in the left

window and click the ;l button. The name of the field will be added to the export list in
the right box. To remove a field from the list of exported fields, select the field name and

click the ;l button. To select multiple records, hold down the Shift or Ctrl key while
clicking the selected item.
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Columns to

export Disconnect initiator - Yendar's account ID ;I
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SR.C media address
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SR.C e-mail DaT min jitker buffer (packets)

SRC Mame DST max jitker buffer {packets)
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SRC media packets losk externally Rate plan currency
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SRC media packets lost internalky j Yendor's rate (vendor's currency) ;I

Fig. 79 Making a list of CDR data fields for export

Use the il and il buttons to move all the field names from the left box to the right
box and vice versa.

Use the Up and Down buttons to re-arrange the order of CDR fields in the resulting CSV
file.

When done, click the ‘Submit’ button. Two more fields will appear in the bottom part of the
dialog box:

Number of CDRs — number of exported records;
File — hyperlink representing the file path and name of the file.

By default all CSV files are saved to the directory Zopt/apache2/htdocs/export/.
The names of export data files have the following format:

cdr.<customer name>.<vendor name>.<start date_ time>-<end
date_time>_<generation date_time>._csv

Example:

cdr .MERA(+) -MERA_.RU.20060101_000000-
20060401_000000.20060831_161136.csv

The plus sign enclosed in brackets next to the customer or vendor name indicates that the file
includes CDRs pertaining to users affiliated to (children of) the respective customer or
vendor.

Click the hyperlink to download the generated file.

5.6.4 CDR RE-RATING

The need to recalculate prices and costs, applying different rates than those in effect at the
time of the CDR generation, may arise owing to a variety of reasons.

You can use the object CDR re-rating to correct billing and accounting data in the existing
CDRs whenever such a necessity occurs (for example, in case a mistake was made when
setting rates in a customer rate plan).
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Fig. 80 CDR re-rating

To re-rate CDRs, make the required changes in dial-peer or destination records (depending
on the category of recalculated CDRs) and fill the fields of the “CDR re-rating” dialog box
(the fields marked with an asterisk are required fields):

*From / Through — define the start and end date of the period for which you want CDRs to
be re-rated

Customer — use this combo box to select the customer

Vendor — use this combo box to select the vendor

Origination equipment — select the name of the origination device

Origination equipment (ip:port) — enter the IP address and port of the origination device
Termination equipment — select the name of the termination device

Termination equipment (ip:port) — enter the [P address and port of the termination device
*Re-rating type — select one of the two re-rating types:

= Simple re-rating — this type of re-rating means plain recalculation of billing and
accounting data applying new rates. For example, one of the vendors reduced
termination rates and respective changes were not made timely in the DB. To rectify
the issue, enter the correct rate in the dial-peer records and switch over to the “CDR
re-rating” dialog box. Define the period and the vendor and perform recalculation.

= Complex re-rating — complex re-rating with allowance for rate alterations within the
recalculation period.

You resort to this complex re-rating, when plain and straightforward recalculation
does not solve the problem. For example, you need rate changes in CDRs starting
from December 1 through February 1 with consideration for the discount that your
vendor provided from December 20 to January 10. For some reason or other the
corresponding changes were not made in the DB in due time. To handle the
situation, duplicate dial peer records pertaining to the vendor and set the discount
rates for the period from December 20 to January 10 in the newly made dial peer
copies. Switch over to the “CDR re-rating” dialog box, set the re-rating period from
December 1 to February 1, specify the vendor and choose the “complex re-rating”
option in the ‘re-rating type’ combo box. This will result in comprehensive
recalculation with allowance for the discount period.

With regard to Enabled flag — select this checkbox to instruct the System to disregard
disabled dial peer records during the re-rating process.

With regard to DP category — select this checkbox to instruct the System to disregard
during recalculation dial peer records with DP category value Restricted.
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5.6.5

5.6.6

When done, click ‘Submit’. You will be displayed with the ID of the re-rating process at the
bottom of the dialog box.

The table “Re-rating progress” under the dialog box shows the current state of the
recalculation process showing progress in 5,000 processed CDRs lots. The re-rating process
can take a very long time, during which you can continue working with other GUI objects.
When the process is complete, the progress table is cleared.

Re-rating is a very demanding process in terms of computing power. Therefore, it is NOT
ADVISABLE to launch several re-rating processes simultaneously.
CDR BACKUP

The object allows the operator to backup CDRs from the DB to CSV files. For this, the
operator should define the start and end dates of the period, for which CDRs should be
backed up, select the interval (day or week) by which the CDRs will be grouped and click the
Submit button.

The files with backup CDRs are saved to the directory /opt/apache2/htdocs/export/. CDRs
for every period (day or week) are saved to individual files. The names of backup files have
the following format:

«BackUp CDR.<YYYYMMDD- YYYYMMDD>. <YYYYMMDDHHMMSS>.csv
where,
YYYYMMDD- YYYYMMDD is the backup period for CDRs;

YYYYMMDDHHMMSS - date and time the backup procedure started.

Example:
BackUp CDR.20070531-20070601.20070601122015.csv

The backup procedure may be lengthy.

Since there is also a possibility of automatic CDRs backup and removal (see section 5.6.5),
make sure that the back up procedure started by the operator does not interfere with the
scheduled automatic backup procedure.

When file export is complete the user with the record ID set in the configuration parameter
ID of user responsible for CDRs backup (see section 5.9.1) is sent a notification, i.e. the
number of notifications received by the user should correspond to the number of intervals
(days or weeks) in the backup period. Note that the user’s e-mail should be configured in the
table of contacts (Customers/Vendors > Administration > Contacts).

CDR REMOVAL

This object allows the operator to delete obsolete CDRs. It is a typical add/remove tool with
a list of months in the left column. These are the months for which CDRs are available in the
DB, except for the current and previous months.
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{0 Remove CDRs
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Fig. 81 CDR removal

To delete outdated CDRs for the whole month, select a month of your choice and move it to
the right column by clicking the ;l button, then click OK. To remove a month from the
list of months to be deleted, select the name of the month and click the ;l button.
Holding down the Shift or Ctrl key you can select multiple records.

Use the il and il buttons to move all the records from the left column to the right
one and vice versa.

This object is accessible to users with the Super Administrator role only.
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5.7

5.7.1

CATEGORY BILLING

j Traffic Manager
.j Cuztomersfiendors
.j Equipment
.j Terminstion
.j Origination
.j Drebugaing
] CDRs
=53 Billing
Elj Currency
----- ,_'] Currency
----- ,_Ll Exchange rates
I Currency loader
----- [ 2ccounts
----- ,j Payments
----- .j Settlement groups
----- ,j Settlement zchemes

..... [ Account debiting log
=+ Invoices

) Invoices

----- [ Tames

----- ,_'] Detailed invoices
I POF templates
L) Shebiatics .

----- [ Scheduled account cetbiting

£ [ Invoice generationdelstion

Table 18 gives an overview of the category “Billing”.

Table 18 Objects of the category Billing

Object Description

Accounts The table allows you to keep record of balances in Customers’
and Vendors’ accounts

Payments This table serves to keep record of Customer payments

Settlement groups /
Settlement schemes

Allows the operator to configure the System for settlement-
dependent traffic distribution

Scheduled account
debiting

Allows the operator to configure the System for automated
debits to customer accounts

Account debiting log

Allows the operator to configure the System to keep track of
account debiting

The category Billing also comprises the subcategories Currency and Invoices.

SUBCATEGORY CURRENCY

This subcategory comprises

the objects that allow the operator to configure currency

exchange rates to be used in billing and other currency related features.
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57.1.1 Currency
The table Currency presents a list of ISO 4217 international currency codes.

You may wish to find further ISO 4217 currency reference at the site of International
Organization for Standardization.

] Currency

To4 AED

971 AFR

g ALL

21 A0
532 A
ar3 A0,
32 ARS

36 ALD

533 P
a1 Pl |
a7y BAM

Fig. 82 Table of numeric and alphabetic currency codes

5.7.1.2 Exchange rates

The table Exchange rates presents information about currency rates that the SysO
configured in the system.

It is worth mentioning that since the rates used in generation of customer invoices fluctuate,
it is necessary to keep the records of exchange rates for some time to be able to maintain an
adequate accuracy in settlements. The time of keeping the exchange rates records is
established pursuant to the organization documentation management policy.

¢ B Add

To add a new exchange rate record selec on the pop-up menu.

= | Exchange rate

* Currency | 1JSD w

* Exchange rate

* Effective from || 2008-January-17 00:00:00

Fig. 83 Configuring exchange rates

Fill out the form onscreen:

= selecting the name of the configured Customer currency from the drop-down list of
the combo box *Currency

= entering the exchange rate value in the edit field *Exchange rate
= setting the date/time when the rate comes in effect with the help of the *Effective

from control

Click to add the rate record to the table of exchange rates.
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5.7.1.3

While generating invoices the System uses exchange rates effective at the date of the
invoiced service.

Currency loader

The object Currency loader allows uploading currency exchange rates to the DB from
external servers. With the help of this object the operator can also configure the System for
scheduled exchange rates uploading.

The object consitis of four elements.

1. Currency server settings — the table intended for configuring a connection to a remote server.

The connection configurable parameters include:

IP address/Domain name — field for entering the IP address or DNS name of the server;
Data type - currently “xml” is the only possible value in this field

Login/Password — enter the login name and password if the server requires authorization
Proxy server settings - this group of parameters is used to configure the proxy server
settings

Date-related options — you can use this group of parameters to define the date of the
requested currency exchange rate and date format. This type of data may be requisite for
some servers.

XML parser settings — use these parameters to specify names of currencies and rate tags in
the XML code, for the System to be able to parse data received from the server. The figures
below show an example of code and an example of a properly configured server.

Lbj‘IIIUUI A .'L,R:h_"'IIILILII
=zchame=Uganda Shillings</cnames=
=crate=1710.5000000000=/crate>

=fcurrency =
Node name -->- =currency>
Currency tag --= =ceymbol=USD</ceymbal=
=cnamez=United States Dollars</cname
Rate tag --> <crate>1.0000000000</crate>
<fourrency =
— <CUrrency®
zcsymbol=UYU</caymboal=
=chame=Uruguay Pesos</cname>
<Crate=25. 7379999161 =/cratex

B L] -

l"""'\...L.-l--"-L..L.n.-l-.-#----"--l-r -QL_._.;_.‘L P Ap——

Fig. 84 Example of an XML code
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Currency server settings
* P addrezzDomain name
* Data type
Login
Paszword

Proxy server settings
Proxy server IP addressidomain name

Ir'rl'tp:.f.l"-.-vww se.comfdizizample-usd.=mil

Ixml vI

=1
=

Iprnxy.yuurcnmpany.mm:SI:IBI:I

Prowy login Imvtsll
Proxy password IQWEYTN 23
&
Date-related options %
Date valug name |
Date format |
&
XML parser settings %
Mode natme ICUI’I’EI’IC':."
Currency tag ICSYmhm
Ratetay | [crate
&

034 | Cancel |

Fig. 85 Currency server settings

2. Test currency server - a tool that allows the operator to test settings of the configured
currency server. Data received from the server can be viewed both parsed and raw. To view
raw data, select the check box Unparsed.

{:E Test currency server {
* Server Ihttp:,l',l'www.xe.cnm,l'dfs,l'sample-usd.xml -
Unparsed | [
Fesult | AED = 3.6725000000
AFMN = 48.1400000000
ALL = Fe.7200000000
AMD = 209.1300048528 j
ANG = 1.7450000000 .
ADA = 748050000000 f
ARS = 2.1735353&74
AUD = 1.0711000000
AWG = 1.7200000000
AZN = 0.8350000000
BAM = 1.25728532179 i
BBD = 1.9850000000
EDT = &8.c000000000 ;
BGW = 1.2525000000 1
EHD = 0.27&3500000
BIF = 1153.3000000000 !
- S . LEMO = 1.0000000000 .

Fig. 86 Result of a currency server test (parsed)
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5.7.2

3. Upload exchange rates into DB — a tool that serves for uploading currency exchange rates to
the DB.

{or Upload exchange rates into DB

* Server Ihl:l:p:,l',l'www.xe.cnm,l'dfs,l'sample-usd.xml;I

* Currency I all avalable x|
joit

Fig. 87 Uploading exchange rates into the DB

4. Scheduled uploading — a table that allows the operator to configure the System for automatic
uploading of exchange rates. All uploading events are registered in the table Scheduler log
found in the category of objects Logs. An example of configuration is shown in the figure
below.

w | Scheduled uploading
ﬂl Cann::ell
Ensble | [

* Server Ihl:l:p:,l',l'www.xe.n:n:nm,l'dfs,l'sample-usd.xml ;I
* Currency |a|| avalable x|
alic from... IEDDB-.&.priI-1 5160224

Walid ill... IEDEIEI-January-m 00:00:00

* Sohedule type Itime of day vI

Time of hour I

Time of day |1 g:00

Diary of week I

Diary of maorth I

Diary of year I

0K| Cancel |

Fig. 88 Configuring scheduled uploading of exchange rates

ACCOUNTS

The table Accounts serves to keep an account of the amounts in payables and receivables,
i.e. Vendor and Customer accounts. When an ITSP or carrier acts both as a supplier of
ingress traffic (Customer) and a termination partner (Vendor) the SysO should create two
accounts — one for payables (Vendor’s account) and another for receivables (Customer’s
account).
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] Accounts

L TR P S g =

-
[T 941 | Mera Customer Account 01 | MERA,
[T 942 | Mera Vendor Account 01 | MERA,
[T | 943 | Provider & Customer Account 01.02
[T | 944 | Provider & Yendor Account 01.03)
[T | 945 | Provider B Customer Accourt 01.03]
r | 946 | Provider B Yendor Account 01.04 |

Fig. 89 Table of settlement accounts

To add an account, invoke the pop-up menu and select = Add

The appearing add-account dialog will look similar to the one shown in Fig. 90.

o | Accounts

Ok | Cancel |

* Accourt name ITes‘t account

* Customer/fvVendor |01 | Your Company ¥ |

Description

* Aocount type |vendnr account ;I

*Currency Im

* Active il IEDEIEI-January-EI*I 00: 00: 00

Min bslance ||:|

Min balance natification

M balance |
Maxx balance natification |

Send notifications | [

Tax grnupl vI
Inyoice schedule I vI

Ok | Cancel |

Fig. 90 Adding an account

Fill out the dialog paying special attention to entering data in the fields marked by the
asterisk symbol (the required fields):

*Account name — enter a name for the account;

*Customer/Vendor — select the account owner from the drop-down list of Customers and
Vendors;

Description — you can use this edit field to enter any appropriate information about the
account being configured,

*Account type — use this combo box to define the account type:
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= Vendor account is the type assigned to vendors’ settlement account records. These
accounts show the amounts payable by the SysO to vendors. Each dial peer is
associated with a single vendor account. The account blocking threshold is set with the
help of the parameter Max. balance. Once the account blocking occurs, the System
also blocks all the dial peers affiliated to the vendor.

= Customer account is the account type assigned to customers’ settlement account
records. Accounts of this type show amounts payable by customers to the SysO. Each
customer authentication record is associated with one customer account. The account
blocking threshold is configured with the help of the parameter Min. balance. If the
account blocking happens, the System also blocks all authentication records associated
with the account.

= Hosted user account - this type of account is assigned to users of the hosted softswitch
service and indicates amounts due from the user to the SysO (or to the provider the
user rents the MVTS II softswitch capability from). The account blocking threshold is
configured with the help of the parameter Min. balance. Along with the account
blocking, the System also blocks the user’s record in the table Customers/Vendors.

Balance is a non-editable parameter as it represents the amount currently available in the
account of the Customer/Vendor. The account balance changes as the result of credit entries
to the account done in the field Amount of the dialog Payments (see 5.7.3);

Reserved amount — non-editable field representing the aggregate amount reserved to
provide for currently active calls initiated by the customer. When a call arrives, TMngr
calculates the cost of the call for a period called ‘Reservation period’, that can beconfigured
in Global settings (see section 5.9.1).

TMngr reserves the resulting amount in the customer’s account and informs TS about the
established reservation period. Once the period is over, TS sends TMngr a query on how long
the call can continue for. If the balance in the customer’s account is sufficient to continue the
call, TMngr again sends the TS the value equal to the reservation period. When the balance is
insufficient to provide for the next reservation period, TMngr informs the TS about the
accurate time the call can still continue for. All new calls arriving from the customer at that
moment are rejected. When the call is over, TMngr calculates the cost of service for the
customer based on the applied billing scheme and applicable discount and registers a debit to
the customer’s account.

To eliminate excessive queries from TS to TMngr the fund reservation function does not
work when:

= the minimum balance limit is not defined
= the account balance exceeds the minimum balance notification threshold.

The function is operational when:

=  the minimum balance limit is defined and the minimum balance notification threshold is
not defined

= the minimum balance limit is defined and the account balance is below the minimum
balance notification threshold.

*Currency — use the combo box to select the account currency;
*Active till — set an expiration date and time for the account;

Min balance — this parameter of the customer account records. Enter a balance amount of the
account that when reached causes denial of service. The access to the service is restored after
the payment is received and entered in the DB or after the minimum balance amount is
reduced. Minimum balance amounts can be both positive and negative, for example 500 or -
500.
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5.7.3

Min balance notification — specify the amount expected to cause sending an appropriate
notification to the email address configured in the respective record of ‘Contacts’ in the
category ‘Users’ (see 5.1.5.8);

Max balance — this parameter is intended for configuration of the vendor account records. In
case the SysO and a vendor partnership is organized on a pre-paid basis, when the balance
amount defined in this field is reached the System blocks all the dial peers associated with
the vendor settlement account to exclude them from the routing process. When the balance
amount drops below the specified value, the System unblocks the dial peers.

Max balance notification — specify the amount expected to cause sending an appropriate
notification to the email address specified in the respective record of ‘Contacts’ in the
category ‘Users’ (see 5.1.5.8);

Blocked by min/max balance — non-editable field, which when is set to “Yes” indicates that
the account is blocked;

Send notifications — select this checkbox to make the System generate and send an email
notification when the account balance reaches the notification amount specified in the fields
‘Min. balance notification’ or ‘Max. balance notification’.

Tax group — with the help of this combo box you can assign the tax group that will be
applicable to the account being configured. Taxes are later included into the .pdf invoices
sent to customers (see also section 5.7.7.3).

Invoice schedule — with the help of this combo box you can tie invoice generation schedules
to customer settlement accounts (see also section 5.7.7.1).

When through with filling the dialog click , and the record will be added to the table of
similar records with a unique identifier the System assigns it.

You can also use the respective pop-up menu options to view, edit and delete records of the
table Accounts.

PAYMENTS

The table Payments allows you to keep an account of reimbursements received from
Customers.

~1 Payments

121 | 01.01 | MERA RU Mera chargeable account 10 ELR 1

83 | 01.01 |MERARU Mera chargeable account 10 8393
g4 | 01.01 |MERARU Mera chargeable account 10 11915
85 | 01.01 |MERARU Mera chargeable account -10 11915
86 [01.01 | MERARL Mera chargeable account -2.389 11915
81 | 01.01 | MERA RU Mera chargesble sccount |10 | |04

Fig. 91 Table of payment records

To make a payment entry select = Add on the pop-up menu. The form appearing
onscreen will look similar to that shown in Fig. 92
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5.7.4

= | Payments

D
* Customer [01.01 | MERA.RU =]

* Aoccount IMera chargeable account j

* Smourt |1 oan

*Currency ILISD 'I

Exchange rate
Amourt in domestic currency

*Payment date |[2006 w| - [Mar w|-[01 =] |00 =]:[o0 =]: |00 =]

* Documert I#'1 25158431515

Entered by
Eritry date

Ok | Cancel |

Fig. 92 Payment entry

Fill out the displayed form performing the following (the fields marked with an asterisk are
required fields):

*Customer - select the payer’s name from the drop-down list of this combo box
*Account - select the Customer’s account name
*Amount - enter the payment amount in the edit field

*Currency - use the drop-down list of this combo box to select the payment currency.
Payments may be effected in any currency as TMngr automatically converts the payment
amount into the Customer’s account currency applying the exchange rate effective at the
payment date, provided the exchange rate is configured in the table of rates. See 5.7.1.2

*Payment date - set the payment date

*Document - type the name and number of the payment document in this edit field

When the form filling is completed, click to add the record to the table ‘Payments’ with
a unique ID assigned by the System. In addition to the configurable parameters above, each
record provides information about the exchange rate for the payer’s and payee’s currencies
(field ‘Exchange rate’), the payment amount in the domestic currency of the SysO (field
‘Amount in domestic currency’), the date when the record was entered (field Entry date) and
the person who made the entry (field Entered by).

SETTLEMENT GROUPS / SETTLEMENT SCHEMES

These sections describe how to configure the System to take into account customers’ and
vendors’ settlement schemes when choosing traffic termination options. Settlement schemes
determine payment terms between customers and the SysO, as well as between the SysO and
vendors, for example:

e 7/7 — invoicing each 7 days, payments are effected within 7 days after the end of
invoiced period;

e 30/15 —invoicing each 30 days, payments are effected within 15 days after the end of
invoiced period;

e 30/30 — invoicing each 30 days, payments are effected within 30 days after the end of
invoiced period;
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Traffic routing without due regard to possible differences in employed settlement schemes
may result in unintentional and unwilling funds lending. For example, if calls originated by
Customers that employ the 30/30 settlement scheme are directed to dial peers operated by a
Vendor with the 7/7 settlement method the SysO will factually extend a 6 weeks long loan to
the Customer, paying the Vendor for traffic out of its own funds.

It is possible to configure the System to disallow termination of traffic originated by
Customers with longer settlement periods to Vendors with shorter settlement time.

The following GUI objects are involved in configuring the settlement-dependent traffic
distribution functionality:

=  Settlement groups (Billing > Settlement groups) — serves for making up groups of
settlement schemes and setting their precedence. The group precedence is taken into
account during call routing: calls originated by Customers can be terminated to dial
peers with the same or lower precedence than that in the customer authentication record
(see below). The higher is the parameter value the lower is precedence. Valid values:
from 0 through 99. Default value: 0. Suppose that the settlement scheme 7/7 belongs to a
settlement group with precedence 1; the scheme 30/15 to a group with precedence 2; and
the scheme 30/30 to a group with precedence 3. In such a case traffic originated by a 7/7
Customer will be terminated by 7/7, 30/15 and 30/30 Vendors, traffic originated by a
30/15 Customer will be terminated by 30/15 and 30/30 Vendors, while traffic originated
by a 30/30 Customer will be directed to 30/30 Vendors only.

=  Settlement schemes (Billing > Settlement schemes) — serves to configure settlement
schemes and settlement groups the schemes belong to;

= column/drop-down list box Customer settlement scheme (Customers/Vendors >

Customers/Vendors) — serves to specify the settlement scheme assigned to the
customer;

= column/drop-down list box Vendor settlement scheme (Customers/Vendors >
Customers/Vendors) - serves to specify the settlement scheme employed by the
vendor;

=  column/uneditable field Settlement scheme precedence (Termination > Dial peers) —
shows precedence of the settlement group, to which the settlement scheme employed by
the vendor belongs. The field is filled automatically in conformity with the value of the
field Vendor settlement scheme in the table Customer/Vendors;

= column/uneditable field Settlement scheme precedence (Customers/Vendors >
Customer authentication) — presents precedence of the settlement group, to which the
settlement scheme applied to the customer belongs. The field is filled automatically in
conformity with the value of the field Customer settlement scheme in the table
Customers/Vendors.

Configuring the functionality

1. Create a new settlement group. For this, open the table of settlement groups, left-click to
invoke the pop-up menu and select Add. In the displayed dialog box enter the name of
the group and its precedence in the range of 0 to 99. When done, click the OK button.

= | Settlement groups

D
Mame ITest gF oL

* Precedence (0-99) |1

ﬁl Cancel |

Fig. 93 Creating a settlement group
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5.7.5

2. Switch over to the table of settlement schemes. Left-click to invoke the pop-up menu

and select Add. In the displayed dialog box enter the settlement scheme in any format
you wish (for example, you can enter “7/7” or “Weekly”) and define the settlement
group it will belong to. When done, click the OK button.

o | Settlement schemes

(]
* Scheme |mf

Settlement group |Test group | 1 j

Ok | Cancel |

Fig. 94 Creating a settlement scheme record

3. Repeat steps 1 and 2 to create other settlement group and/or scheme records, if
necessary.

Assign the appropriate settlement schemes to the customers and vendors (see section 5.1.1).

SCHEDULED ACCOUNT DEBITING

This object allows the operator to configure the System for automated debits to customer
accounts. Once a day the System (currently it is configured for 4 a.m.) analyzes the data in
the table Scheduled account debiting and makes debits of amounts due from customers to
customer accounts.

To schedule debiting, left-click over the table and select Add on the pop-up menu.

= | Scheduled account debiting

D
* account ID || 01 | deneqg.net hd
* Frequency | DAILY b

* Active From
* fckive kil
Enable | []
* Billing options | Flat Rate Biling
* Rate

Currency
i, minukes

Mazx, minukes
* Postpaid [ prepaid indicator || Postpaid |+

De=cription

Fig. 95 Scheduled account debiting

In the displayed dialog box enter the following information (the fields marked with an
asterisk are mandatory fields):
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*Account ID — select a Customer account from the drop-down list of the combo box;

*Frequency — use the drop-down list of this combo box to define the frequency of automated
account debiting:

= Daily — the account is debited every day (currently configured for 4 a.m.)

= Weekly - the account is debited each Monday (currently configured for 4 a.m.)
* Bi-weekly - the account is debited on the 1% and 16™ day of each month

= Monthly — the account is debited on the 1** of each month

In case Min. minutes/Max. minutes are configured (see below) the traffic is counted for the
previous period (day, week, month, etc.).

*Active from/*Active till — define the start and end date of the debiting schedule being
configured;

Enable — select the checkbox to make the record active;

*Billing options — use the drop-down list of this combo box to define how hosted users will
be billed:

= Flat rate billing — the users are billed by flat rate irrespective of their traffic volumes;

= Rate per mins — the users are billed by flat rate for the minutes they use during the
billing period. For example, in case the rate is 0.001 and the user with a monthly
billing period consumes 1,000,000 minutes, on the 1* day of the month the System
will debit the user’s account for 0.001*1,000,000=$1000.

= There is also a possibility to configure more flexible billing options with traffic-
dependent rates (see below).

*Rate — define the rate at which the customer will be billed;

Currency — non-editable field, representing the currency of the account taken from the table
Accounts;

Min. minutes/Max. minutes — these fields are intended for configuring billing options with
traffic-dependent rates. For example, the user can be billed $X per minute for minutes from 0
to 1000, $Y per minute for traffic from 1000 to 10,000,000 minutes and $Z per minute for
minutes from 10,000,000 and above.

To implement this scheme, you will need to create several records with different rates and
traffic values as shown in the table below.

ID Rate Min. value Max. value
1 0.05 0 1000

2 0.03 1000 10,000,000
3 0.01 10,000,000 0*

*“0” or null in the field Max. minutes means that there is no limit
** All the other parameters in these records should be identical.

Please note that currently the features supports calculation of only total minutes sent by a
customer, with no regard for the area codes (prefixes).

*Postpaid/prepaid indicator — select “postpaid” or “prepaid” from the drop-down list of
this combo box depending on the type of payment. This parameter serves only for your
information and has no effect on the functional behavior.

Description — you can enter any descriptive information in this field.

When done, click the OK button.
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5.7.6

5.7.7

5.7.7.1

Note: With this functionality the SysO can charge not only its ordinary customers but also
the users of the “hosted softswitch™ service (hosted users).

ACCOUNT DEBITING LOG

] Account debiting log

2 01.01 2204 Artem's ART-TELECOM 1 hosted account | 2007 -September-17 | 5

Fig. 96 Account debiting log

Information about debiting is written to the table Account debiting log, which provides the
following information:

Schedule record ID — unique identifier of the schedule record;

Chargeable account — name of the debited account;

Payment date — the date the account was debited;

Amount — debited amount.

SUBCATEGORY INVOICES
Table 19 gives an overview of the subcategory Invoices.

Table 19 Objects of the subcategory Invoices

Object Description
Invoice Serves for generation/deletion of invoices
generation/deletion

. Presents generated invoices, allows the operator to recalculate
Invoices

taxes

Taxes Serves to configure tax calculation equations or sets of
equations

Detailed invoices Allows the operator to create detailed invoices by applying
different filtering and sorting criteria to CDRs included in the
invoices

PDF templates Serves for configuring templates that can be used for creating

invoices in the PDF format

Invoice generation/deletion

You can use this object to generate or undo previously generated invoices as well as to
configure the System for scheduled invoice generation. During invoice generation the System
draws on data contained in CDRs.

Invoice generation

To generate invoices proceed as follows:
= set the start and end date of the invoicing period

Warning! To avoid the possibility of unbilled calls the field From date... requires the
operator to pay special attention to time settings during invoice creation. If you want to
be sure that the System will bill all the calls that occurred since the latest invoice
generation, delete the start date from the field.
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=  select the name of the customer and the name of the account in the appropriate
combo boxes.

= you can also set the required time offset from coordinated Universal Time (UTC).
The time specified in the fields From date... and Through date... will be the time
of the selected time zone. In case the time zone is not defined the created invoices
will be based on the System time, set with the help of the configuration parameter
Time zone in the table System global settings (category of objects Global
settings).

= you can use the combo box Options if you want the System to generate detailed
and/or pdf invoices (see also sections 5.7.7.4 and 5.7.7.5). The combo box
comprises the following items:

- create detailed invoice — after invoice generation the System will generate a
detailed invoice(-s)
- create .pdf document - after invoice generation the System will generate a
detailed invoice(-s) and a .pdf invoice(-s).
Besides, in the PDF template combo box, you should define the template that will
be used for creation of detailed and pdf invoices. Automatically generated .pdf
invoices are saved to the directory /home/oracle/unload.

When done, click the Submit button (in case nothing is selected the System will generate
invoices for all customers and accounts). You will be displayed with the ID of the generation
process and the number of involved CDRs at the bottom of the dialog box.

{0} Generate invoices
From date... |

* Through date... ||2008-May-06 00:00:00
Customer ||01.01 | Ashas |
Account IF'.shas_l:ustl:umer j
Time zone Iﬁ
Options | |
* PDF template |[New_template |

Fig. 97 Invoice generation

The table “Status” under the ‘Generate invoice’ dialog box displays the current state of the
generation process showing progress in 100 processed records lots. The invoice generation
process can take some time, during which you can continue working with other GUI objects.
When the process is complete, the table is cleared. All the generated invoices will be
presented in the table ‘Invoices’ (see section 0).

Invoice deletion

You can also undo previously generated invoices, re-rate the CDRs that were included into
them and generate new invoices with consideration for the updated data. To undo an invoice,
enter its ID (refer to the table Invoices) in the edit field of the Delete invoice tool and click
the Submit button. The table Status will display the current state of the process. When the
process is complete, the table is cleared. While the process is in progress the corresponding
invoice record in the table Invoices will be highlighted in red.

MVTSIIv. 1.2.0 page 144 of 216



{0 Delete invoice
* Invnice ID |1 7345

Submit |

Fig. 98 Deleting an invoice
Scheduled invoice generation

Scheduled invoice generation is configured with the help of the table Invoice generation
schedule. If scheduled, the invoice generation procedure starts after 02:00 a.m. when traffic
is slack and only after all other scheduled procedures, such as CDR backup, are complete.
Automatically generated .pdf invoices are saved to the directory /home/oracle/unload.

To configure a schedule define the following parameters:

Schedule name — enter the schedule name. Note that the schedule should be assigned to
customer settlement accounts (see section 5.7.2);

Frequency — define the interval with which invoices will be generated. Select the “monthly”
option, or select “Manual input” and enter the required number of days (1 through 30);

From date — specify the starting date. The ending date is calculated automatically. Calls
handled on the ending day are not included in the invoice(-s). For example, if the starting
date is set to April 1 and the System is configured to generate invoices on a monthly basis,
the ending date will be May 1 and the invoices will include traffic processed from April, 1
through April, 30. The invoice generation procedure will start after 02:00 a.m. on May 1.

Time zone — if necessary, specify the time zone with regard to which invoices should be
generated;

Options — specify if generation of detailed and .pdf invoices is desired
PDF template — select a template for .pdf documents

Responsible user — specify the user whose privileges and language settings will be used by
the procedure.

% | Invoice generation schedule

Schedule name ITESt

* Periodicity Imanthl':.-' ;I
* From date. .. IQDDE-,&priI-m
Time zone I TI
ORtions | W create detailed invaice ™ creste pf-document

* PDF template Ir'-.lew_template TI
* Rezponsible uzer I.ﬁ.u:lmin "I

ﬁl cancel |

Fig. 99 Scheduled invoice generation

57.7.2 Invoices

The oboject Invoices consist of two elements:
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5.7.7.3

= the table Invoices and

= the tool Recalculate taxes

] Invoices 4
3
:
223 11825 | 2007-Feb-09 175735 | MERA RLU | 541 EUR 2006-Mow-25 1*
] 11926 | 2007-Feb-09 175735 | MERA RL | 901 EUR 2006-Maow-238 T:

Fig. 100 Table of invoices

This table Invoices presents generated invoices. Each invoice record includes the following
data items:

Generation ID —unique identifier of the generation process;

ID — unique invoice identifier;

Invoice date — date of invoice generation;

Account ID — Customer’s name and Customer’s account identifier;
Currency — name of the invoice currency;

Billing period (from) — start date of the invoice period;

Billing period (through) — end date of the invoice period;

Time zone — time zone used during invoice generation;

Amount — amount due from the Customer;

Tax calculation successful — “Yes” in this field indicates that the taxes for this invoice were
calculated correctly.

You can use the pop-up menu to invoke the related table of CDRs and see the calls the prices
of which were included in the invoice amount.

With the help of the tool Recalculate taxes located below the table the operator can
recalculate taxes for the selected invoice in case the tax calculation formula has changed or as
need be (see also section 5.7.7.3).

{C} Recalculate taxes

* Imvaice ID 423

Fig. 101 Tax recalculation

Taxes

There is a possibility to include taxes into the .pdf invoices sent to customers. The object
Taxes serves to configure tax calculation equations or sets of equations.

The object comprises the following fields:

Tax group ID — use this field to enter the tax group identifier. Even if there is only one tax
applicable to the total invoice amount, it still must belong to a separate group. Valid values: 1
through 9999. These groups are assigned to the customer settlement accounts (see section
5.7.2).
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Precedence — in this field you define the order in which the tax should be calculated and
added to the total invoice amount.

Tax name — this field serves for entering the tax name.

Argument — enter a name for the tax equation that will be used as an argument in other
equations.

Formula — this field serves for writing tax calculation formulas. When writing calculus
formulas precede argument names with a colon. For the total invoice amount use the
argument “:total” (see Fig. 102). This field does not allow arguments with precedence values
higher than that of the current record. The argument “:total” can be used in all formulas.

Text to display — in this field you can enter the text that will be included in the PDF invoices
next to the resulting tax amounts, for example, “Total with taxes”.

The figure below shows an example of a configured tax formula group.

Taxes

-

1 1 TAx1 kal ibokal*0.05 Tax 1:

1 2 TAxZ kaxz tbokal * 0,08 Tax 2

1 3 Tokal with taxes bt tbobal+ka+itax? Tokal with baxes:
Rows: 1-3 - Rows on page: | 23 -

Fig. 102 Table “Taxes”
This configuration example is construed to mean the following:

= Calculate a 5% tax for the total invoice amount.
= Calculate a 8% tax for the total invoice amount.
= Add the resulting tax amounts to the total invoice amount.

Warning! Remember that although there is a possibility to quote taxes in invoices, tax
amounts are not debited to customer settlement accounts.

5774 Detailed invoices

This object allows the operator to detail generated invoices by applying various filtering and
sorting criteria to the CDRs included into invoices.
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(0% Generate detailed invoice

Sub

Invaoice 1D |1 234

* Customer ||:|1 | MER.A |
* wendor | all vendors - =l

Customer I Mera Customer Account ;I
acount

Wendor I _,I
account
Arem I.ﬁ.NT.ﬁ.RCTIC.ﬁ. MORFOLE ISLAMD ;I
Rate plan |21?9 | Mera Rate Plan

Kl
N T AT W S dnts vl il b ol |

include child |—

records
Routing group |[01.118 | TEST x|
include child r

records
2 o) e neclas | I = =

Fig. 103 Creating a detailed invoice

To generate a detailed invoice specify the following information in the Generate detailed
invoice dialog box (the fields marked with an asterisk are required fields):

Invoice ID — enter the unique ID of the invoice you want to detail;

*Customer — select the name of the customer from the drop down list of this combo box;
*Vendor — select the name of the vendor from the drop down list of this combo box;
Customer account — select the customer account from the drop down list of this combo box;
Vendor account — select the vendor account from the drop down list of this combo box;
Area — select the area name from the drop down list of this combo box;

Rate plan — select the rate plan from the drop down list of this combo box;

Include child records — select this check box when you want the invoice to include the
CDRs of calls billed under the rate plans, for which the selected rate plan is a parent plan.

Routing group — select the routing group in this combo box;

include child records — select this check box when the invoice is expected to include the
CDRs of calls directed to the dial peers, for which the selected routing group is the parent

group.

*Group order — use this control to define the fields to be used as sorting criteria for the
detailed invoice, which are as follows:

= Customer

® Vendor

= Customer account
® Vendor account

= Area

= Rate plan

= Routing group
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To add a field to the list of sorting criteria, select the name of the field with the mouse and
click the ——{ button. The name of the field will be moved to the right box. To remove a

field from the list of sorting criteria, select the name of the field and click the ;l button.
Holding down the Shift or Ctrl key you can select multiple records.

Use the Up and Down buttons to define the sorting order of CDR fields in the resulting
invoice.
Use the il and il buttons to move all the field names from the left box to the right

box and vice versa.

If nothing is defined, the data will be sorted by the field Customer.

* Group order | fyandar frea
Cuskomer account == Cuskormer
Vendor accounk
Rate plan =
Fouting group =

Fig. 104 Defining sorting criteria for a detailed invoice

Group areas by prefixes — with this box selected, the System will sort data about calls to the
same geographic areas by prefixes before including it in the resulting invoice, for example:
= 55483 - Brazil Florianopolis

= 55613 - Brazil Brasilia
= 55622 - Brazil Goiania
= 55623 - Brazil Goiania, etc.

*Time zone — you can use this combo box to set the required time offset from coordinated
Universal Time (UTC). Note that in case you select the “customer TZ” option from the drop-
down list of the combo box Time zone during invoice creation, the System will use the time
zone settings currently configured for the customer in the table Customers/Vendors. Should
these settings change since the time of the invoice creation and you need to create a detailed
invoice, select the “invoice TZ” option for the System to use the old customer time zone
settings during generation of a detailed report.

Create PDF document — select this checkbox if you want to obtain a PDF version of the
invoice;

*PDF template — define the template to be used for creation of the PDF version of the
invoice (it should be already configured, see section 5.7.7.5).

When through with filling out the form, click the Submit button.

Below the dialog box you will see the detailed invoice and the table of previously generated
invoices. In case the ‘Create PDF document’ checkbox has been selected, you will also be
offered to download the resulting PDF file to your computer.

Generation of detailed invoices can take some time. Remember that the more CDRs are
involved and the more sorting criteria you apply, the longer it will take to generate the
invoice (especially when filtering or sorting by geographic areas is required).
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| Detailed invoice @ ™ {
}
."u
{
1726 | ANTARCTICA DANIS 01157 | Customer 01 157 4 a1 9%
1726 | ANTARCTICA DAYIS 01,193 | Customer 01.195 3 216 y
1726 | ARNTARCTICA DAYIS 012126 | Customer 01 2126 | 7 .533?}
1726 | ARNTARCTICA DAMWIS 012173 | Customer 01 2173 | 7 1.20
1726 | ANTARCTICA MAQUARIE STATION | 01.02 | Customer 01 .02 3 515 %
1726 | ANTARCTICA MASUARIE STATION |01 491 | Customer 01 191 10 1.38
1726 | ANTARCTICA MAQUARIE STATION | 012105 | Customer 01 2105 |10 1.38
1726 | ANTARCTICA MAQUARIE STATION | 01.2142 | Customer 01 2142 | 2 .5081
1726 [ ANTARCTICA MAQUARIE STATIOMN | 01.2142 | Customer 01 2143 | 2 511 4
1726 | ANTARCTICA MASUARIE STATION |01 2471 | Customer 01 2171 | 4 5195
1726 | ANTARCTICA MAWVSON 01125 | Customer 01128 5 524 4
1726 | ARNTARCTICA MAWYSON 01171 | Customer 01171 10 1 .38?
1726 | ARNTARCTICA WAV 01 196 | Customer 01 196 10 1.38
1 ?QE .%PJT%HETIC_A_M.QLMO[\I - EI;I .21 45 | Custher_D1r.21 4E 4_ - X ;51_9;

Fig. 105 An excerpt from a detailed invoice

In addition to the selected sorting criteria, the invoice will include the following data:

Profitability (%) — profit percentage;

Minimum rate (destination)/Maximum rate (destination) — minimum and maximum call
termination rates for the customer(s) used during the billing period. The rates are determined
based on the data specified in the field ‘Rate’ of the table of destinations.

Minimum rate (dial peer)/Maximum rate (dial peer) — minimum and maximum call
termination rates the SysO was charged during the billing period. The rates are determined
based on the data specified in the field ‘Rate’ of the table of dial peers.

Total calls — total number of calls;

Successful calls — number of successful calls;

Total duration — total duration of calls in seconds;

Customer chargeable duration — chargeable call duration for the customer(s). Chargeable
duration can differ from the value displayed the ‘Total duration’ field since different billing
schemes can apply to the calls.

SysO chargeable duration — chargeable call duration for the SysO. Chargeable duration can
differ from the value displayed the ‘Total duration’ field since the billing schemes applied to
calls can differ.

ASR — ASR value;

Average duration — average duration of call sessions;

Average PDD — average PDD value;

Customer payables — amount due from the customer(s) in the SysO’s domestic currency;
Vendor receivables — amount due to the vendor(s) in the SysO’s domestic currency;

First call — date and time of the first call that occurred during the reporting period;

Last call — date and time of the last call in the reporting period.

To exclude excessive fields from the invoice, use the ‘Arrange columns’ tool (see section
43.4).
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5.7.7.5

Table “All detailed invoices”

] All detailed invoices
-

[T | 2449 11925 | Detailed invoiced: 24419 Inwoice#: 11925, generation date: 2007-02-10 15:51:
r 2450 | Detailed invoiced: 2450, Invoiced: | generation date: 20070210 155230 4

e b ok b

Fig. 106 Table of the detailed invoices

This table presents information about previously generated invoices, such as invoice
description, start and end date of the billing period, sorting criteria.

The operator can view previously generated invoices. For this, select the invoice of interest
from the drop-down list of the “Detailed invoice” combo box (the dialog box “Generate
detailed invoice”) and click the ‘Submit’ button (see Fig. 107). The drop-down list of this
combo box is similar to the contents of the table “All detailed invoices”.

Detailed invoice IDeta|Ieu:| imvoice#: 2450, Inwvoice®: , generation date: 2007-02-10 15:52:30 "

Fig. 107 Opening a previously generated invoice

In a similar fashion you can create PDF versions of the previously generated invoices. Just
select the ‘Create PDF document’ check box, define the PDF template, select the invoice of
interest and click the ‘Submit’ button.

Unused and obsolete invoices can be removed from the table. To do it, point the mouse to the
record you wish to remove, invoke the pop-up menu and select Delete.

PDF templates

This object serves for configuring templates that can be used for creating invoices in the PDF
format. Templates contain general information such as company logo, payment terms and
bank details and also define what data should be included in the invoice.

To create a new template, left-click over the table to invoke the pop-up menu and select Add.
Fill in the displayed form (the fields marked with an asterisk are required fields):

*Name — enter the name of the template;
*Company logo — enter the path to the image file (.jpg or .png) with the company logo;

*Columns to export — select the columns that will be included into the invoice in addition to
the columns defined in the Group order field of the object ‘Generate detailed invoice’ (see
section 5.7.7.4);

*Payment terms — enter information about payment terms in this field;
*Bank details — enter information about bank details;

Auto-invoicing settings - these parameters (Group order and Group areas by prefixes) are
used during automatic creation of detailed and .pdf invoices. The intent of the parameters is
the same as of the similar parameters in the object Detailed invoices.

When done, click the OK button. The record will be added to the table.

MVTSIIv. 1.2.0

page 151 of 216



&' PDF templates 4

*Mame || test template

* Company logo |J‘x-tm-repu:urﬂrnera_lngu_mini.jpg [
* Columns to
expart

* Payment terms

I_ min rate I_ max rate I_ total calls |7 success calls IF u:harg]

Y

* Bank details ||Please remit payments to;

MERL Systems Inc., Account® 4005656, Transit# 0B032, SWMIFT ROYCC
Fovyal Bank of Canada, HAWY 404 and HAY 7 Branch 260 East Beawer C
Canada, L48 3M3

Auto-invoicing |2
settings | H
ﬂl Cancel | {
Fig. 108 Configuring a PDF template
5.8 CATEGORY STATISTICS

i Tratfic Manager

{:I CustomersMendors

--1:] Equipment

--{:I Termination

--{:I Origination

{:I Diebuiciging

B CDRs

B] Billing

=15 Statistics

Active calls by customers

Active calls by vendors

AR by custamer dvendor

AR by SRCIDET P

ASR by SRCIDET equipmert
Statistics by time

Settlements by customerfendar
Profitability reportz

Top areas

Custom reports

Reportz for rate plan preparation
Charts

-] S lobal settions. - . R

CO0DDUDDDOD
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This object category allows the operator to generate a variety of reports and charts
visualizing system statistics. Table 20 provides an overview of the category “Statistics”.

Table 20 Objects of category Statistics

Object

Description

Active calls by customers /
Active calls by vendors

These two objects provides real time graphical
representation of calls originated by customers and
handled by vendors

ASR by customer/vendor

Allows the operator to generate reports on ASR
statistics sorted by customers and vendors

ASR by SRC/DST IP Allows the operator to generate reports on ASR
statistics sorted by source and destination IP addresses
ASR by SRC/DST equipment Allows the operator to generate reports on ASR

statistics sorted by the names of origination and
termination equipment.

Statistics by time

Allows the operator to generate reports on ASR
statistics with data grouped by predefined time
intervals and sorted by customers and vendors

Settlements by customer/vendor

Allows the operator to generate reports on settlements
between the SysO and its customers and vendors

Profitability reports Allows the operator to generate a variety of
profitability reports
Top areas Allows the operator to generate a variety of reports on

the System statistics for different geographic areas

Custom reports

Allows the operator to create customized invoices by
applying different filtering and sorting criteria to the
CDRs available in the DB.

Reports for rate plan

Allows the operator to view termination rates charged

preparation by vendors for different destinations together with
statistics for the dial peers. Based on these data the
operator can decide on the pricing policy with respect
to customers.

Charts Allows the operator to create charts visualizing

system statistics

5.8.1

ACTIVE CALLS BY CUSTOMERS / ACTIVE CALLS BY VENDORS

These two objects provide real time graphical representation of calls originated by customers

and handled by vendors.

Both objects allow monitoring of all calls currently handled by the System, as well
monitoring individual calls for selected customers/vendors (up to 7 at a time).

To add a customer/vendor to the list of monitored objects select the customer/vendor name in

the left box and click the J button. Click the ;I button to remove a customer/vendor

from the list.
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Use the il and E‘ buttons to move all the records from the left box to the right and

vice versa.

[ mera.rU
] mera
[ an cans

{0} Active calls by customers

* Customers 123125

125

Andrey Yakovley
ART-TELECOM.RL
Customer 01,01.01
Cuskorner 01,113
Cuskomer 01,2175
Cuskomer 01,2177
MFI_customer
MFI_hosted

=

all calls
MER.&
MERA.RLI

Zubmit |

Fig. 109 Graphical representation of active calls

The time displayed in the graphs is server time.

Note: To be able to view graphs of calls you should have the Adobe® Flash Player plug-in

installed on your computer. To
http://www.adobe.com/go/getflashplayer.

download

the

player visit

5.8.2 ASR BY CUSTOMER/VENDOR

This object allows the operator to generate reports on ASR statistics sorted by customers and

vendors.
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http://www.adobe.com/go/getflashplayer

{C} Create report

Submit |

* Repart type |.ﬁ.SR by Customer ;I

* Fram (Y-M-D himes) |[2007-December-03 00:00:00

* Through (-M-D hem:s) |[2007-December-04 00:00:00

fiter by Customer |[01 | MERA, |
include child records | [
fitter by Wendor | |

include child records | [

Area ILINITED STATES MEW YORE

|4

Crigination equipment I
(if: prott)
Tetmination equipment
(if: proet)

Time zone | v|

Report

=l
Submit |

Fig. 110 Creating “ASR by customer/vendor” report

To generate a report specify the following information in the ‘Create report’ dialog box (the
fields marked with an asterisk are required fields):

*Report type — select the type of the report using the drop-down list of the combo box
*From... / *Through... — specify the start and end date of the reporting period

filter by Customer — select the name of the customer from the drop down list of the combo
box

include child records — select this check box if you want the report to include the

information about calls pertaining to the users affiliated with this customer (see section
3.9.1)

filter by Vendor — select the name of the vendor from the drop down list of this combo box

include child records — select this check box if you want the report to include the
information about calls pertaining to the users affiliated with this vendor (see section 3.9.1)

Area — select the name of the geographic area

Origination equipment/Termination equipment — enter the IP address and port of the
origination/termination equipment. Using the metacharacter “%”, whose function is similar
to the function of the comparison operator “Like”, you can enter patterns of IP addresses in
these fields. For example, in case you enter the pattern “192.168.32%” in the field
‘“Termination equipment’ and leave the field ‘Origination equipment’ empty, the report will
include information only about calls involving termination equipment with IP addresses
beginning with “192.168.32”.

Time zone — this combo box allows selection of the time zone for the created report. The
time specified in the fields from... and through... will be the time of the selected time zone.
The time displayed in the columns First call and Last call of the report will be recalculated
for the defined time zone. In case the time zone is not defined the report is created in the
System local time configured with the help of the configuration parameter Time zone (see
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section 5.9.1). The time zone a customer/vendor is associated with is configured with the
help of the same-name parameter in the object Customers/Vendors (see section 5.1.1).

This done, click the ‘Submit’ button.

Below the dialog box you will see the report and the table ‘All reports’. Information about
the data presented in the report and the table is given below.

Report “ASR by Customers/Vendors”

] Report "ASR by customerivendor”

Fig. 111 Report “ASR by customer/vendor”

Each line of the report comprises the following data:
ID — unique identifier of the report;

Customer/Vendor — hierarchical classifier and the name of the customer or the vendor
depending on the type of the report selected;

Total calls — total number of calls originated/terminated by the customer/vendor during the
reporting period,;

Failed calls — number of failed calls;

Total duration (min) — total duration of calls in seconds;

ASR — ASR value;

Average PDD — average PDD value

Average duration (min) — average duration of a call;

First call — date and time of the first call that took place during the reporting period;

Last call — date and time of the last call that took place during the reporting period.

Table “All reports”

1 All reports 11
r 1

g
|7 Fep.# 701, ASR by YWendor, 2006-07-01 00:00:00 - 2006-03-01 00:00:00, last generate: ED?

[T B4z Repd 642, ASR by Vendor, 2006-01-01 00;00:00 - 2007-01-01 000000, only orig. eguip. '
|_- _551 _ Fep & EE1L.&SH tgq,-' _@ustu:u[ner, gEIEIE-EH jl;l1 _EIEI:IIIIII:EIIII - 2_IZI_EI?'-EI1_-I;I1_ 00:00:00, last generate: :

Fig. 112 Table of “ASR by Customer/Vendor” reports

This table presents information about previously generated reports:
ID — unique identifier of the report;

Description — report-related information (ID, type, reporting period, date and time of
generation);
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Report type — report type;
From... / Through... — start and end date of the reporting period,

Origination  equipment/Termination equipment — [P  addresses of the
origination/termination devices

The operator can view previously generated reports. For this, select the report of interest
from the drop-down list of the ‘Report’ combo box (the dialog box ‘Create report”) and click
the ‘Submit’ button (see Fig. 113). The population of the drop-down list of this combo box is
similar to the population of the table ‘All reports’.

Termination equipment (ip:port) |

b}
¥
Report IREp #: 642, A5R by Yendor, 2005-01-01 00:00:00 - 2007-01-01 3
k |

- P S, R . PR W P S ¥ —_— P S, tEE

Fig. 113 Opening previously generated report

Unused and obsolete reports can be removed from the table. For this, invoke the pop-up
menu and select the appropriate command.

5.8.3 ASR BY SRC/DST IP

This object allows the operator to generate reports on ASR statistics sorted by IP addresses of
origination and termination equipment.

{0} Create report

Submit |

* Repart type |.ﬁ.SR by Sowrce P 7|

* From [v--0 bomes) IEDD?-December-DS 00:a0:00

* Through (r'-h-D heemes) IEDD?-December-Dﬂl 00:a0:00

fiter by Customer |[01 | MERA |
include child records | [T
fitter by Wendor | |

include child records | [T

Qrigination equipment Cigport) |

Termination equipment (ipport) I

Time zone I LI
Report | |

Submit |

Fig. 114 Creating “ASR by source/destination IP” report

To generate a report specify the following information in the ‘Create report’ dialog box (the
fields marked with an asterisk are required fields):

*Report type — select the type of the report using the dropdown list of the combo box;
*From... / *Through... — specify the start and end date of the reporting period;

MVTS Il v. 1.2.0 page 157 of 216



filter by Customer — select the name of the customer from the drop down list of the combo
box;

include child records — select this check box if you want the report to include the
information about calls pertaining to the users affiliated with this customer (see section
3.9.1);

filter by Vendor — select the name of the vendor from the drop down list of this combo box;

include child records — select this check box if you want the report to include the
information about calls pertaining to users affiliated with this vendor (see section 3.9.1);

Origination equipment/Termination equipment — enter the IP address and port of the
origination/termination equipment. Using the metacharacter “%”, whose function is similar
to the function of the comparison operator “Like”, you can enter patterns of IP addresses in
these fields. For example, in case you enter the pattern “192.168.32%” in the field
‘Termination equipment’ and leave the field ‘Origination equipment’ empty, the report will
include information only about calls involving termination equipment with IP addresses
beginning with “192.168.32”.

Time zone — this combo box allows selection of the time zone for the created report. The
time specified in the fields from... and through... will be the time of the selected time zone.
The time displayed in the columns First call and Last call of the report will be recalculated
for the defined time zone. In case the time zone is not defined the report is created in the
System local time configured with the help of the configuration parameter Time zone (see
section 5.9.1). The time zone a customer/vendor is associated with is configured with the
help of the same-name parameter in the object Customers/Vendors (see section 5.1.1).

This done, click the ‘Submit’ button.

Below the dialog box you will see the report and the table ‘All reports’. Information about
the data presented in the report and the table is given below.

Report “ASR by Source/Destination IP”

] Report "ASR by source/destination IP"

R

go4 | 192168132131:100135 | 4 3 47 25 |47 2006-Jul-14 11 :f
804 192168132.151:10017 |1 1] g9 1 =2] 2006-Jul-27 11 :j
804 192163132151:10012 | 9 3 24 EBY |40 2006-Jul-14 115
| A DA ATt A S a2 s a 4 T At | D - s~ A """'4"'\"

Fig. 115 Report “ASR by source/destination IP”

Each line of the report comprises the following data:
ID — unique identifier of the report;

IP address — IP address of the origination or termination device depending on the type of the
report selected,;

Total calls — total number of calls originated/terminated by the customer/vendor during the
reporting period;

Failed calls — number of failed calls;

Total duration — total duration of calls in seconds;
ASR — ASR value;

Average duration — average duration of a call;

First call — date and time of the first call that took place during the reporting period;
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Last call — date and time of the last call that took place during the reporting period.

Table “All reports”

5.8.4

1 All reports
-

281 | Repd 381, ASR by Source [P, 2000-01-07 00:00:00 - 2000-01-01 00:00:00, last generate: 2
382 | Rep.#: 382, ASR by Source [P, 2006-07-10 1 2:00:00 - 2006-07-10 13:00:00, last generate: 2
372 | Rep.: 372, ASR by Source P, 2001-01-01 00:00:00 - 2002-01-01 00:00:00, last generste: 2

i i

Fig. 116 Table of the “ASR by source/destination IP” reports

This table presents information about previously generated reports:

ID — unique identifier of the report;

Description — report-related information (ID, type, reporting period, date and time of
generation);

Report type — report type;

from.../through...— start and end date of the reporting period;

Origination equipment/Termination equipment — [P  addresses of the
origination/termination devices.

The operator can view previously generated reports. For this, select the report of interest
from the drop-down list of the ‘Report’ combo box, the dialog box ‘Create report” and click
the ‘Submit’ button (see Fig. 117). The population of the drop-down list of this combo box is
similar to the population of the table ‘All reports’.

Termination equipment (ip: po) | l

Report IRep.#: 381, ASR by Source IP, 2000-01-01 00:00;00 - 2EIEIEI-Ii

P . — - e PR— — . . -

Fig. 117 Opening previously generated report

Unused and obsolete reports can be removed from the table. For this, invoke the pop-up
menu and select the appropriate command.

ASR BY SRC/DST EQUIPMENT

This object allows the operator to generate reports on ASR statistics sorted by the names of
origination and termination equipment.
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{0} Create report

Submit |

* Repott type IP.SR by Source Equipment ;I

* From (v-M-D humes) (2007-December-03 00:00:00

* Thraugh (¥-M-D kem:s) ||2007-December-04 00:00:00

fitter by Customer |E|1 | MER.A j
include child records | [T
fitter by Yendar | LI
include child records | [

Origination eqguipment (ip:port)

|

Termination equipment (ip:port) I

Time zone I LI
|

Feport

=l
Subrmit |

Fig. 118 Creating an “ASR by source/destination equipment” report

To generate a report specify the following information in the ‘Create report’ dialog box (the
fields marked with an asterisk are required fields):

*Report type — select the type of the report using the dropdown list of the combo box;
*from.../*through... — specify the start and end date of the reporting period;

filter by Customer — select the name of the customer from the drop down list of the combo
box;

include child records — select this check box if you want the report to include the
information about calls pertaining to the users affiliated with this customer (see section
3.9.1);

filter by Vendor — select the name of the vendor from the drop down list of this combo box;

include child records — select this check box if you want the report to include the
information about calls pertaining to the users affiliated with this vendor (see section 3.9.1);

Origination equipment/Termination equipment — enter the IP address and port of the
origination/termination equipment. Using the metacharacter “%”, whose function is similar
to the function of the comparison operator “Like”, you can enter patterns of IP addresses in
these fields. For example, in case you enter the pattern “192.168.32%” in the field
‘Termination equipment’ and leave the field ‘Origination equipment’ empty, the report will
include information only about calls involving termination equipment with IP addresses
beginning with “192.168.32”.

Time zone — this combo box allows selection of the time zone for the created report. The
time specified in the fields from... and through... will be the time of the selected time zone.
The time displayed in the columns First call and Last call of the report will be recalculated
for the defined time zone. In case the time zone is not defined the report is created in the
System local time configured with the help of the configuration parameter Time zone (see
section 5.9.1). The time zone a customer/vendor is associated with is configured with the
help of the same-name parameter in the object Customers/Vendors (see section 5.1.1).

This done, click the ‘Submit’ button.
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Below the dialog box you will see the report and the table ‘All reports’. Information about
the data presented in the report and the table is given below.

Report “ASR by Source/Destination equipment”

] Report "ASR by source/destination Equipment”

&

3

4
1382 | Equipmert 2132 2 12 minz 0 zecs B7 ;
1382 | Equipment 2133 1 18 minz 0 secs 86
1382 | Equipmert 2134 0 G minz 0 secs 1
1382 | Equipmert 2135 12 0 36 minz 0 zecs 1
1382‘ _Equipment_?“l 36 g EI_ 27 minz 0 zecs 1 !’

Fig. 119 Report “ASR by source/destination equipment”

Each line of the report comprises the following data:
ID — unique identifier of the report;

Equipment — name of the origination or termination device depending on the type of the
report selected,;

Total calls — total number of calls originated/terminated by the customer/vendor during the
reporting period;

Failed calls — number of failed calls;

Total duration — total duration of calls in seconds;

ASR — ASR value;

Average duration — average duration of a call;

First call — date and time of the first call that took place during the reporting period;

Last call — date and time of the last call that took place during the reporting period.
Table “All reports”

1 All reports

-

1250 | Rep.# 1250, ASR by Source Equipment, 2006-01-01 00:00:00 - 2007-01-01 00:00:00,
1382 | Rep.# 1382, ASR by Source Equipment, 2008-01-01 00:00:00 - 2007-01-01 00:00:00,
1160 | Rep#: 1160, ASR by Destination Equipment, 2006-01-01 00:00:00 - 2007-01 -0 00:00:

i
;
1159 | Rep.# 1159, A5R by Source Equipment, 2006-01-01 00:00:00 - 2007-01-01 00:00:00, 5
|
§

1o i

Fig. 120 Table of the “ASR by source/destination equipment” reports

This table presents information about previously generated reports:
ID — unique identifier of the report;

Description — report-related information (ID, type, reporting period, date and time of
generation);

Report type — report type;

from.../through...— start and end date of the reporting period;
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5.8.5

Origination  equipment/Termination equipment — [P  addresses of the
origination/termination devices.

The operator can view previously generated reports. For this, select the report of interest
from the drop-down list of the ‘Report” combo box, the dialog box ‘Create report’ and click
the ‘Submit’ button (see Fig. 121). The population of the drop-down list of this combo box is
similar to the population of the table ‘All reports’.

Tetmination equipment (ig: po) |

PSP

Feport | Rep.#: 1159, ASK by Source Equiprnent, 2006-01-01 00:00:

Subimj

Ly

Fig. 121 Opening a previously generated report

Unused and obsolete reports can be removed from the table. For this, invoke the pop-up
menu and select the appropriate command.
STATISTICS BY TIME

This object allows the operator to generate reports on ASR and other statistics with data
grouped by predefined time intervals and sorted by customers and vendors.

{05 Create report

Submit |

* Report type IStatistics by Customer j

* Time Lnit IDays TI

*Frotm (-M-D himes) IEDDT-December-DS 0o:00:00

* Through (-0-D hrmes) IEDD?-December-DS 15172

Interval %
* Customerendaor ||:|1.22|:|? | 123123 ;I
fitter by VendoriCustomer | |

include child records | [T

Area

Origination equipment (ip:port)

Termination equipment (ip:port)

Titme zone

Report

=
Submit |

Fig. 122 Creating a “Statistics by time” report

To generate a report specify the following information in the ‘Create report’ dialog box (the
fields marked with an asterisk are required fields):

*Report type — select the type of the report using the drop-down list of the combo box;

*Time unit — define the time unit to be used for grouping data (minute, hour, day, week,
month, year)
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*from.../*through... — specify the start and end date of the reporting period;

Interval — use this group of parameters to define time intervals taken into account during
report creation;

filter by Customer — select the name of the customer from the drop down list of the combo
box;

include child records — select this check box if you want the report to include the
information about calls pertaining to the users affiliated with this customer (see section
3.9.1);

filter by Vendor — select the name of the vendor from the drop down list of this combo box;

include child records — select this check box if you want the report to include the
information about calls pertaining to the users affiliated with this vendor (see section 3.9.1);

Area — select the destination area you are interested in;

Origination equipment/Termination equipment — enter the IP address and port of the
origination/termination equipment. Using the metacharacter “%”, whose function is similar
to the function of the comparison operator “Like”, you can enter patterns of IP addresses in
these fields. For example, in case you enter the pattern “192.168.32%” in the field
‘Termination equipment’ and leave the field ‘Origination equipment’ empty, the report will
include information only about calls involving termination equipment with IP addresses
beginning with “192.168.32”.

Time zone — this combo box allows selection of the time zone for the created report. The
time specified in the fields from... and through... will be the time of the selected time zone.
The time displayed in the columns First call and Last call of the report will be recalculated
for the defined time zone. In case the time zone is not defined the report is created in the
System local time configured with the help of the configuration parameter Time zone (sce
section 5.9.1). The time zone a customer/vendor is associated with is configured with the
help of the same-name parameter in the object Customers/Vendors (sce section 5.1.1).

This done, click the ‘Submit’ button.

Below the dialog box you will see the report and the table ‘All reports’. Information about
the data presented in the report and the table is given below.

Report “Statistics by time”

1 Report "Statistics by time"

it S R, L

1052 |01 | MERA. 2006-Hoy-14 00:00:00 7 i 0 minz 0
1052 |01 |MERA 2006-Mary-15 00:00:00 2 2 0 minz 0
1052 |01 | MERA 2006-foy-16 00:00:00 26 iy 0 minz &
1052 |01 | MERA 2006-Hoy-17 00:00:00 4 4 0 minz 0 f
1053 |01 | MERA. 2006-0ct-01 00:00:00 1 0 0 mins 19}
1054 | 01.01 | MERA RLU 2006-Zep-01 00:00:00 | o 0 minz D?

Fig. 123 Report “Statistics by time”

Each line of the report comprises the following data:
ID — unique identifier of the report;

Customer/Vendor — hierarchical classifier and the name of the customer or the vendor
depending on the type of the report selected;

Date — starting date and time of the interval;
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Total calls — total number of calls originated/terminated by the customer/vendor during the
reporting period;

Failed calls — number of failed calls;

Total duration — total duration of calls in seconds;
ASR — ASR value;

Average duration — average duration of a call;

Customer’s payables (domestic currency) — amount due from the Customer in the SysO’s
domestic currency;

Vendor’s receivables (domestic currency) — amount due to the Vendor in the SysO’s
domestic currency;

First call — date and time of the first call that took place during the reporting period;
Last call — date and time of the last call that took place during the reporting period.

Table “All reports”

1 All reports ]

- [
4
1052 | Rep#: 1052, ASR by Days by Customer: MERA, 2006-11-13 Q0:00:00 - 2006-11-18 00:0 f
1053 | Rep#: 1053, ASRE by Months by Wendor: MERA, 2006-03-01 00:00:00 - 2006-12-01 EIEI:III;!
1024 | Rep #1054, ASRE by Months by Wendor: MERA R, 2006-09-01 00:00:00 - 2008-12-01 0
1055 | Rep#: 1055, ASR by Hours by Customer: MERA, 2006-11-16 00:00:00 - 2006-11-17 00:0

O

Fig. 124 Table of the “Statistics by time” reports

This table presents information about previously generated reports:

ID — unique identifier of the report;

Description — report-related information (ID, type, reporting period, date and time of
generation);

Report type — report type;

from.../through — start and end date of the reporting period;

Origination  equipment/Termination equipment — [P  addresses of the
origination/termination devices.

The operator can view previously generated reports. For this, select the report of interest
from the drop-down list of the ‘Report’ combo box (the dialog box ‘Create report’) and click
the ‘Submit’ button (see Fig. 125). The population of the drop-down list of this combo box is
similar to the population of the table ‘All reports’.

Termination equipment (ip:port) I

Report | Rep.#: 1081, ASR by Hours by Customer: MERA, 2006-11-01 00:
Subimi

_ VO ey T

- A n a o a R . e a B P Y —_— P T

Fig. 125 Opening a previously generated report
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5.8.6

Unused and obsolete reports can be removed from the table. For this, invoke the pop-up
menu and select the appropriate command.

SETTLEMENTS BY CUSTOMER/VENDOR

This object allows the operator to generate reports on settlements between the SysO and its
customers and vendors.

{C} Create report

* Report type ISettIements by Customer ;I

* From (-M-D bemes) 2007 December-03 00:00:00

* Thraugh (Y-M-D hem:s) |[2007-December-04 00:00:00

* Customerfendor I Al customersivendors - ;I
fitter by VendoriCustamer | |

include child records | [T

Time zone | j
Report I j

Fig. 126 Creating a “Settlements by Customer/Vendor” report

To generate a report specify the following information in the ‘Create report’ dialog box (the
fields marked with an asterisk are required fields):

*Report type — select the type of the report using the dropdown list of the combo box;
*from.../*through... — specify the start and end date of the reporting period;

*Customer/Vendor — specify the name of the customer or vendor depending on the type of
the report selected;

filter by Vendor /Customer— select the name of the customer/vendor depending on the type
of the report selected,

include child records — select this check box if you want the report to include the
information about calls pertaining to the users affiliated with the customer/vendor (see
section 3.9.1);

Time zone — this combo box allows selection of the time zone for the created report. The
time specified in the fields from... and through... will be the time of the selected time zone.
The time displayed in the columns First call and Last call of the report will be recalculated
for the defined time zone. In case the time zone is not defined the report is created in the
System local time configured with the help of the configuration parameter Time zone (sce
section 5.9.1). The time zone a customer/vendor is associated with is configured with the
help of the same-name parameter in the object Customers/Vendors (sce section 5.1.1).

This done, click the ‘Submit’ button.

Below the dialog box you will see the report and the table ‘All reports’. Information about
the data presented in the report and the table is given below.

Report “Settlements by Customers/Vendors”
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] Report "Settlements by Customer/\/endor”

805 |01  |MERA CHILE SANTIAGO (5627) |163026 | 163026 |1 1
805 |01  |MERA GREECE (30) 0 0 B |5
805 |01 | MER& UMITED STATES (1) 0 0 1 1
05|01 |MER& | 40 |12

Fig. 127 Report “Settlements by Customer/Vendor”

Each line of the report comprises the following data:
ID — unique identifier of the report;

Customer/Vendor — hierarchical classifier and the name of the customer or vendor
depending on the type of the report selected,;

Area — name of the call destination area;

Minimum rate/Maximum rate — minimum and maximum call termination rates to this
destination area used during the reporting period. The rates are determined based on the data
specified in the field ‘Rate’ of the table of dial peers (report “Settlements by vendors™) or of
the table of destinations (report “Settlements by customers”). For example, during the
reporting period the following four dial peers have been used for call termination to a certain
area:

Name Rate
Dial peer 1 0.1
Dial peer 2 0.2
Dial peer 3 0.3
Dial peer 4 0.4

In this case the columns “Minimum rate” and “Maximum rate” will display 0.1 and 0.4,
respectively.

Total calls — total number of calls originated/terminated by the customer/vendor;
Successful calls — total number of successful calls;

ASR —ASR value;

Average duration — average duration of calls in seconds;

Total duration — total duration of calls in seconds;

Amount — due amount/amount to be paid depending on the type of report selected;
First call — date and time of the first call that took place during the reporting period;
Last call - date and time of the last call that took place during the reporting period;
Average PDD - average PDD (Post Dial Delay) value.

Table “All reports”

-

-

i o
"'E-. ool b IR
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1 All reports

-

-'i
[T 746 Rep#: 746, Settlements by customer - Customer 01 .01.01, 2000-01-01 00:00:00 - 2002-01-01
[ 7aa Fep#: 744, Settlemerts by customer - Customer 01 .01.01, 2000-01-01 00:00:00 - 2009-01-01

[ 745 Rep#: 745, Settlements by customet  Customer 01.01.01, 2000-01-01 00:00:00 - 2007-01-M1 I:Ij

Fig. 128 Table of the “Settlements by Customer/Vendor” reports

This table presents information about previously generated reports:
ID — unique identifier of the report;

Description — report-related information (ID, type, reporting period, date and time of
generation);

Report type — report type;

from.../through... — start and end date of the reporting period.

The operator can view previously generated reports. For this, select the report of interest
from the drop-down list of the ‘Report’ combo box, the dialog box ‘Create report’, and click

the ‘Submit’ button (see Fig. 129). The population of the drop-down list of this combo box is
similar to the population of the table ‘All reports’.

* Customeriendor |[01.01.01 | Customer 01.01.0: | i
Report IRep.#: 381, Settlements by customer |, 2000-01-01 00:00:

Fig. 129 Opening a previously generated report

Unused and obsolete reports can be removed from the table. For this, invoke the pop-up
menu and select the appropriate command.

5.8.7 PROFITABILITY REPORTS

This object allows the operator to generate a variety of profitability reports.

{0} Create report
* Customer 01,2185 | Customer A |
*Wendor |[01.2186 | Yendor B |
*From |[2006 = |- {30 =|-[o1 =] o0 =]:|o0 =]: o0 =]
*Through ||2006 ¥ | - |aug x| -0t =] Joo = fo0 =|:fo0 =]
Report I LI

Fig. 130 Creating a profitability report

To generate a report specify the following information in the ‘Create report’ dialog box (the
fields marked with an asterisk are required fields):
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*Customer/*Vendor — use these combo boxes to select the type of report. In addition to the
lists of customers and vendors both combo boxes include the options ‘Total’ and ‘All
customers/vendors’. Choosing different combinations of the settings of these combo boxes
you can generate the following reports:

Table 21 Types of profitability reports

Combination of the combo boxes

Customer-Vendor

Type of report

Total

— Total

Global profitability report for the specified
period

All customers — Total

Global profitability report for the specified
period sorted by customers

Total

— All vendors

Global profitability report for the specified
period sorted by vendors

All customers — All vendors

Profitability of calls for all occurring
Customer-Vendor pairs

Customer A — All vendors

Profitability of all calls originated by
Customer A sorted by vendors

All customers — Vendor B

Profitability of calls terminated by Vendor B
sorted by customers

Customer A — Vendor B

Profitability of calls originated by Customer A
and terminated by Vendor B

Customer A — Total

Profitability of calls originated by Customer A

Total

—Vendor B

Profitability of all calls terminated by Vendor
B

*from.../*through... — specify the start and end date of the reporting period.

This done, click the ‘Submit’ button.

Below the dialog box you will see the report and the table ‘All reports’. Information about
the data presented in the report and the table is given below.

Report “Profitability”

1301
1301
1301
1301
1301
1and L

] Report "Profitability"

1.0 .01 | Customer 01.01.09 | - Total -

01.02 | Customer 01 .02
01.03 | Customer 01.03
01.04 | Customer 01 .04
01 .05 | Customer 01 .05
09_06 | Custnmer 01 05

s . T S

-42 01143 8.21805 00E3

- Total - |11 01143 403179 007

- Total - |8 00966 1.87345 o7

- Total - | -5 o177 32679 0093
~Total - [0 1
e TrlElS s ORI AETA .. LopsAd

Fig. 131 Profitability report

Each line of the report comprises the following data:

ID — unique identifier of the report;
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Customer - hierarchical classifier and the name of the customer;
Vendor - hierarchical classifier and the name of the vendor;

Profitability — profitability value;

Note: Profitability is calculated by the formula:

('customer payables - vendor receivables) / vendor receivables ) * 100

If vendor receivables=0, the System will display ““9999999999”

Minimum rate (destination)/Maximum rate (destination) — minimum and maximum call
termination rates for the customer(s) used during the reporting period. The rates are
determined based on the data specified in the field ‘Rate’ of the table of destinations.
Minimum rate (dial peer)/Maximum rate (dial peer) — minimum and maximum call
termination rates for the SysO used during the reporting period. The rates are determined
based on the data specified in the field ‘Rate’ of the table of dial peers.

Total calls — total number of calls;

Failed calls — number of failed calls;

Total duration — total duration of calls in seconds;

Customer chargeable duration — chargeable call duration for the customer(s). Chargeable
duration can differ from the value displayed the ‘Total duration’ field since there can be
different billing schemes applied to the calls.

SysO chargeable billable duration — chargeable call duration for the SysO. Chargeable
duration can differ from the value displayed the ‘Total duration’ field since there can be
different billing schemes applied to the calls.

ASR — ASR value;

Average duration — average duration of call sessions;

Average PDD — average PDD value;

Customer payables — amount due from the customer(s) in the SysO’s domestic currency;
Vendor receivables — amount due to the vendor(s) in the SysO’s domestic currency;

Margin - the difference between customer payables and vendor receivables in domestic
currency;

First call — date and time of the first call that took place during the reporting period;

Last call — date and time of the last call that took place during the reporting period.

Table “All reports”

1 All reports

1161 | Rep.#: 1161, Profitabilty by Total - Total, 2006-01-01 00:00:00 - 2007-01 -01 00:00:00,
1162 | Rep.#: 1162, Profitabilty by AN - All, 2006-01-01 00:00:00 - 2007-01-01 00:00:00, last g
1163 | Rep.#: 1163, Profitabilty by 01 - 01.01, 2006-01-01 00:00:00 - 2007-01-01 00:00:00, |a
1164 | Rep.#: 1164, Profitabilty by AI-01.01, 2006-01-01 00:00:00 - 2007-01-01 00:00:00, |2

RERY demrm B ol b . ol ArTE - R L I e T L |

i L L

i=l=i=is=

e

Fig. 132 Table of the profitability reports

This table presents information about previously generated reports:
ID — unique identifier of the report;

Description — report-related information (ID, type, reporting period, date and time of
generation);
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5.8.8

Report type — report type;
from.../through — start and end date of the reporting period;
Customer/Vendor — customer and vendor names;

The operator can view previously generated reports. For this, select the report of interest
from the drop-down list of the ‘Report’ combo box (the dialog box ‘Create report’) and click
the ‘Submit’ button (see Fig. 133). The population of the drop-down list of this combo box is
similar to the population of the table ‘All reports’.

* Through |2un5J [aug =|-[o1 =] |oo =] :|o0 =]: |00 =]

Report IREp #: 1161, Profitability by Total - Total, 2006-01-01 00:00:00

Fig. 133 Opening a previously generated report

g
d ]

Unused and obsolete reports can be removed from the table. For this, invoke the pop-up
menu and select the appropriate command.

TOP AREAS

This object allows the operator to generate a variety of reports on the System statistics for
different geographic areas.

(0% Create report
* Customer |- 4ll customers - =]
*vendor |- all vendars - |
* From (v-M-D homes) IEDD?-December-DS 00:00:00

* Through (r'-h-D heemes) IEDD?-December-D4 000000

* Report type ISDrt b minutes ;I

* Mumber of top areas |25

Report I

=
Submit |

Fig. 134 Creating a “Top areas” report

To generate a report specify the following information in the ‘Create report’ dialog box (the
fields marked with an asterisk are required fields):

*Customer/*Vendor use these combo boxes to select the customer and vendor;
*from.../*through — start and end date of the reporting period;
*Report type — select the data sorting criterion for the report:

=  Sort by minutes

= Sort by ASR

=  Sort by Profit

= Sort by the number of calls
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*Number of top areas — this field allows the operator to define the number of top areas (i.e.
the areas with the best figures for the selected sorting criterion), for which the report will be
generated. To generate a report for all areas, enter the number equal to or higher than the
number of records in the table ‘Area prefixes’.

This done, click the ‘Submit’ button.

Below the dialog box you will see the report and the table ‘All reports’. Information about
the data presented in the report and the table is given below.

Report "Top areas”

] Report "Top areas” ]

]
1542 | BRAZIL BELO HORIZOMTE 205 Tar2 B3 20739 mins 0 zecs !
1542 | DowMICARN REPUBLIC MOBILE | 11 71a1 GESE 20055 mins 0 secs !
1542 | BRAZIL RECIFE 214 4345 4635 13914 minz 0 zecs ‘1
1542 | PHILIPPINES MAMILA PLDT 113 4015 a7 11373 minz 0 gecs ]
1542 ‘GU.&TEMAL.& MBILE 4 ) ISSj ) 3268 9304 mins 0 secs K

Fig. 135 Top area report

Each line of the report comprises the following data:
ID — unique identifier of the report;

Area — the name of the geographic area;
Profitability — profitability value;

Total calls — total number of calls;

Successful calls — number of successful calls;

Total duration — total duration of calls in seconds;

ASR — ASR value;

Average duration — average duration of call sessions;

Average PDD — average PDD value;

Customer payables — amount due from the customer(s) in the SysO’s domestic currency;
Vendor receivables — amount due to the vendor(s) in the SysO’s domestic currency;
First call — date and time of the first call that took place during the reporting period;

Last call — date and time of the last call that took place during the reporting period.

Table “All reports”

1 All reports ,
!

1265 | Rep#: 1265, Sort by minutes, Top 25, Total - MERA, RI, 2006-01-01 00:00:00 - 2007-01 'i
1266 | Rep#: 1266, Sort by minutes, Top 25, Total - Total, 2000-01-01 00;00:00 - 2000-01-01 00
1267 | Rep#: 1267, Sart by minutes, Top 25, Total - Total, 2006-04 04 00:00:00 - 2007-04-04 né
1281 | Rep#: 1281, Sort by profit, Top 25, Total - Total, 2006-01-01 00:00:00 - 2007-01-01 un:né
1521 | Rep# 1521, Sort by minutes, Top 25, Totsl - Total, 2000-01-01 00:00:00 - 2000-01-01 0

A o |

Fig. 136 Table of the “Top area” reports
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5.8.9

This table presents information about previously generated reports:
ID — unique identifier of the report;

Description — report-related information (ID, type, reporting period, date and time of
generation);

Report type — data sorting criterion;
from.../through... — start and end date of the reporting period;
Customer/Vendor — customer and vendor names.

The operator can view previously generated reports. For this, select the report of interest
from the drop-down list of the ‘Report’ combo box (the dialog box ‘Create report’) and click
the ‘Submit’ button (see Fig. 137). The population of the drop-down list of this combo box is
similar to the population of the table ‘All reports’.

* Mumber of top areas |

ikl

Report I Fep# 1265, Sort by minutes, Top 25, Total - MERA RU, 2006-01 -

Submi

T Ty

& . B n et B R . A R P W T P

Fig. 137 Opening a previously generated report

Unused and obsolete reports can be removed from the table. For this, invoke the pop-up
menu and select the appropriate command.

CUSTOM REPORTS

This object allows the operator to create customized reports by applying different filtering
and sorting criteria to the CDRs available in the DB.
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(0% Create report

*®
Report | iopn by Customer w
tvpe

* Fram 2008-January-15 00:00:00
* Through | z008-January-15 15:23:37

Filker b T
Cuskormer

include

child | ]

records

Filker by 7
Yendaor

include

child | (]

records
Area w
Origination
equiprment
(ip:port)
Termination
equiprment
(ip:port)
Time zone »

Report

Ly b il ot ot g o b e e e o e s b S i o sl B ol i

Fig. 138 Creating a customized report

To generate a customized report specify the following information in the ‘Create report’
dialog box (the fields marked with an asterisk are required fields):

*from/*through — use these controls to specify the period for which you want to generate a
report;

DST number used for routing — called party number after the "IN DST translate"
modification but before the "OUT DST translate" modification (see section 5.2.1), i.e. the
destination number as it was used by TMngr for call routing. Using the metacharacter “%”,
whose function is similar to the function of the comparison operator “Like”, you can enter
patterns of destination numbers in this field. For example, in case you enter the pattern
“123%?”, the report will include information only about calls involving destination numbers
beginning with “123”.

*Group DST numbers by first N digits — you can use this control to define how CDRs
should be grouped in the report. For example, if you select “3” all the calls to the numbers
beginning with the same three digits will be represented by a single line in the resulting
report. This parameter is valid only if the ‘DST number used for routing’ option is selected in
one of the fields “Group order’ (see below).

*Customer — select the name of the customer from the drop down list of this combo box;
*Vendor — select the name of the vendor from the drop down list of this combo box;

Area — select the area name from the drop down list of this combo box;

Minimum duration/Maximum duration — enter the minimum and maximum duration of
calls to be included in the report;

Disconnect code — use this combo box to define the disconnect code for the calls to be
included in the report;

Origination equipment (ip:port) /Termination equipment (ip:port) — enter the IP address
and port of the origination/termination equipment. The use of the metacharacter “%” is also
possible in these fields.
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Origination equipment/Termination equipment - select the names of the
origination/termination devices from the drop down lists of these combo boxes;
*Group order — define sorting criteria for the generated report and include the following
options:

= DST number used for routing

= Customer

® Vendor

= Area

= Disconnect code

= Source IP

= Destination IP

= Source equipment

= Destination equipment

Define one or several sorting criteria keeping in mind that the higher is the number of the
criterion the lower is its precedence. The figure below presents an excerpt of the report with
the options ‘Area’ and ‘Customer’ selected as the first and second sorting criteria,
respectively.

] Report "Custom” 3
d
.1
1
1781 | AFGHAMISTAR 01123 | Customer 01.123 1 1 3 J
1781 | AFGHAMISTAN 01 138 | Customer 01138 |1 1 3 %
1781 | AFGHAMISTAN 01 144 | Customer 01 144 | 1 1 3
1781 | AFGHAMISTARN MOBILE &\\W2C 01 123 | Customer 01 123 1 0 1] }
1781 | AFGHAMIZTAMN MOBILE &3WCC 01.135 | Customer 01.135 1 1 3
1781 | AFGHAMISTARMN MOBILE &\WiZC 01 165 | Customer 01165 3 3 9 i
1781 | AFGHAMISTAMN MOBILE &iCC 01.2102 | Custamer 01 2102 | 2 2 E ?
1781 | AFGHAMISTARN MOBILE &\\W2C 012140 | Customer 01 2140 |1 1 3 f
1781 | AFGHAMIZTAMN MOBILE &3WCC 01.2163 | Custamer 01 2163 | 2 2 61
1781 | AFGHAMISTARN MOBILE ROSHAN (01125 | Customer 01,125 2 2 5] 3
1781 | AFGHAMISTAMN MOBILE ROSHAR (01129 | Customer 01.129 1 1 3 i
1781 | AFGHAMISTAMN MOBILE ROSHAR (01 183 | Customer 01183 (5] 53 183
1781 | AFGHANISTAN MOBILE ROSHAN | 01185 | Customer 01185 |2 |2 |63

Fig. 139 Customized report

When finished with filling out the form click the Submit button.

Below the dialog box you will see the report and a table with a list of the previously
generated reports.

Generation of customized reports can take some time. Remember that the more CDRs are
involved and the more sorting criteria you apply, the longer it will take the System to
generate a report (especially when filtering or sorting by geographic areas is required).

In addition to the data selected as sorting criteria, the report will comprise the following
statistical data:
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Total calls — total number of calls;
Successful calls - number of successful calls;

Total duration — total duration of calls in seconds;

ASR — ASR value;

Average duration — average duration of call sessions;

Average PDD — average PDD value;

First call — date and time of the first call that took place during the reporting period;

Last call — date and time of the last call that took place during the reporting period.

Table “All reports”

5.8.10

1 All reports

-

e e B A B

1706 | Rep & 1708, All customers - MERA RU, etc., 2006-01-01 00:00:00 - 2007-01-01 IIID;l
1707 | Rep#: 1707, MERA RU - All vendors, etc., 2006-01-01 00:00:00 - 2007-01-01 00:Cf
1721 | Rep# 1721, All customers - All vendors, etc., 2006-01-01 00:00:00 - 2007-01-01
1722 | Rep# 1722 MERL RU - Al veEd-:lrs, etc., 2000-01 -Dj 00:00:00 - 2000-01-01 000

Inlalsls

Fig. 140 Table of customized reports

This table presents information about previously generated reports, such as report
description, generation date, sorting criteria, etc.

The operator can view previously generated reports. For this, select the report of interest
from the drop-down list of the ‘Report’ combo box (the dialog box ‘Create report) and click
the ‘Submit’ button (see Fig. 141). The population of the drop-down list of this combo box is
similar to the population of the table ‘All reports’.

Graup order (Sth) I "I
Report I Fep# 1761, MERA REU - Al wvendors, etc., 2008-01-01 00:00:00 -

L,

Submi

.

on Ban = R . - A P S ¥ —_— P S T

Fig. 141 Opening a previously generated report

Unused and obsolete reports can be removed from the table. For this, invoke the pop-up
menu and select the appropriate command.

REPORTS FOR RATE PLAN PREPARATION

The object Rates and statistics allows the operator to view termination rates charged by
vendors for different destinations together with statistics for the dial peers. Based on these
data the operator can decide on the pricing policy with respect to customers.
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(0% Show rates and statistics
Include "Enzkled"” | [
Exclude "Blocked" | W
Routing graugp | |
Group dial peers by routing group | [

Area |

Prefix pattern |1 234|

E_ Lp- e b oy
= 4
| IR

4
] Report !
r %
[T 1234 | UMITED STATES OHIO |01 | our Company A4285 | 11255 | 11255 i
[T 1234 | UMITED STATES CHIO empty record 1
Swichtoedtmode | Rows: 1z - Ea':';:f S = ?j
{C} Create customer-facing report ]
Il

] Customer-facing report

=

[ o114 11234 [UMITED STATESOHO . 286 . . . . g

Fig. 142 Rates and statistics
The object comprises four elements:

Show rates and statistics — a dialog box that serves for defining the dial peer filtering
criteria. Note that the field Prefix pattern allows the use of the metacharacters “%” and © ’

(see Appendix A).

Report — a table that shows a list of dial peers requested by the operator. The dial peers
(from 1 to 5) are grouped by prefixes. There is a record with an empty Vendor field beneath
every group (see Fig. 142). Using this record the operator can specify the rate at which the
operator will charge customers (see Fig. 143). If more than 5 dial peers with the same prefix
satisfy the specified criteria, the System displays a group of 5 least costly dial peers.

Create customer facing report — a tool for generation of a price list that can be later
exported into a CSV file and sent to customer.

Customer facing report — a table that includes generated price lists.
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¢/ Report
Prefix | 1234
Ares | UMITED STATES QHIO
Customer rate ||:|_|:|245

Ok | Cancel |

5.8.11

Fig. 143 Defining the customer rate

CHARTS

Use the ‘Chart’ dialog box to create a graphical representation of statistical data.

(&% Chart

* Diata type ITu:utaI calls vI
* Type of chart IEiars TI

Width (pelz) (400 0w
* Height (pxl=) || 300 -

* “endor ITu:up 10 - Total calls ;I

* ¥ axis gradustion value |1 i}

* Gradustion unit IH::-ur vI

* Frotn (¥ -M-D him:s) IEDD?-Nuvemher-DS 00: 0000

* Through (*-h-Dr heimis) IEDD?-December-DS 00: 0000

Submit |

Fig. 144 Configuring graphical representation of statistics

To display a graph fill the following fields of the ‘Chart’ dialog box (the fields marked with
an asterisk are required fields):

*Data type — use the drop-down list of this combo box to select the data of interest. The list
items include:

=  Total calls — total number of calls transferred to the termination partner

=  Profit — revenues gained from terminating traffic via the Vendor’s DPs

=  ASR - ASR average for the routing paths offered by the Vendor

=  ACD - session duration average for calls terminated through the Vendor (seconds)
*Type of chart — the drop-down list offers the following options:

=  Bars

= Lines

=  Line-points

= Area
= Points
= Pie
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=  Stackedbars

= Squared
*Width — specify the width of the plot area in pixels;
*Height — enter the plot area height in pixels;

*Vendor - select the name of the termination partner (Vendor) from the drop-down list. The
list also contains two alternate options for graphical representation:

= Top 10 — Total calls — top 10 Vendors that received biggest amounts of calls for
termination

= Top 10 — Profit — top 10 Vendor’s termination through which ensured most gains

*X axis graduation value — specify the size of the chart X axis graduation value, that is a
plotting step for the future graph (i.e. 1,2, 3, .... 5 etc.);

*Graduation unit — select a measurement unit for the graduation value configured above;

*from.../*through... — Specify the start and end date for the period the plot is expected to
cover.

When through with data entering, click the OK button to display a graphical representation
of the statistics.

Provider 1 - 43.2%
Provider 2 - 29,994

Provider3 - 12.8%
Provider 4 - 5. 4084
Provider 5- 4, 804
Provider6- 1.7%
Provider 7- 1,194
Provider 8- 0. 7%
Provider 9 - 0.3%

Provider 10 - 0.29%:

]
i
]
]
|
]
i
i
]
]

Server time: 2006.035.07 16:55:29

Total calls

. vemdor  Mumber
Provider 1 9661 F43.15%
Provider 2 BESSE 29 587%
Provider 3 2870 M12582%
Provicer 4 1205 §5.37%
Provider 5 1070 5 4.758%
Provider & 38971 .74%
Provider 7 246 11 10%
Provider 5 1597071 %
Prowider 9 65 f0.30%
Provicler 10 35 5016%

Fig. 145 Graphical and tabular representation of total-calls statistics
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5.9

CATEGORY GLOBAL SETTINGS

i Traffic Manager

--]_“| CustormersAtendors

--]_‘| Equiprnent

--]_‘| Termination

& Origination

--]_“| Debugging

-] CDRs

--]_‘| Billing

-] Statistics

|_——_|_“| Global settings

----- [ Systemn glabal settings

----- [} GUI settings

----- [ Disconnect codes

----- [) Disconnect sound aptions
----- [ Glabal area names

----- [ ASR notification threshalds
----- [ Global LAR settings

----- [ calling party category

----- |J UEZA states NPA-MNEK

----- [ DNS servers
----- [ RADIUS servers
----- [ Mail servers
----- [ Data import

[#-{] Logs

----- [ web password settings

The category ‘Global settings’ allows management of various System configuration

parameters.

Table 22 presents an overview of objects comprising the category “Configuration”.

Table 22 Objects of the category Configuration

Object

Description

System global settings

Presents a listing of the TMngr global configuration
parameters

GUI settings

Allows configuration of the web-interface

Disconnect codes

Provides reference about call disconnect codes

Global area names

Provides information about correspondence of area
codes to geographic areanames.

ASR notification thresholds

Presents the names of geographic areas and allows the
operator to set the ASR notification thresholds for the
areas.

Global LAR settings

Intended for configuration of the LAR (Look Ahead
Routing or re-routing) functionality.
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5.9.1

USA states NPA-NXX

Provides information about correspondence between
the names of USA states and NPA-NXX codes used
within those states.

Calling party category

Provides the list of Calling party categories and
allows the SysO to set up additional charges for
different categories of calling users.

Disconnect sound options

Allows the operator to configure sound files played to
the calling party depending on the received call
disconnect code.

DNS servers

Presents data for DNS servers.

RADIUS servers

Presents information about the RADIUS servers the
System interoperates with.

Mail servers

Allows the operator to configure the mail server(-s) to
be used for sending System notifications.

Data import

Allows the operator to import data into the DB.

Web password settings

Allows the operator to configure web-access
password policies.

SYSTEM GLOBAL SETTINGS

The view ‘System global settings’ presents a list of the TMngr configuration parameters.

1 System global settings i
Switch to edit mode I Fows: I 1-25 = I E] @ Rows on page: I 25 = I 1

[ | i

I_ Mative currency aD i

I_ DNS server IF 192.168.132.5

I_ DRSS server bineouk 1000 ms |0 EJ

I_ Murmber of calls For EMA calculation of Short ASF, 10 cals |1 1

I_ Murnber of calls for EMA calculation of Long &SR, z0 calls | 1 13

I_ Murnber of calls for EMA& calculation of ACD 20 cals |1

I_ Murnber of calls For EMA calculation of POC 40 cals |1

I_ Mumber of calls For EMA calculation of QoS 1300 sec, [0

I_ Mumber of calls for EMA calculation of Profitabilicy 20 calls |1 ;

I_ Average profitability period a00 sec, |1

I_ GElobal A5R notification threshold n.51 % |0 1

I_ Global ACD notification threshold 5 sec, |0

I_ GElobal POO notification threshold ] sec, [0

I_ Low disk. space notification threshaold 1000 ME |0 ‘i

I_ Matifications accumulation time 10 sec, |0 3

I__ In_t_ervaJ betwu_aen reEurrenl_: Eu:uti_Fiu:al_:i_Dns Iiu:ur theﬁsal_'ne_event !EI o |secd III‘ .y

Fig. 146 Table of System global settings

The parameters in the table include:
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Native currency — enter the ISO 4217 three-letter code for the SysO’s domestic currency;

DNS server — the IP address of the DNS server. You can enter several IP addresses in this
field delimiting them with semicolons. The System polls all servers at once and uses the one
that responds first. All other responses are neglected.

DNS Timeout - maximum wait time for response from the DNS server(-s)

Duration of latest calls for EMA calculation of QoS — duration of latest calls used in
calculating EMA-based QoS;

Number of calls for EMA calculation of Short ASR — number of calls used in calculating
EMA-based Short ASR. Short ASR is an additional parameter showing quick recent
fluctuations. Usually it is recommended to keep the number of calls used for calculation of
Short ASR 3-5 times lower than the number used for Long ASR;

Number of calls for EMA calculation of Long ASR — number of calls used in calculating
EMA-based Long ASR. Long ASR is the main ASR parameter in the system used by default
in all ASR-based restrictions;

Number of calls for EMA calculation of ACD — number of calls used in calculating EMA-
based ACD;

Number of calls for EMA calculation of PDD — number of calls used in calculating EMA-
based PDD;

Number of calls for EMA calculation of average call interval - number of calls for
calculation of the average interval between calls on dial peers

Number of calls for EMA calculation of Profitability — number of calls to be used in
EMA-based profitability calculation;

Average profitability period — this parameter serves to define the time (in seconds) to be
considered during average profitability calculation;

Global ASR notification threshold — If the overall system ASR drops below the configured
notification threshold, the System generates an e-mail alert (for more detailed information
about notifications refer to section 5.1.4);

Global ACD notification threshold — In case the overall system ACD value drops below the
configured notification threshold, the System generates an e-mail notification (for more
detailed information about notifications refer to section 5.1.4);

Global PDD notification threshold — In case the overall system PDD value exceeds the
configured threshold, the System generates an e-mail notification (for more detailed
information about notifications refer to section 5.1.4);

Low disk space notification threshold — define the notification value. In case free disk
space drops below the specified value, the System generates an e-mail alert (for more
detailed information about notifications refer to section 5.1.4);

Notifications accumulation time — to avoid the wasteful use of the server’s computing
power and a flood of notification emails the notification process is organized so that the
System does not send individual notifications as the events causing them occur. Rather, the
System forms message packages consisting of notifications that have piled up for some time.
30-60 seconds would be the optimum length for such pile-up period.

Interval between recurrent notifications for the same event — the interval during which no
notifications are sent if there occurs the same event, that triggered a notification less than this
interval ago. The recommended interval length depends on how often the SysO would like to
get the updates on the same events. Starting from 600 to 3600 seconds (10-60 minutes) might
be a good compromise;

Interval between grouped notifications — sets a time interval between grouped notifications
in minutes;
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Notifications threshold tolerance — variation tolerance for ASR, ACD, and PDD values
expressed in fractions of the threshold values (e.g. 0.05 corresponds to 5%). This parameter
is used to prevent the System from generating repetitive notifications when ASR, ACD and
PDD values vary about the threshold values (see section 5.1.4). You can also use this
parameter to prevent the System from generating repetitive TS notifications “TM006, DBMS

overload”.
—— _urrent ASKE value —— Threshold value
—Varation tolerance
& N VRN
< /\f’f \/ /\.__.
Motification Matificstion
Time

Fig. 147 Alert tolerance

Group similar notifications — when set to ‘1°, this parameter makes the System group
notifications about same-type events;

Adaptive capacity ASR threshold — acceptable ASR minimum for DPs. If the actual ASR
drops below the configured minimum the System decreases the DP’s adaptive capacity;

Global maximum call duration — global parameter, which sets maximum duration for all
calls handled by the System;

Minimum successful call duration — enter the minimum call duration of calls to be
considered successful,

Maximum routes number — define the maximum number of routing options (DPs) returned
to Traffic Switch. Valid values: from 1 through 1000. Default value: 6. Note that only DPs
are counted, not devices. Thus, if one of the DPs has 5 pieces of equipment in its Equipment
group, total number of routes (or different IPs) tried will be 5+5=10.

Changing the default value of the parameter ‘Max routes number’ to a higher value can
adversely affect the System performance.

Registration TTL — serves to define the time interval for a full-scale re-registration of the
devices registered with the System;

Reservation period — define the time interval, for which the System will calculate the
amount to be reserved in the customers’ accounts to make sure that the currently active calls
would not deplete the account below the Min. balance;

Maximum number of rows in Application log — maximum allowable number of records in
the table of the application log. After the limit is reached, new records will overwrite the
obsolete records;
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Logging block size — define the size of blocks of lines written to the Application log. The
parameter valid values are integers ranging from 1 through 500. This parameter is used by
the MERA support team to optimize System performance.

Data storage period (Web activity log) — define the data storage period for the web activity
log;

Data storage period (Notification log) — define the data storage period for the notification
log;

Data storage period (Login history) — define the data storage period for the login history;

Application log reset flag — enter 1 for the System to remove all rows and truncate the table
of the application log when the allowable number of rows is reduced. This parameter is used
by the MERA support team to optimize System performance.;

Global SRC number translation pattern — enter a regular expression to determine the
source number translation rule that will be applied to all calls;

Global DST number translation pattern — enter a regular expression to determine the
destination number translation rule that will be applied to all calls;

CDRs backup frequency — serves to set a CDRs backup interval. Valid values: ‘d’ or ‘D’
(daily) and ‘w’ or ‘W’ (weekly). CDRs backup procedure is launched every day or every
Monday (depending on the configured frequency) at 2.00 a.m. when traffic is slack. Backup
CDRs are saved to the directory /opt/apache2/htdocs/export/ as CSV files. The names of
backup files have the same format as described in section 5.6.5). After the backup procedure
is complete the user with the record ID defined in the field ID of user responsible for CDRs
backup is sent a notification with the procedure results and description of errors, if any. Note
that the user’s e-mail should be configured in the table of contacts (Users > Contacts).

ID of user responsible for CDRs backup — unique identifier of the user with the role of
Super Administrator whose settings (language and contacts) should be taken into account
during CDRs backup. This parameter is mandatory for the CDR backup and removal
functionality.

Dial peer storage period — serves to define keeping time for obsolete dial peer records in
months. Null or ‘0’ prevents records unloading.

Destination storage period — serves to specify keeping time for obsolete destination records
in months. Null or ‘0’ prevents records unloading.

User ID for Backup raw DP and Destinations — serves to define the ID of the system user
whose privileges, language settings and contact data will be used when unloading obsolete
DP and destination records.

On the 10th day of each month at 01:30 a.m. the System launches a script that removes
obsolete records from the tables of dial peers and destinations and saves them to CSV files in
the directory /opt/apache2/htdocs/export/. The names of files have the following format:
BackUp_<table_name>.<procedure_start_date_and_time>.csv

When unloading is complete the user with the ID specified in the configuration parameter
User ID for Backup raw DP and Destinations gets two email notifications with
information about unloaded DP and destination data. In case the procedure fails, the same
user receives an appropriate unloading failure notification. Note that the user’s e-mail should
be configured in the table Contacts (see 5.1.5.8), and the user is expected to have the role of
Super administrator or Administrator. If this parameter is not defined, the functionality is
disabled.

Synchro node usage mode — use this parameter to define the synchro node usage mode.
Valid values:
= (0 — the synchro node is not used

= | (default) — if the synchro node fails, the System will continue to handle calls
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= 2 — if the synchro node fails, the System will reject all calls with LDC 57 (unique
code 65593) “Synchro node transaction aborted”

CDRs storage period — positive integer showing for how many months obsolete CDRs
should be kept in the DB. To preclude the possibility of accidental removal of CDRs that
have not been backed up, this parameter is valid only when the parameter CDRs backup
frequency is defined. The CDRs removal procedure starts at 02.00 a.m. on the first day of
every month or after the backup procedure is complete, if it is scheduled for the day. All the
CDRs that have been kept for longer than the configured number of full months are removed
from the DB. After CDRs removal is complete the user whose record ID is defined in the
parameter ID of user responsible for CDRs backup is sent a notification with the procedure
results and description of errors, if any.

Remember that removed CDRs CAN NOT be restored!

Send looping alerts — engages/disengages looping notification. Valid values:
= (0 —disengage call looping notification
= | (default) — engage call looping notification

Maximum number of loops per call — maximum allowable number of loops per call. In
case the configured number is exceeded, the dial peer that causes call looping is excluded
from the next routing attempt to cease endless looping.

Time zone — this parameter serves to set the System time and is taken into account during
creation of statistical reports. Value format: a string defining the time offset from
Coordinated Universal Time (UTC). For example, “+02” (never “+2”!) or “-03:30”. Default
value: +00.
Call duration rounding — use this parameter to define how the System will round duration
of calls. Valid values:

= ( (default) — call duration is rounded in accordance with mathematical rules

= | —call duration is always rounded up to the next second

To configure a parameter point the mouse to the desired records in the table view. Invoke the

pop-up menu and select 4 Edt

#1 System global settings
Mame |Mative currency

Yalle ILISD

it
Min value
e value

Description | System operator'sfovwner's homeland
currency (1=0 4217 three-letter code)

0K| Cancel |

Fig. 148 Configuring System e-mail address

Type the required parameter value in the edit field Value (see Fig. 148) and click the OK
button. To discard the made changes click Cancel.
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5.9.2 GUI SETTINGS
~1 GUI settings

PRI = T [

I_
I_ Defaulk GUI Language inkeqer 1 1 1M —
I_ Fows on page skring 10,25,50,100 | Possi
I_ Default number of rows on page inkeqer 25 DeFaLi
I_ Maximum number of rows inGUL tables | inkeger 1000000 Maxin]
I_ 3% date format skring Yy -MM-00 hh24imiiss Date
I_ C5Y separatar skring H Syml:u?
I_ Z5Y quotes skring " Symhb
I_ 3 null walue skring ! Symbiy
I_ 3 encoding skring ukf-5 ukf-g Enco
Switch to edit mode Fos; 1-9 = Rows on page: I =T I {

Fig. 149 GUI settings table

The table GUI settings allows the operator to customize the System web-interface with the
help of the following parameters:

Default GUI language — serves define the default language of the web interface (1 —
English; 2 — Russian);

Rows on page — serves to define the numbers populating the drop-down list of the Rows on
page combo box;

Default number of rows on page — serves to define the default number of rows displayed on
every page;

Maximum number of rows in GUI tables — serves to define the maximum number of table
records displayed in GUI In case the number of records in the DB exceeds the defined limit
the user is advised to apply a filter to the table data. The parameter was implemented to
facilitate the display of tables with large amounts of data.

CSV date format — define the date format to be applied to the exported data, for example
YYYY .MM.DD.HHAM.MI.SS or DD.MM.YY.HH24.MI.SS, where:

YYYY - year in the Gregorian calendar (2006)

YY — two last digits of the year (06)

MM — month of the year between 01 (January) and 12 (December)
DD — day of the month between 01 and 31

HH — hours in the 12-hour format without AM/PM indicators
HHAM - hours in the 12-hour format with AM/PM indicators
HH24 — hours in the 24-hour format

MI — minutes

SS — seconds

[T S IR L)

You can use the following symbols as delimiters, when setting the date format: “.”, >, “;”,
“-” or “white space”. The table below presents several examples of different date formats:

Format Result

YYYY-MM-DD HH24:MI:SS 2006-12-11 13:50:09

MVTS Il v. 1.2.0 page 185 of 216



YYYYMMDD HH24MISS 20061211 135009

DD.MM.YYYY HH.MI.SS 11.12.2006 01.50.09

DD.MM.YYYY HH24 MI.SS 11.12.2006 13.50.09

CSYV separator — serves to define the symbol to be used to delimit data fields in exported
CSV files;

CSV quotes — serves to enter the symbol that will enclose data fields in exported CSV files;

CSV null value — serves to enter the symbols to be used for null values in exported CSV
files;

CSYV encoding — you can use this parameter to define the encoding of exported data. For
encoding conversion the System uses the UNIX iconv utility. The supported encodings for
data export include but not limited to:

= utf-8

= utf-16

=  windows-1251
=  CPI1251

= [BM284(Spanish)

=  [BM297(French)

= KOI-8

= [BM273(German)

= [BMS850(Portuguese)

=  EBCDICES(Greek)

To configure a parameter, invoke the edit dialog box, type in the required parameter value,
then click the OK button. To discard changes click Cancel.

5.9.3 DISCONNECT CODES

The table ‘Disconnect codes’ presents a listing of call disconnect codes. To quicken search of
the necessary information you can use search filters. Refer to section 4.3.2 for information
about the use of search filters.

1 Disconnect codes i
. . Rows an 4
Swvitch to edit mode | Fowws:; 1-25 e E] E] page: Iﬂ r
= i
| 131182 H.323 110 Message with unr
[~ | 131183 H.323 111 S00 Protocol error, uni
| 131199 H.323 127 Irterwsorking, uns;;
[T | 22244 =P 100 Tring I
[ | 1048977 | Traffic Manager 401 21 403 Rate plan service
[T | 1049076 | Traffic hanager a00 111 S00 Routing error ;
[T | 1049077 | Traffic Manager 501 34 404 Foute not found -
[T | 1048576 | Tratfic Manager u] 0 200 Yes Ok j
[T | 1048675 | Traffic Manager 100 111 00 Unspecified lEerrl:uni
[ | 1048677 | Traffic Manager 101 111 400 Invalid request
[T | 1048776 | Traffic Manager 200 21 403 Authertication ergl
o<1 [ P . — - - e e e

Fig. 150 Table of call disconnect codes
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5.9.4

The table presents the following information:

Unique code — the disconnect code number used in communication between the TS and the
TMngr;

Protocol — the protocol of the disconnect code:
= H.323;
= SIP;
=  Local MVTS;
= Local MVTM;
Code — call disconnect code;

H.323/SIP mapping — this columns present the disconnect codes, which will be sent to the
calling or called parties, instead of local TS and TMngr disconnect codes, or, if configured,
instead of the H.323 or SIP disconnect code received from the terminating party (code
mapping). The equipment supportive of H.323 protocol will receive the code from the
column H.323 mapping, the SIP devices will receive the code from the column SIP

mapping;

Successful — when set to “Yes’ this parameter indicates that the calls completed with this
disconnect code should be considered successful during ASR evaluation. To set the
parameter to “Yes” place the cursor over the record of interest, left-click to invoke the pop-

& Edit

up menu and select . Select the respective checkbox in the displayed dialog box and

click the OK button.
Reason — disconnect reason.

You can also use the table of disconnect codes to map or substitute disconnect codes
according to your preferences and needs. To map a code to another one, simply select the
code of interest, switch to the edit mode and enter the required code in the appropriate field.
When done click the OK button. The tool Synchronize codes located below the table will
display a message informing about the quantity of rows affected by the change. It means that
the TS’s internal table of disconnect codes needs updating for proper operation of the
application. Click the Submit button under the tool for updating.

Note: The code mapping functionality requires installation of the ‘mvts3g-sqglclient’ utility
supplied in the TMngr installation packet.

GLOBAL AREA NAMES

The table of global area names provides the correspondence of area codes (prefixes) to
names of geographic areas.

To add a new record, display the pop-up menu by left clicking the mouse over the table area

and select = Add

7] Area prefixes
* Prefix |355

* Area name IP.LBP.NIA LI

Ok | Cancel |

Fig. 151 Add area prefix dialog box

Fill the edit boxes of the add-prefix dialog onscreen with pertinent data (the fields marked
with an asterisk are required fields):
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5.9.5

5.9.6

*Prefix — enter the prefix;
*Area — select the area name.
When through with filling out the configuration form, click to submit the changes.

Alternatively, click to discard the changes and return to the table of prefixes.
Select the appropriate items of the pop-up menu to edit or delete the selected table record.

ASR NOTIFICATION THRESHOLDS

The table of ASR notification thresholds presents the names of geographic areas. In addition
this table allows the operator to set thresholds for the “Vendor ASR for a specific area is
below the configured threshold” type of notifications (for more information about
notifications refer to section 5.1.4). By default this value is set to 0.7 for all areas.

To add a new record to the table invoke the pop-up menu and select = Add

o | Areas
D
*Mame 4] Bans,

ASR notification threshold ||:|_3

Ok | Cancel |

Fig. 152 Add ASR netification threshold dialog box

Enter the area name and ASR notification threshold (if required) in the appropriate edit fields
and click OK. Your next step is to specify the prefix of the newly added area (see section
5.9.4).

To edit or delete a record from the table select the appropriate command on the pop-up menu.

GLOBAL LAR SETTINGS

This object is intended for configuration of the LAR (Look Ahead Routing, re-routing)
functionality. With its help you can define the way the Traffic Switch acts depending on the
call disconnect code received from the first termination device. Upon receipt of an allowed
disconnect code Traffic Switch tries to establish a call via the next device within the group,
otherwise the call is rejected.

= | LAR settings
LAR allow (wTS)
LAR deny (MYTS)
LAR allow (H.323)
LAR derv (H.323)
LAR allow {SIF)
LAR deny (SIF)

Fig. 153 LAR settings

To add a list of allowed or restricted disconnect code, left click the ‘LAR settings’ table and
select ‘Edit’ on the pop-up menu. In the displayed dialog box enter the code numbers either
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5.9.7

only in the fields of allowed codes or only in the fields of restricted codes. At that, all the
codes not specified in the fields of allowed codes are considered restricted, while the codes
not specified in the fields of restricted codes are considered allowed. You can enter
individual code numbers, as well ranges of numbers delimiting them with semicolons (for
instance, 200-300;304;305;400-500). Reference information about call disconnect codes is
presented in the table “Disconnect codes”, see section 5.9.3.

In addition to these parameters used for global configuration of the LAR function, there is a
possibility to configure individual LAR settings for each termination device, see section
5.2.1. Individual LAR settings override the global ones.

USA sTATES NPA-NXX

The table NPA (Numbering Plan Area) is used by TMngr to distinguish between interstate
and intrastate calls within North America billed at different rates.

1 NPA

Al 334
AL 205
AL 2356
AL 251
AR aro
AR S0

Fig. 154 The table of NPA codes

When a call with both source and destination numbers in the NANP (North American
Numbering Plan) format arrives, TMngr analyzes the numbers to determine whether the call
is intrastate or interstate.

The format of NANP numbers is as follows:
1-XXX-YYY-ZZ7Z

where

1 — international country code

XXX — geographic numbering plan area (NPA code). There can be several NPA codes
associated with the same USA state.

YYY — code of a particular switch within a telephone system (NXX code),
7777 — last 4 digits of the subscriber’s number.

TMngr identifies the number as one belonging to the North American Numbering Plan when
it either starts with 1 or begins with any other digit and comprises 10 digits.

Comparing the NPA codes of the source and destination numbers against the data presented
in the table of NPA codes TMngr decides upon an appropriate choice of routing options,
which can be one of the following:

= usual routing — regular routing procedure as described in section 3.3

* intrastate — intrastate routing, i.e. when the call is originated and terminated in the
same state

* interstate — interstate routing, when the call is originated and terminated in different
states

» indeterminate jurisdiction — this type of routing is applied in case when TMngr can
not determine the state of the call origin by the NPA code of the source number.
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Some carriers in United States charge for such calls differently as for Indeterminate
jurisdiction calls. A call from, say, Paris to New York might be considered by such
carriers as an Indeterminate jurisdiction call.

To make use of the NPA routing feature you should create and properly configure records of
dial peers (see section 5.3.2).

5.9.8 CALLING PARTY CATEGORY

This object allows the SysO to allow or restrict access to services or apply additional charges
for different categories of calling users.

Currently this feature is supported only in case the SIP protocol is used on the incoming call
leg.

This feature is based on the use of a two-digit code (info digits) transferred in the isup-ol i
field of the INVITE message. The code identifies what kind of phone line a call is being
placed from.

] Calling party category

aa Business or Residence
| hutti-party line

0z AR failure

0s Station Level Rating: (ex. Hotel call wwith no room identification]
o7 Special operator handling required
10 Test call code

L= s B

. . [ O pfh_ Hiuea,
25 |93 Private virtual netwiork

Rows: |1-25 vI -25EI| +25EI|
1 Rate plan

Swvitch to edit mode |

=

[T | Private pay station hera Rate Planz

Fig. 155 Calling party category

The object comprises two tables:

Calling party category — presents reference information about two-digit codes and their
meaning;

Rate plan — presents information about what calling party categories (CPC) are allowed to
use the services of particular rate plans. Rate plans are assigned to users in their
authentication records (see section 5.1.2). Also, the table Rate plans (the category of objects
Origination) comprises the field ‘Verify calling party category’. When the field is set to
“Yes’, on receipt of a call the System checks if the user’s rate plan allows for the CPC
declared in the INVITE message. For example, the System will reject a call from a payphone
in case an appropriate record is not available in the table ‘Rate plan’ of the object ‘Calling
party category’.
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5.9.9

To add a record to the table, invoke the pop-up menu by a left mouse click on the table

¢ B add

records and selec . In the displayed dialog box, define the category and the rate

plan with the help of the respective combo boxes. When done, click .

DISCONNECT SOUND OPTIONS

This object is intended for service providers dealing with retail customers. You can use this
object to configure sound files played to the calling party depending on the received call
disconnect code. For instance, you can configure the System to play the prompt “The number
is invalid. Please check the number and try again”, in case the caller misdials the number.
After the prompt is finished the System completes the call with the appropriate disconnect
code.

The object “Disconnect sound options” comprises three tables:

Sounds and codes — presents information about sound files and disconnect codes
associated with them;

Sound groups — presents information about configured sound groups;

Sound group settings — this table is intended for combining sound files into groups.

To configure the playback of sound files proceed as follows.

1. In the table “Sounds and codes”, define the name of the sound file and the disconnect
code associated with it. Invoke the pop-up menu and select the Add option. Enter the

appropriate information in the displayed dialog box and click . The record will be
added to the table of similar records with a unique identifier the System assigns it.

o | Sounds and codes
[

* Sound file Ites.t.wav

* Dizconnect code |M'-.-'TS | 0] Unspecified

ﬂl Cancel |

Fig. 156 Sounds and codes

The path to the sound files is defined in the configuration file of the TS with the help of the
parameter rbtfilesdir (thesection “media’).

2. Create a new sound group the sound file will belong to. For this, invoke the pop-up
menu and select the Add option. Enter the name of the group being in the displayed

dialog box and click .

= | Sound groups
IC
* Mame Itest group

EI Cancel |

Fig. 157 Sound groups
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5.9.10

The number of sound groups is not limited. For example, you can create several groups
that will comprise sound files with prompts in different languages and to assign the
groups to the users’ devices according to their language preferences (see section 5.2.1)

3. Go to the table “Sound group settings” and define the group the sound file will belong
to. For this, invoke the pop-up menu and select the Add option.

% | Sound group settings

* Graup |test "I
* Zound file D |1 vI

Ok | Cancel |

Fig. 158 Sound group settings
In the displayed dialog box, select the name of the group and the sound file ID assigned on
creation. When done, click the button.

DNS SERVERS
The table DNS server presents data for DNS servers associated with ENUM registers.

To add a DN server record to the table, select = Add i the pop-up menu.

@ | DNS server
Enabled | v
1]

*IP address [192.168.1.1
Is ENUIM | [o#
Iz DNS | [

* EMUN regizter IENLIM re "I

0K| Cancel |

Fig. 159 Adding a DNS server record

Enter the following data in the displayed dialog (the fields marked with an asterisk are
required fields):

Enabled - select the checkbox to make the record active;

ID — unique server identifier, generated automatically;

*IP address — enter the server’s IP address;

Is ENUM - select the checkbox when the server is capable of mapping E.164 numbers to
NAPTR records;

Is DNS - select the checkbox if the server being configured serves for mapping domain
names to A/AAA records;

*ENUM register — specify the ENUM register to which the DNS server being configured
refers.

When done, click the OK button.

MVTSIIv. 1.2.0

page 192 of 216



5.9.11 RADIUS SERVERS

This object is intended for configuration of connections to RADIUS servers in case of the use
of external billing and accounting systems.

The object comprises the following elements:

the table RADIUS server — stores the information required for connection to RADIUS
servers;

the table Access to RADIUS servers — allows the operator to control users access rights to
different RADIUS servers;

the table Test Radius — allows the operator to shape test RADIUS packets and
the tool Send message to be used for sending test RADIUS packets.

To add a record for a RADIUS server, left click the mouse over the table RADIUS server and

¢ B Add

selec on the pop-up menu.

¢ RADIUS server

D |21
* Server name | |ocalkest
* Shared secret || donttelanyone

* 1P Address | 197,168.132.51
* Conneck atkempk bmeauk (ms) (0-999) | 100

i L e ]

* Maximurm akkempts (0-990 | 3

Fig. 160 Adding a RADIUS server record

Fill out the displayed dialog box. The fields marked with an asterisk are required fields.
*Server name — enter the name of the RADIUS server;

*Shared secret — enter a coding key (according to the ‘shared secret’ standard) for
communication with the RADIUS server;

*IP address — specify the IP address of the RADIUS server. The default port for accounting
is 1813. If you wish to define some other port, enter it dividing from the IP address with a
colon;

*Connect attempt timeout — define the length of the wait period for response from the
RADIUS server (milliseconds);

*Maximum attempts (0-99) — enter the maximum number of attempts for connection with
the RADIUS server.

Click to add the new record to the table.

Your next step is to define the users (at the organizational level) that will have access to this
RADIUS server.

For this, left click the mouse over the table Access to RADIUS servers and select

W] Add on the pop-up menu. In the displayed dialog box select the required company

name and the name of the RADIUS server. This done, click the button to add the new
record to the table.
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Test Radius

Each record in this table is a specific packet attribute included in the test packet. By adding
or deleting records to/from the table, you can shape any type of RADIUS packets as need
may be provided the designed packets are in compliance with appropriate RFCs.

Once the test packet is ready, switch to the Send message tool, select a RADIUS server of
interest and a type of message. This done, click the Submit button. A line will appear under
the tool displaying the test result.

Note: The testing functionality requires installation of the ‘mvts3g-sqlclient’ utility supplied
in the TMngr installation package.

5.9.12 MAIL SERVERS

This object allows the operator to configure the mail server(-s) that will be used for sending
System notifications. The object comprises two elements:

- the table Mail servers representing a list of configured servers and

- the tool Send mail that allows the operator to send test notifications.

To add a mail server record to the table, select = Add in the pop-up menu.

7 Mail servers
Enable
* Address || smtp.mail.ru
* Login || revksIT@rnail, ko

Passwiord | ks

Sender name || Administratar

Priarity |1

Fig. 161 Adding a mail server record

Enter the following data in the displayed dialog box (the fields marked with an asterisk are
required fields):

Enabled — select the checkbox to make the record active;
*Address — enter the server’s IP address or its DNS name;

*Login — enter a login name in the format “login@domainname”. You can also enclose the
login in angle brackets required by some of the mail servers;

Password — enter a password, if necessary;

Sender name — enter the name that will be used in the field “From” of the System
notifications;

Priority — you can use this field to set the priority of mail servers configured in the DB. The
lower is the number the higher is the priority. In case the first server on the list fails, the
System uses the next server on the list.

Click the OK button to add the record to the table.

When done with configuring the mail servers, you can use the Send Mail tool to test the
notification mechanism.

MVTSIIv. 1.2.0 page 194 of 216



e ;
{08 Send Mail
* Recipient | Serge Belychey <belychevi@mera.ruz %

Subject || Test

Message | TEST| -

Fig. 162 Preparing a test notification

Select a recipient of the test message from the drop-down list of the combo box *Recipient
(the list is populated by the records available in the table Contacts, see section 5.1.5.8).

Type in the message subject (max. 256 characters) in the field Subject, then enter an
arbitrary text (max. 4000 characters) in the text field Message and click the Submit button
to send the message.
5.9.13 DATA IMPORT
This object allows you to import data into the DB.
You can import data into the following tables:
= Account
= ASR notification thresholds
= Global area names
= Customers/Vendors
= Dial peer
= Equipment groups
= Equipment
= Web authentication
= Customer authentication
= Routing groups
= Rate plans
= Destinations
The object organized as a wizard with a four-step procedure.

Step 1
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%, Load file

*From File [D-\account_2008_02_1 _ D6sop... |

* Ta kable I Account ;I

Column sequence Itemplate vI
* Separator I; vI

Include headers (W

* Charset I ukfs - I

* Date Format | wyww-mm-dd hh24:miiss ;I

* Set of unigue columns | "Account name”, "Customer/vendor” = |

Template | fx-krm-data-importfbernplakefaccounts, csy

Load |

Fig. 163 Data import. Step 1

In step 1 you define the following data (the fields marked with an asterisk are required
fields):

*From file — click Browse and locate the source file;
*To table — select the target table;

Column sequence — select the required sequence of columns. This parameter has the
following options:

e if nothing is defined, the wizard will use the default column layout, that can be
obtained by exporting the needed table to a .csv file through the menu;

e template — with this option selected the System will use the column layout of the
template file;

e custom — the list of sequences created and saved by user.
*Separator — define the separator used to delimit data in the source file;

Include headers — select this check box if the source file contains column headers. This will
instruct the System to ignore the first row of data during import.

*Charset — select the type of encoding used in the source file;
*Date format — use this control to define the date format to be applied to the imported data;

*Set of unique columns — this field shows the list of columns checked for uniqueness during
import;

Template — by clicking this hyperlink you can download a template CSV file for import to
the selected table.

When done, click the Load button. If the file contains disallowed symbols you will be
displayed with the appropriate error message. If the file is correct you will be displayed with
the second wizard page with information about the number of loaded rows and a hyperlink to
the SQL*loader log file.

Step 2
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%, Data import
Loaded rows | 205
SOL*Loader log || fx-km-data-importftmp)php, KEDY 023589 0. log
Back I Mexk = I

Fig. 164 Data import. Step 2

Click the Next button to continue.
Step 3

In step 3 you can re-arrange the columns so that they correspond to the sequence of imported
data. Use the '/ and [ buttons in column headers to move them to the leftmost or rightmost
position or click the header name, drag it to the required position and click again to insert it.

The customized column order can be saved for further use. For this, click the Save sequence
button and enter the layout’s name in the Save column sequence dialog box.

To delete unnecessary sequences click the Delete sequence button and select the needless
layout’s name in the Delete column sequence dialog box.

A, Columns sequence 4
Table name | Accounk 3
Rows loaded | 205 1
Back I Save sequence I Delete sequence Mext = It
¥
==
Loaded data 3
Rows: @ E] I?Eu-lIIIIII 'I E] @ Rows on page: |25 'I ;
1
|— i
:
1
I_ Computer Tel Inc. Customer Account Cuskomer 01,125 WEnNE
I_ Computer Tel Inc, Yendaor Account Cuskomer 01,125 veruj
I_ Concent Telecom Cuskomer Accounk Customer 01,126 veng
I_ Concent Telecom Yendor Account Cuskorner 01,126 vend
I_ CPT Asia Limited Costomer Accounk Customer 01,127 ven?
I_ CPT Asia Limited Yendor Socounk Cuskomer 01,127 vend
I_ Data Access Soution Inc, Custamer Account Customer 01,128 VEn
I_ Data Access Soukion Inc, Yendor Account Cuskorner 01,128 VEn
I_ Dratavision Groups Pry Lkd Customer Account Cuskomer 01,129 Ve
ol e — A e e A - a.

Fig. 165 Data import. Step 3

When done, click the Next button. The system will save the current arrangement of columns
for further use (with the name of the sequence added to the drop-down list of the Column
sequence combo box on the first page of the wizard), delete unnecessary sequences and
check the validity of imported data. The validity check may take some time if the amount of
data is large.
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Note that if the System detects invalid values in fields with predetermined values, it
automatically resets them to default values. For example, if by mistake you entered ‘“2” or
“Ywss” for the Notify parameter of the table Accounts that requires “0” (or “No”) or “1” (or
“Yes”), the System will reset this value to the default “0”.

Step 4

Screen 4 of the wizard presents information about imported data including:

. Target table

. Total number of imported records

. Number of new records

. Number of updated records

. Number of records ready for insert

. Number of records ready for update

. Number of duplicated records, duplicated records will not be uploaded
. Number of erroneous records, such records also will not be uploaded
. RegExp column — see below

%, Import data

Table narme | Account
Rows loaded | 205
Inserted rows |0
Updated rows |0
Rows ready for insert |0
Rows ready for update |0
Fows with errar | 205

Cuplicated rows |0

L

L PR ] A S W ST U Ry W w agars

RegExp column

1 Data for import
Switch ko edit mode I Foows: |1-25 "I E] @ Rows on page: |25 "I

I_ Yes MERA wendor accounk vendor acc
I_ Yes MERA 01 | MERA cuskomer account wendor ac
I_ Yes MER.A wendor account wendor ac
.., 1 .. L . s - — J oo

Fig. 166 Data import. Step 4

The table Data for import is a temporary table with data imported from the CSV file in Step
1. In addition to the columns that constitute regular tables, the table Data for import
contains the column Errors that provides information on detected errors. Records with
erroneous data are highlighted in red.

You can add new records to the temporary table or edit the existing ones in the same way as
you do it in regular tables. Click the Import button to move the data to the regular table.
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It is also possible to use regular expressions for defining values in the table columns. This
may be instrumental when you need to create multiple almost identical records, for example,
several dial peer records that differ only by the number prefix (value of the column Prefix)
(000, 001, 002, 003, 004....997, 998, 999).

To do this, perform the following steps:

1. Create a dial peer record for multiplication in the table Data for import and enter [0-
9][0-9][0-9]in the field Prefix.

2. Select the column Prefix from the drop-down list of the RegExp column combo box.

3. Click the RegExp button. The System will create 1000 dial peer records with prefixes
from 000 through 999.

This procedure is applicable to all table columns whose names populate the drop-down list of
the RegExp column combo box.

Allowed metacharacters:
[ 1- square brackets — all the characters or range characters within the brackets
Example:

Pattern 123[57]4[3-6] means that you want to create records with prefixes beginning with
“123”, with the fourth digit “5” and “7”, the fifth digit “5” and ending in “3”, “4”, “5” and
646’7.

As a result the records with the following DP prefixes will be created:

123543

123544

123545

123546

123743

123744

123745
123746

; - semicolon — use semicolons to delimit lists of values
Example:
192.168.132.1;192.168.155.25;192.168.131.18

You can also define IP addresses in the CIDR format.

Use the Exit button to exit the wizard and return to Step 1.

5.9.14 WEB PASSWORD SETTINGS

This object allows the operator to configure flexible web-access password policies. The table
‘Web password settings’ represents the existing policies. To add a new one, select

] Add i the pop-up menu.

= | Web password settings

* Pattern Ia-z

* Min symbols allowed |4

Ok | Zancel |

Fig. 167 Adding a new web password policy
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5.10

Enter the following data in the displayed dialog (all fields are required):

Pattern — define patterns or individual symbols that can be used in web-access passwords
(for example: 0-9, a-z, A-Z, @, etc.); The pattern “0(zero)-z” means that passwords can
include digits from 0 to 9 and letters a-z (both upper- and lower case).

Min symbols allowed — enter the minimum number of symbols allowed in passwords.
When done, click the OK button.

For example, assume that the following password policy is configured:

Pattern Min symbols allowed
a-z 4
0-9 3

It means that a web-access password must contain at least 4 lower-case letters and at least 3
digits.

Note that this object is accessible to users with the role of Super Administrator only.

CATEGORY LOGS

i Traffic Manager

._'I Customers/Mendors

._"I Equipment

._"I Termination

._"I Qrigination

._'I Debugging

] CDRs

] Billing

[ Statistics

._"I Configuration

E|_"| Logs
----- [ application log
----- [ Login histary
----- [ web activity log
----- [ Motification log
- [ cPU usage log

This category comprises objects that provide information about System operation and user
activities.

Table 23 Objects of the category Logs gives a brief overview of the System objects that fall
under the category Logs.

Table 23 Objects of the category Logs

Object Description

Application log Includes runtime traffic and TMngr-TS interaction
logs

Login history Presents information about users’ logon attempts,
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including failed ones

Web activity log

Presents information about web user activities

Notification log

Presents information about System notifications sent
to the users

CPU usage log

Presents information about top 5 processes on the
server hosting the Traffic Manager for the current day

5.101 APPLICATION LOG

The table Application log includes runtime logs for the system. An individual log consists of
messages from the DB and traffic switches. The runtime logs provide information about the
System operation processes and can be used for administration and debugging. It is worth
mentioning that logging is done only when the logging level parameter is configured in
customer authentication records (see section 5.1.2).

Application log

Logding level |Info
Application name | MVTS3G

Registration ID

Meszage

Direction | out
Protocol |H245

Log date | 2006-Aug-02 13:45:06

Calll |0d 0e0f 1011 121314131617 15 0000 1d b2

Source [P 192.165.132.50:49239
Destination [P [192.168.132.151:15011

FESpONSE &
sequenceNumber 2

Packet name | TerminalCapakilitySetick
Conference D |Od 0e Of 1011 1213514151617 150000 1d b2

terminalcapabilitySetack @ {

oK

Fig. 168 Example of an application log

Runtime logs may include all or part of the following data:

Log date — date and time the log was created;

Logging level shows how many details the information contained in the log provides:

=  Error - is the minimum logging level when the System writes errors only to the log file

=  Warning - is a more detailed logging level that produces a log file that in addition to
critical errors also contains minor errors that do not affect the System serviceability

= Info - provides a medium quantity of details in a log

= Debug - is the maximum logging level that assures most detailed information

Application name — name of the application that originated the message (Traffic Switch, DB

or application server);

Call ID - call identifier;

MVTSIIv. 1.2.0

page 201 of 216




Registration ID — registration identifier (for registering devices only);
Source IP — IP address of the call originator;

Destination IP — IP address of the call destination;

Message — message text;

Direction — shows ingress or egress character of the message: IN for ingress messages and
OUT for egress messages;

Protocol — name of the employed signaling protocol (SIP or H.323);

Packet name — title of the packet;

Conference ID — ID used by TS to identify incoming and outgoing call legs;
Logging mode — logging level

Debug logs (especially with the highest logging level) may occupy too much of disk space,
therefore the System administrator should periodically perform archiving and removal of
obsolete and unneeded logs, or set a reasonably low Maximum number of rows in
Application log in Global system settings.

5.10.2 LOGIN HISTORY

This object presents information about users’ logon attempts, including failed attempts.

Login history
Login date |2003-lanuary-16 14:42:46
Last ackivity date | 2003-lanuary-16 16:15:24

User 461 | Bdriiin
IP address |192,168,132.2
Login | admin

Realm |Defaulk web realm
Successful | Yes
Session ID | ad7fS50ez222955f6c55d74F 1 c1b3shb3h

Fig. 169 Viewing logon history record

Each history record includes the following data:

Login date — date and time of the latest connection;

Last activity date — date and time of the latest user activity;

User — name of the user;

IP address — IP address, from which the user accessed the TMngr;
Login — user’s login name;

Realm — name of the web realm the user belongs to;

Successful — “Yes” indicates that the logon attempt was successful;
Session ID — unique ID of the access session.

To quicken search of the necessary information, use search filters. Refer to section 4.3.2 for
information about the use of search filters.
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5.10.3

5.10.4

WEB ACTIVITY LOG

This object allows the operator to trace user activity, when and what changes have been made
to the database. To enable logging, set the parameter “Web activity log” in the table of the
System global settings to “1” (see section 5.9.1).

] WEB ACTIVITY LOG
-
[T | 2006-00ct-2011:38:34 | John Smith Active callz | wviewe | wviews table 1
. I
[T | 2006-0ct-2011:38:32 | John Smith Destinations | wiesw wiews tahle
[T | 2006-0ct-2011:3831 | John Smith Destinations | wiesw wviews tahle j
<ROWSET=>
<ROE 1
<OWMNER_HI>=01.01<
<PERSOM_IO=2 &1/
cmE. f <CONTACT _T=1<,420
[T | 2006-Cct-2011:38:26 | John Smith Contacts upcate <FARAM= johN. S td
(e - P O e~ Y R e A el e

Fig. 170 Web activity log

The log table presents the following information:

Log date — date and time the log was created;

User — user name;

Table — table (object) name;

Action — user action;

Data — information about the changes made, if any.

To quicken search of the necessary information you can use search filters. Refer to section
4.3.2 for information about the use of search filters.

NOTIFICATION LOG

This log presents information about System notifications sent to the users.
Each record of the log and includes the following data:

Log date — date and time the log was created;

Sent date — date and time the message was sent to the user;

Recipient — recipient of the message;

Subject — subject of the message;

Body — body of the message.

To quicken search of the necessary information you can use search filters. Refer to section
4.3.2 for information about the use of search filters.
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MNotification log

Log date | 2008-May-07 16:41:54

Sent
date

Recipient | alex@mera.ru
Subject | MYTS I natification; parameter ASR of vendor Ashas is below the configured threshold '3

Body |<!DOCTYFE html PUELIC -/ W3C//0TD =HTML 1.1//EN" "http:f,fmwi
<html =mlns="http: A, w3, org 1299 <html" =<ml:1ang="¢en'"x»
<head=
ctitlexNotification</titlex
cstyle type="text/ css'">
bady

L

2003-hay-07F 16:42:04

P g

font:normal normal 10pt Arial;

border:solid red 1px;

padding:0 lex;

—
e pug e e T ¥ g gy e S

white-space:nowrap;
font-weight:bald;
colorired;

tr.alert

background-color:red;
color:white;

Bt PP

td.wvalue -

Fig. 171 Viewing notification log

5.10.5 SCHEDULER LOG
This log presents information about completed scheduled procedures and their results.
Each record of the log includes the following data:
Run date — date and time the procedure completed
Job ID - procedure identifier
Job name — name of the procedure
Successful — “Yes” indicates that the proicedure was completed successfully

Data — information detailing the procedure results.
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Scheduler log
Fun date | 2008-Mayw-05 16:42:06
Job 1D | 106

Job name | currency exchange
Successful | Yes

Data | AED = 3 6725000000 added to system exchange rates
AFM = 451400000000 added to system exchange rates
ALL = 7E. 7200000000 added to system exchange rates
AMD = 309 1 300045528 added to system exchange rates
AMG =1 7450000000 added to system exchange rates
A04 =74 3050000000 added to system exchange rates
ARS = 31739929674 added to system exchange rates
AUD =1 0711000000 added to system exchange rates
A =1 7900000000 added to system exchange rates
AZN doe=nt exist in system
BAM = 12528532179 added to svystem exchange rates
BBD = 1.9350000000 sdded to system exchange rates
BOT = 626000000000 added to system exchange rates
BGH =1 2525000000 added to system exchange rates
BHD = 03769500000 added to system exchange rates
BIF = 1153.9000000000 added to system exchange rates
BhD =1 0000000000 added to system exchange rates
BMD = 1 3618999999 added ta system exchange rates
BOB = 73442000000 added to system exchange rates
BRL = 1 BEES000000 added to svstem exchange rates

B0 =1.00000
OHl

Fig. 172 Viewing schedulre log

5.10.6 CPU USAGE LOG

This log presents information about top 5 processes on the server hosting the Traffic
Manager for the current day.

CPU usage log

o]
Log date | 2005-February-02 15:02:01
Process | 18982 | aracle

CPUuzage, % |2
Process 18980 | aracle

CPUuzage, % (1.6
Process | 18546 | httpd

CPUuzage, % | .Y
Process | 2892 | zmd

CPUuzage, % | 4
Process (18571 | hitpd

CPUuzage, % | 4

oK

Fig. 173 CPU usage log
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Each record of the log includes the following data:
Log date — date and time the log was created, logs are created every 5 minutes by default;
Process - process PID and name;

CPU usage - the percentage of time each of the top 5 processes used the CPU at the time of
the logging.
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6.1

6.2

APPENDIX A. METACHARACTERS, REGULAR
EXPRESSIONS AND NUMBER TRANSLATION

USE OF METACHARACTERS IN SEARCH

The comparison operators Like and Not like allow the use of patterns in search. Search
patterns may include metacharacters ‘%’ and © .

The character ‘%’ is used to denote any character string including an empty string that is a
zero-length string. For example, the search pattern ‘123%’ corresponds to character strings
starting with 123°. The pattern ‘%123’ corresponds to all character strings that end with
‘123°. The pattern ‘%123%’ corresponds to character strings that include the sub-string
‘123°. The meta-symbol ‘%’ used individually corresponds to all character strings including
empty strings.

The underlining sign ¢ ’ is used to mean a single arbitrary character. Therefore, the pattern
123’ corresponds to all character strings starting with an arbitrary character followed by
‘123° (for example, ‘0123, ‘1123’ and so on.) The same meta-symbol can be used with
reference to string inclusions that occur in strings that start and end with definite characters
and include an indefinite one, for example ‘1 23’. A search pattern can comprise any number
of metacharacters. For example, the search pattern %1 23% corresponds to character strings
‘04513234°, “1823°, 11123456’ etc.

When you use the comparison operator Like the System will display all data that correspond
to the search pattern. With the operator Not like the System will output all data that do not
correspond to the search pattern.

USE OF REGULAR EXPRESSIONS IN SEARCH

Regular expressions provide a powerful tool for defining information search criteria. Regular
expressions used in search consist of alphanumeric characters and metacharacters the
description of which follows

Metacharacters Description

Character match

Any character

1 Any characters matching those in square brackets
Location

A Beginning of character string (string head)

$ End of character string (string tail)

Quantity

matching

Matches zero or one occurrence of the previous expression

Matches zero or more occurrences of the previous expression
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+ Matches one or more occurrences of the previous expression

{x} X occurrences of the previous expression
{x,} X or more occurrences of the previous expression
{x,y} At least X occurrences, but not more than y occurrences of the

previous expression

Alternation
| The alteration operator that matches either the expression before or
the expression after the operator
Grouping
@) Logical grouping

Note: To instruct the system to treat a metacharacter as an ordinary character, precede the
metacharacter with a backslash (*“\”*).

Examples

Suppose, you are looking for CDRs involving numbers beginning with “7095123”or
“7095124” or “7095125” and ending in any 4 digits. In this case you should use the
following regular expression pattern.

A7095(123(124125).{4}$

As a result, the system will display all the records related to calls involving numbers
70951231234, 70951243333, 70951254567, 70951255678, etc.

Suppose you are looking for all numbers that begin with “7095” and end in either 1, 2, or 3.
You can use the following regular expression pattern for the search.

A7095.%[123]$

As aresult, this pattern will match “70951111111,” “709500002,” <“70951234563”, etc.

In case you want the system to display all the records involving numbers beginning with
"345" and followed by at least 1 but not more than 6 digits. Use the following regular
expression pattern.

7345.{1,61$

As a result, this pattern will match "3450," "3451111," "345888888", etc.

6.3 NUMBER TRANSLATION

The purpose of number translation is transformation of a telephone number aimed at bringing
it to the necessary format. Number translation involves the use of regular expressions. A
translation expression consists of two parts (except for the special patterns src, dst and
rand, see below): a search pattern and a replacement string delimited by the symbol «/».
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Use the brackets «( )» to create separate sections in a search pattern. The replacement string
can include a replacement sub-string for a section. The replacement substring is represented
by the number of the search pattern section preceded by the backslash symbol «\».

The most common number transformation tasks are removal, addition and replacement of
number prefixes.

Examples

Goal:

Remove prefix 1234 from number 123456789
Translation pattern:

N1234(-*)/\1

(remove prefix 1234, that precedes the first section, i.e. \1)
Result:

123456789 — 56789

Goal:

Remove prefix 1234# from number 1234#123456 and replace it with prefix 0000#
Translation pattern:

N1234#(-*)/0000#\1

(replace prefix 1234# that precedes the first section with prefix 0000#)

Result:

1234#1234567 — 0000#1234567

Goal:
Add prefix 0000# to all numbers

Translation pattern:
N(-*)/0000#\1

(append prefix 0000# to the beginning of any string, i.e. before section 1)
Result:

1234567 — 0000#1234567
7654321 — 0000#7654321, etc.

One and the same goal can be achieved using different translation patterns:

= translation pattern *1234#/0000# is equal to pattern ~1234#(.*)/0000#\1
(replace prefix 1234# with prefix 0000#);

= translation pattern ~/0000# is equal to pattern ~(.*)/0000#\1 (add prefix 0000# to
all numbers).
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One string can contain several translation patterns delimited by semicolons (;). The first pattern
in the string that matches the number will be used for number translation.

To explain this let us take the following translation patterns:

= ~(78312)/01#\1 (add prefix 01# to numbers beginning with 78312);
= A(7831)/02#\1 (add prefix 02# to numbers beginning with 7831).

For number 78312555555 from string ~(78312)/01#\1;”~(7831)/02#\1 TMngr will
choose the first pattern and as a result prefix O1# will be added to the number
(01#78312555555). At the same time, for number 78315555555 TMngr will choose the second
pattern. As a result prefix 02# will be added to the number (02#78315555555).

If you need to remove a technical prefix, the best way to do so is to configure it in the
Customer authentication record. In such a case it will be removed automatically after
authentication with the help of the less demanding algorithm than RegExp.

Along with the patterns based on regular expressions you can use several additional patterns:
= the pattern Src replaces the destination number with the source number;
= the pattern dSt replaces the source number with the destination number;
= the pattern rand(n) replaces the number with a random n-digit number;

= the pattern <arbitrary number> replaces the number with the number specified
as a translation pattern;

» the pattern blank replaces “empty” numbers with the number defined after “/”
Example
blank/123;rand(5)

This string of patterns means "if the number is empty replace it with number 123,
otherwise replace it with a random 5-digit number.

A1234(.*)A\1;rand(10)

This string of patterns means “if the number starts with prefix 1234, remove the prefix,
otherwise replace the number with a random 10-digit number.”
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7 APPENDIX B. MVTS Il LOCAL DISCONNECT
CODES

7.1 TS LOCAL DISCONNECT CODES
Code Reason
0 Unknown internal error
1 No compatible codecs
2 Signaling channel disconnect (H.323)
3 Control channel disconnect (H.323)
4 Failure to open signaling channel (H.323)
5 Failure to establish connection at the transport level (H.323)
6 H.245 control channel error
7 H.323 socket error
8 TCS/MSD procedure error (H.323)
9 Failure to receive ACK message
10 Normal call completion. BYE received
11 Error during sending CallBegin message to TMngr
12 TMngr response timeout
13 Failure to open sockets for RTP stream
14 Normal system shut-down
15 All routes failed
16 Call impossible without media proxy
17 Failure to decode signaling packet
18 Maximum call time exceeded
19 SIP gateway stopped responding
20 Error when processing INVITE without SDP, ACK received
without SDP
33 DBMS overload
34 DBMS query processing error
35 DBMS query failed
36 DBMS query forcefully aborted
37 Failure to send DBMS query to TMngr
38 License number of concurrent calls exceeded.
39 SIP request timeout
40 TMngr responded with unsupported signaling protocol
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41 No routes available

42 The list of codecs received from the call originator does not
match the list configured in the DB

43 All routing options rejected due to mismatching codec capability
of the call originator

44 Signaling node crashed

45 SIP socket error

46 Time reserved for the call exceeded (displayed in the TS CLI)

47 Incompatible media proxy modes set for originator and
terminator

48 Failure to resolve domain name

49 Slow Start is not supported in non-proxy operation

50 Redial timeout

51 Failure to create SIP socket

52 Failure to transform received calling number, name etc. into valid
SIP URI

53 Time reserved for the call exceeded (displayed in the TMngr
web-interface)

7.2 TMNGR LOCAL DISCONNECT CODES

Code Description

0 Normal call completion

100 Internal System error

101 Not used

102 Invalid format or size of received data. For example, dialed
number is too long.

104 Data caching error in DB contexts

200 Authentication error

201 Full authentication by parameters received from caller failed.

202 Failed fast authentication by authentication record ID found
during registration.

203 Origination equipment blocked (chek up the field Origination
blockings of the table Equipment)

204 Customer authentication record blocked (check up field
Restraints in the table Customer authentication data). The
record could be blocked due to low balance in the customer’s
account.

205 Maximum number of concurrent calls for the origination EP

exceeded. (check up the fields Incoming calls and Max

incoming calls in the table Equipment.
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206 Maximum allowed number of concurrent calls defined in the
customer authentication record exceeded (check up the fields
Incoming calls and Max incoming calls in the table Customer
authentication data).

207 Registration failed

208 Diasbled Customer record (check up the Enabled field in the
table Customers/Vendors)

209 Disallowed caller CPC (calling party category) for the selected
rate plan (check up the table Rate plan in the object Calling
party category (category of objects Configuration).

210 Disabled equipment record is (check up the field Enabled in the
table Equipment).

300 Not used

400 Authorization error

401 Customer’s rate plan does not cover requested destination.

402 The requested destination is disallowed (check up the field
‘Deny’ in the table of destinations).

500 Routing error

501 No available routing options (both in DPs and ENUM registry)

600 Error occurred when processing billing data

601 Error occurred when processing billing data for the customer

602 Error occurred when processing billing data for the vendor

701 Not used

702 Not used

703 All routes failed

704 Statistics calculation error

705 Call aborted prior to Call Begin processing completion

799 This code is automatically generated for dangling -calls

terminated in the DB by a special background process after the
maximum call duration is exceeded.
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8 APPENDIX C.MVTS Il CODEC SORTING AND

PROXYING

Table 24 the shows proxy modes that can be configured for origination and termination

devices.

Table 24 MVTS II proxy modes

Proxy mode

Explanation

Force Proxy

Always proxy media traffic

Non-proxy recommended

Avoid proxy operation if possible, otherwise proxy
media traffic

Force non-proxy

Disallow proxy operation for media

Crestination i_

o ateway |

Force prosxy

Farce non- :
[roy I
|

Source™Qateway | Force proxy

Force non- [N - prosey
[ iy recommended

M ON-pr oy
recommendead

: m

Table 25 shows codec sorting rules that origination and termination devices can be assigned.
The rules apply to voice codecs only. RFC2833 (DTMF) and T38 (fax) codecs are ignored.

Table 25 Codec sorting rules

Rule

Explanation

Termination devices

No sort Do not sort codecs and send the list of codecs from the
termination device codec group without changes;
Use first Move codecs matching the codecs supported by the

call originator to the beginning of the list (in the same
order), move the rest of codecs to the end of the list

Discard unused

Include in the list only codecs matching the codecs of
the call originator, and exclude all other codecs

Use first only

Use the first supported codec found in the originator
list of codecs;

Discard unused with failsafe

Apply the “Discard unused” rule and in case the
resulting list is empty send the list of codecs from the
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termination device codec group without changes.

Origination devices

Always discard codecs not Same as in the rule “Discard Unused”. In case this rule
used by originator is selected all rules set for termination equipment are
ignored.

The figure below shows an example of application of codec sorting rules, where the BraTel
gateway acts as a originator and the UsTel gateway acts as a call terminator. The pink boxes
show the lists of codecs resulting from application of different codec sorting rules.

BraTel UsTel

gateway gateway UsTel

BraTel

gateway codec group gateway

Codec group 5 k Codec group

Derived Derived Derived Darived
codec list codec list codec list codec list
| pomu | g729 a729 9729
| ___pcma | | ___pcma | . __pcma
Codec sorting: Codec sorting: Codec sorting: Force non-
No sort Used first Discard unused proxy mode
Always Always discard...: Always discard...: No
discard...: No Mo
OR
Codec sorting: <any
value=

Always discard...: Yes

Fig. 174 Codec sorting rules

Table 26 presents the list of local disconnect codes (LDCs) that indicate that the call was
rejected because of the inconsistency of codec sorting rules and/or proxy modes.

Table 26 Disconnect cause codes pertaining to codec sorting rules and proxy modes

Disconnect cause code Explanation

Source Media Discarded The application of the codec sorting rule results in an
empty list of codec matches returned to the originator.

Direct Slow Start Not The resulting list of matching codecs for origination or

Supported termination device is empty and media proxying is
disallowed at least for one of the parties.

All Routes Media Discarded All routes were rejected due to the incompatibility of
codecs resulting from the codec sorting and proxy mode
settings.
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Incompatible Proxy Media
Policy

Media proxying mode is turned on for one of the call
parties and disallowed for the other

Notes

Whenever possible, the originator’s codec lists returned to TS comprise codecs in the order
as they were received. For example, in case the list of codecs received from the origination
device included codecs “g729, g711” and the list of supported codecs configured for it in the
DBis “g729, g723, g711”, the list of codecs sent to TS will look like “g729, g711, g723”

The order of codecs in the terminator’s codec lists sent to TS with the “No sort” rule applied
is determined by the codec priority configured in the table Codec group setup.
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